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Chapter I: Product Information

1-1 Introduction and safety information

Thank you for purchasing Edimax 3G-6200n nLite wireless 3G
broadband router! This high cost-efficiency router is the best choice for
Mobile / Small office / Home office users, all computers and network
devices can share a single wireless 3G modem or xDSL / cable** modem
internet connection at high speed. Easy install procedures allows any
computer users to setup a network environment in very short time -
within minutes, even inexperienced. When the number of your computers
and network-enabled devices grow, you can also expand the number of
network slot by simple attach a hub or switch, to extend the scope of your
network!

You can configure the router by running the Setup Wizard in the
CD-ROM provided in the package. The wizard provides quick setup for
wireless 3G/3.5G Internet connection, Ethernet WAN Internet connection,
SSID, wireless security, firmware upgrade and changing router’s
password. When you start the Setup Wizard, you will get the following
Welcome screen. Please choose the language to start with and follow the
easy steps in the Wizard. No instruction for the Setup Wizard is given
here.

If you lost the CD-ROM or you prefer the traditional web setup, please

follow the procedures in Manual to configure the router

ederlands Deutsch Francais Italiano

Espafiol Portugués Polski Cesky Magyar Pycckuii

Romana Tirkge Slovensky %t  HifF L

Note 1: Only one Internet connection (wireless 3G or xDSL/Cable) can
be used at the same time.



Note 2: To prevent the compatibility problem between 3G USB Modem
cad and 3G router, it is recommended that you upgrade the latest
firmware of 3G router from Edimax website
http://www.edimax.com .

Features

- Provides IEEE 802.11g/b wireless LAN access point

- Compatible with IEEE 802.11n standard with 150Mbps data rate

- High Internet access throughput

- Allow multiple users to share a single Internet connection

- Supports up to 253 network client users

- Provides one USB port for 3G wireless connection

- Internet Access via 3G modem or Cable or xDSL modem

- Access Servers on your LAN from the Public Network

- Equipped with four LAN ports (10/200M) and one WAN port (10/100M)

- Support DHCP (Server/Client) for easy setup

- Support advance features such as: special applications, DMZ, virtual
server, access control, firewall

- Allow you to monitor the router’s status such as: DHCP Client Log,
System Log, Security Log and Device/Connection Status

- Easy to use Web-based GUI for configuration and management

- Remote Management allows configuration and upgrades from a
remote site (over the Internet)

Minimum Requirements

- One External xDSL (ADSL) or Cable modem with an Ethernet port
(RJ-45)

- Network Interface Card (NIC) for each Personal Computer (PC)

- Computer with a Web-Browser (Internet Explorer 5.0 or higher /
Netscape Navigator 7.2 or higher)

Package Contents

- One Wireless 3G broadband router

- One Quick Installation Guide

- One CD-ROM (Wizard, Multi-languages QIG and User Manual)
- One Power Adapter

- Ethernet Cable

- Holding base



- Accessories

Note

The WAN *“idle timeout” auto-disconnect function may not work due to
abnormal activities of some network application software, computer virus
or hacker attacks from the Internet. For example, some software sends
network packets to the Internet in the background, even when you are
not using the Internet. So please turn off your computer when you are
not using it. This function also may not work with some ISP. So please
make sure this function can work properly when you use this function in
the first time, especially your ISP charge you by access time.

Back Panel

The diagram (fig1.0) below shows the broadband router's back panel.
The router’s back panel is divided into four sections, LAN, WAN, USB,
and Reset:

o BEPRWE=

Figure 1.0

1) Local Area Network (LAN)
The Broadband router’s 4 LAN ports are where you connect your LAN’s
PCs, hubs / switches etc.

2) Wide Area Network (WAN)
The WAN port connected to your xDSL or Cable modem which linked to
the Internet.

3) USB
The USB port allow you to share internet via 3G USB modem card.

4) WPS / Reset button

You can press the button 2~4 seconds to enable WPS for wireless
security.

When you experience some problem on using this router, or you forgot
your password, you can press the reset button for longer than 20
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seconds and the router will reset itself to the factory default settings
(warning: your original configurations will be replaced with the factory
default settings)

5) Wireless on/off
You can enable/disable WiFi wireless signal via switch button.

Front Panel
On the router’s front panel there are LEDs, which shows the status of
this router. Below is the list of each LED and its description.

WaAN

LAN

LINHIACT

S so sl
Figure 1.1
LED SLtlgtEts Description
G ON Router is powered on
ON WAN is connected
LNV}\</’/A\ANCT Off WAN is unconnected
Flashing |WAN port is sending / receiving data
LAN ON LAN port is connected
LNK/ACT Off  |LAN port is unconnected
(Port 1-4) Flashing |LAN port is sending / receiving data
ON 3G USB modem is connected
3G Off 3G USB modem is not connected
Flashing |3G USB modem card is sending / receiving data
ON Wireless LAN has been activated
. Off Wireless LAN is disabled
Flashing |Wireless LAN is sending / receiving data

L
sc-sz00n LD EIMIAX




1-2 Safety Information

In order to keep the safety of users and your properties, please follow the
following safety instructions:

1. This router is designed for indoor use only; DO NOT place this router
outdoor.

2. DO NOT put this router at or near hot or humid places, like kitchen or
bathroom. Also, do not left this router in the car in summer.

3. DO NOT pull any connected cable with force; disconnect it from the
router first.

4. If you want to place this router at high places or hang on the wall,
please make sure the router is firmly secured. Falling from high places
would damage the router and its accessories, and warranty will be void.

5. Accessories of this router, like antenna and power supply, are danger to
small children under 3 years old. They may put the small parts in their
nose or month and it could cause serious damage to them. KEEP THIS
ROUTER OUT THE REACH OF CHILDREN!

6. The router will become hot when being used for long time (This is
normal and is not a malfunction), DO NOT put this router on paper,
cloth, or other flammable materials.

7. There’s no user-serviceable part inside the router. If you found that the
router is not working properly, please contact your dealer of purchase and
ask for help. DO NOT disassemble the router, warranty will be void.

8. If the router falls into water when it’s powered, DO NOT use your
hand to pick it up. Switch the electrical power off before you do anything,
or contact an experienced technician for help.

9. If you smell something strange, or even see some smoke coming out
from the router or power supply, remove the power supply or switch the
electrical power off immediately, and call dealer of purchase for help.



1-3 System Requirements

® Internet connection, provided by xDSL or cable modem with a RJ-45

Ethernet port.
® Computer or network devices with wired or wireless network interface

card.
® Web browser (Microsoft Internet Explorer 4.0 or above, Netscape
Navigator 4.7 or above, Opera web browser, or Safari web browser).
® An available power socket

10



Chapter I1: System and Network Setup

2-1 Establish network connection
Setup Diagram

(A) 3G/3.5G Modem card installation:

If you have 3G/3.5G modem card and SIM card, please follow the
following instructions to establish connection

1. Connect power adapter to 3G-6200n

2. Connect another Ethernet cable from the any LAN ports (1~4) on
router to the Ethernet socket on the PC

STEP 2.

- — T

Broadband Router f ? Laptop / Desktop PC

3. Insert SIM card into 3G/3.5G modem card, and connect the modem
card with one of USB port of 3G-6200n. The corresponding USB LED
indicator on 3G-6200n will light.

11



(B) Cabling installation:

If you can also access Internet by xDSL/Cable modem, please follow the
following instructions:

1. Connect the Ethernet cable from the router’s WAN port to the LAN
port of the
modem.

Broadband Router ? ? ADSL / Cable Modem

2. Connect another Ethernet cable from the any LAN ports (1~4) on
router to the Ethernet socket on the PC.

Broadband Router ? T Laptop / Desktop PC

12



3. Check to make sure the router’s LINK LED is lit; to confirm the cable
connections are made correctly.

&

Internet

s roREEEE= |

Modem Router Computer
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2-2 Setup client computers to obtain IP address automatically

After the network connection is established, the next step you should
do is setup the router with proper network parameters, so it can work
properly in your network environment.

Before you can connect to the router and start configuration
procedures, your computer must be able to get an IP address
automatically (use dynamic IP address). If it’s set to use static IP address,
or you’re unsure, please follow the following instructions to configure
your computer to use dynamic IP address:

If the operating system of your computer is....

Windows 95/98/Me - please go to section 2-2-1
Windows 2000 - please go to section 2-2-2
Windows XP - please go to section 2-2-3

Windows NT - please go to section 2-2-4

14



2-2-1 Windows 95/98/Me IP address setup:

1. Click “Start’ button (it should be located at lower-left corner of your
computer), then click control panel. Double-click Network icon, and

Network window will appear. Select “TCP/IP’, then click ‘Properties’.

Hetwork E |

Canfiguratian | Identifin:atin:nnl Arocess En:nntr-:nll

The following nebwork. components are inztalled:

Client for Microsaft Mebworks
Client for Metsfare Metwarks
‘_El'a'l CEtherPawer Adapter [SMCB432)
IF‘K.-"SP'EQ%;DmpatiI:uIE Frotocol

*
0.. “‘
[T XYL LTI
.
-
O .

R4
| &dd I Bemove «  Properties... -
o K
Primary Metwark, Logon: ICT TIPS A
I Client for Microsoft Metworks j

File and Frint Sharing... |

Drezcription

TCFAFR iz the protocol you uze to connect to the Intermet and
wide-area network s,

k. Cancel
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2. Select “‘Obtain an IP address from a DHCP server’, then click ‘OK”.

TCP/IP Properties HE|

Bindingz I Advanced I DMS Configuratian |
G ateway I WwINS Configuration IP Address

An [P address can be automatically azsigned to this computer
by a DHCF zerver. IF your nebwaork, does nat hawve a DHCP
gerver, ask your netwark, administrator for an addrezs, and then
tupe it in the space below,

. " Obtain an IP address from a DHCP server E

/ —{* Specify an IP address:

IP &ddrezs: | i ] |

Subnet M azk: | . . . |

sEENN
P e,

*
o .’¢
.. “
L]
= k. I = LCancel
\J o
‘ ®
- PN

. .
MLTTTT LA
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2-2-2 Windows 2000 IP address setup:

1. Click “Start’ button (it should be located at lower-left corner of your
computer), then click control panel. Double-click Network and Dial-up
Connections icon, double click Local Area Connection, and Local Area
Connection Properties window will appear. Select “Internet Protocol
(TCP/IP)’, then click “Properties’

Local Area Connection Properties ed |

eneral |

Connect using:

I Fealtek RTLB029(45] PCI Ethernet Adapter

Components checked are uzed by this connection:

Cligrabsfor Miesasoft batyiprks
E‘File and Printer Sharing fu:ur.l‘-ﬂ'ﬂ:‘rnsu:uft Metwork.s

B |ternet Protocol [TCRAR] ’.'

. .

LI o*

.ll.l.....-ll--l“ \ S TLL LT T IO
** Y
..‘ 0"

Install... ninztall |:’ Froperties .:

. ‘e ot

C'ezcription LTI L e

Tranzmizzion Control Protocaold/lnternet Protocal. The default
wide area network protocol that provides communication
acrogs diverse interconnected netwarks.

¥ Show icon in tagkbar when connected

k. Cancel
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2. Select ‘Obtain an IP address automatically’ and ‘Obtain DNS server
address automatically’, then click ‘OK’.

Internet Protocol (TCP/IP) Properties = 7| x|

General

Y'ou can get |P settings azsigned autormatically if wour nebwark, supparts
thiz capability. Othemnwize, you need to azk vour nebwork, administrator for
the appropriate [P zettings.

E ¥ Obtain an IP address autornatically

’ Fa i s ot alovmg B nedrees:
|F addrezs: I

Subnet mask; I

[refault atewaw I

SLEELEEL LR LR R LR L R L Ll

E ' Obtain DM5 server address automatically
el B 2l o o el L b o o o A e
Breterred DHE zemvern: I

Alternate DHS servern I

PRI LLY ¥
v L2

k. ]:: Cancel
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2-2-3 Windows XP IP address setup:

1. Click “Start’ button (it should be located at lower-left corner of your
computer), then click control panel. Double-click Network and Internet
Connections icon, click Network Connections, then double-click Local
Area Connection, Local Area Connection Status window will appear,
and then click ‘Properties’

-1 Local Area Connection Properties

General | Authentication | Advanced

Connect using:

B8 AMD PCHET Family PCI Ethemet Ad

Thiz connection uzes the following items;

EI, Client for Microzoft Metworks
.@ FiIF_qnd Fiinhir.ﬁhau'gg far Microgaoft Metwarks
JMYI0S Packet Scheduler **vs
= |nternet Protocal [TCRPAP]

L] ® sumugy
'.... L ont® Saa,
LT T T L. +* e

*
‘an?®

[ Install... ] .'1 Properties ]“.
* L4
Diescription ‘o et

..'ll. nnt®
Tranzmizsion Control Pratocol/ntemet Pratocol. The detault
wide area nebwork, protocal that provides communicatian
acrozs diverse interconnected networks,

[ ] 5how icon in notification area when connected
Hatify me when this connection has limited or no conneckivity

k. ] [ Cancel
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2. Select ‘Obtain an IP address automatically’ and ‘Obtain DNS server
address automatically’, then click ‘OK’.

Internet Protocol (TCP/IP) Properties

General | Alternate Configuration

Y'ou can get IP gettings azsigned automatically if wour network, supparts
thiz capability. Othensize, you need to azk pour network, administrator for
the appropriate |P zettings.

RSN SN N NSNS NSNS NN NN NSNS EEEEEEEEEE

E@EDbtain an [P address automaticallé

j :@UEEWWHMMQTPEHHME:'""'""""""":

= (#) Obtain DNS server address automatically E
"TN0:E Merolaving TS SErver Addessds T

:“[ k. .} Cancel ]

2y AD
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2-2-4 Windows Vista IP address setup:

1. Click “Start’ button (it should be located at lower-left corner of your
computer), then click control panel. Click View Network Status and
Tasks, then click Manage Network Connections..Right-click Local Area
Netwrok, then select ‘Properties’. Local Area Connection Properties
window will appear, select “Internet Protocol Version 4 (TCP / IPv4), and

then click ‘Properties’

“ Local Area Connection Properties
Metworking |

Connect using:

| ¥ Intel{R) PRO/1000 MT Network Connection

This connection uses the following items:

% Cliert for Microsoft Networks

=1 0105 Packet Scheduler

.@ File and Printer Sharing for Microsoft Networks

- Injemet Rretocalfersinn=8 FFEFYIRGE),

B8 rtcmst Protocol Verson 4 (CP/1Pu4) [

i Link L Apar Fapatomy=Brenyen Magoer /0 Driver
<. link-Layer Topology Discoveny ::&er

*

Install... | . Properties
.

EEEENN
Lenntt e,

14

DESCTiFltiDﬂ .....Illlllll“‘

Transmission Control Protocol/Intemet Protocal. The default
wide area network protocol that provides communication
across diverse interconnected netwaorks.

'|.

*
o
*

QK Cancel
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2. Select ‘Obtain an IP address automatically’ and ‘Obtain DNS server
address automatically’, then click ‘OK’.

: Internet Protocol Version 4 (TCP/TPvd) Properties 7 »
General | Alternate Configuration |

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your netwark administrator
for the appropriate IP settings.

AN NN NN NN NN NN NN EENEEEESEEEEEEEEEEEEE

E {¢ Dbtain an IP address automatically:

’ :I IIHFE‘EHwhgllpmjremllIIIIIIIIIIIIIIIIII

* (+ Obtain DNS server address automatically E

TS HE ONAAME TS B VAP BAACELA A e

Advanced...

-
PRLLLLLY S
- v

L

* .‘
g oK *  Cancel |

0 *
L2 *
*®apppanst®
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2-3 Connect to broadband router by web browser

Default IP address of this broadband router is *192.168.2.1°, and you can
connect to broadband router’s web-based configuration interface by any
connected computer with web browser (Internet Explorer 5.x or above,
Firefox, or Netscape).

Please input ‘192.168.2.1” in web browser’s address bar and press “‘Enter’
key to establish connection:

3 about:blank - Microsoft Internet Explorer

File Edit Wiew Favorites Tools Help

e T

________________
""""
. .

.

o

g +
""""
-------
-----------------

You should see the following authentication window:

Defaulk: admin/1234

Lser narme! | L& ¥ |

Password; | |

[ Iremember my passwaord

[ Ok l [ Zancel
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Please input ‘admin’ in ‘User name’ field, and 1234’ in *Password’ field,
and click ‘OK” button to enter web configuration interface.

General Setup

Language

E

TIPS: If you can’t establish connection with broadband router with web
browser (got ‘The page cannot be displayed’ or similar error message),
the IP address you inputted may be wrong. If you’ve changed the IP
address of this broadband router previously, please input correct IP
address instead of the default IP address *192.168.2.1°.

If the DHCP server function of this broadband router is enabled, please

follow the following instructions to find out the IP address of this
broadband router:

24



Please click “start’ -> ‘run’ at the bottom-lower corner of your desktop:

home user

r Inkternet ___} My Documents
Internet Explorer
. ' b My Recent Documents F
\S\j E-mail

Cutlook Express ‘f} My Pictures

b -
E Command Prompt ) My Music

g.! My Computer
\g MSH

E’ Zontrol Panel
@ Windows Media Plaver

@. Set Program Access and
Defaults

.13 Windows Messenger 1.‘_& Prinkers and Faxes

@ Tour Windows 5P @) Help and Suppart

il | Files and Setkings Transfer r) Search
5 Wizard

All Programs D

@] Log Off |E| Turn Off Computer

Input ‘cmd’, then click ‘OK’

= Type the name of a program, folder, document, or
Internet resaurce, and \Windows will open it Far yau,

Open: | ernd| v |

[ Ok ][ Cancel ][ Browse. .. ]

’
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Input ‘ipconfig’, then press ‘Enter’ key. Please check the IP address
followed by ‘Default Gateway’ (In this example, the IP address of router
15 192.168.2.1, please note that this value may be different.)

e C:AWINDOWS\system3 2vemd. exe

G-~ ipconfig

Windows IP Configuration

FEthernet adapter Local Area Connection:

Connection—-specific DNS Suffix . =

IP Addwess. . . . . . . . . . . . = 192_.168.2.3
Subnet Mask : 255_.255.255.8
Default Gateway : 192_168.2.1

t

NOTE: If the IP address of Gateway is not displayed, or the address followed
by ‘IP Address’ begins with ‘169, please recheck network connection
between your computer and router, and / or go to the beginning of this
chapter, to recheck every step of network setup procedure.

If you tried the instructions listed above and still can not find the IP
address of this broadband router / you forget the password, please jump to
chapter 6-1 to reset the broadband router.
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2-4 Using “Quick Setup’

This broadband router provides a ‘Quick Setup’ menu, and you can setup
basic parameters of this broadband router.

Please follow the following instructions to use ‘Quick Setup’ menu:

1. Click “Quick Setup’ after logged in.

| General Setup

B

ELanguage

27



2. In the first step of quick setup, you can setup automatic time
synchronization settings.

Set Time Zone : (GMTIGreenwich Mean Time: Dublin, Edinburgh, Lisbon, Landan
Time Server Address : JRIEER CREET R

CJEnable Function
Times From To

Daylight Savings :

[ Apply ] [ Cancel

The descriptions of every setting items are listed as follow:

Item Name Description

Time Zone Please select a time zone of the country or
region of your residence here. If you can’t find
the country / region of your residence here,
please select a city / region which time zone is
the same with the country / region of your
residence.

Time Server Address | This load-balance router supports NTP
(Network Time Protocol). NTP server will
provide correct time for this router to setup the
date and time of the router automatically.
Please input the host name or IP address of
NTP server here. If you don’t know the host
name or IP address of time server, please ask
network administrator or use ‘pool.ntp.org’ as
time server.

Daylight Savings If the country / region of your residence use
daylight saving time, please check ‘Enable
Function’ box, and select the beginning and
ending date of daylight time saving.
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After you finish with time zone settings, please click ‘Next’ to proceed to
next step of quick setup - broadband type:

[
5'%5"?[13“! TOOLTHER
Quick Setup l General Setup l Status [ Tools L Language Home
Home f Quick Setup - Time Zfone / Quick Setup - WAN N
Enter the User Mame, Password, APM, PIN Code and Dialed
3G/3.5G Murmber provided to you by your service provider in the
appropriate fields.
The Host Mame is optional, but may be reguired by some
Service Providers. The default MAC Address is set to the WAl
physical interface on the Broadband router. If required by
Dynamic IP your Service Provider, you can use the 'Clone MAC Address’
button to copy the MAC address of the Network Interface
Card installed in your PC and replace the WaM MAC Address
with this MAC Address,
If your Service Provider has assigned a Fired IP address;
Static IP enter the assigned IP Address, Subnet Mask and the
Gateway IP Address provided.
Enter the PPPoE User Name and Passwaord assigned by your
Service Provider, The Service Mame is normally optional, but
may be required by some Service Providers, Enter a Idle Time
{in minutes) to define a mazimum period of time for which the
Internet connection is maintained during inactivity, If the
PPPOE connection is inactive for longer than the Maximum Idle Time,
then the connection will be dropped. You can enable the
Connect on Demand option to automatically re-establish the
cunrjection as soon as you attempt to access the Internet
again.
If your Internet Service Provider requires the use of PPPoE,
enter the information below,
PPTP Point-to-Point Tunneling Protocol is a common connection
method used in xDSL connections.,
L2TP Layer Two Tunneling Protocol is a common conneckion
= method used in ®DSL connections.,
If your Internet service is provided by Telstra Big Pond in
Telstra Big Pond Australia, vou will need to enter your information below, This
infarmation is provided by Teistra BigPond. L1
[ Back il Mext | :

Please choose the broadband (Internet connection) type you’re using in
this page. There are six types of Internet connection, they are:

3G/3.5G - Please go to section 2-4-1
Dynamic IP - Please go to section 2-4-2
Fixed-1P xDSL - Please go to section 2-4-3
PPPoE xDSL - Please go to section 2-4-4
PPTP xDSL - Please go to section 2-4-5
L2TP xDSL - Please go to section 2-4-6
Telstra Big Pond - Please go to section 2-4-7
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If you’re not sure, please contact your Internet service provider. A wrong
Internet connection type will cause connection problem, and you will not
be able to connect to internet.

If you want to go back to previous step, please press ‘Back’ button on the
bottom of this page.

NOTE: Some service providers use ‘DHCP’ (Dynamic Host
Configuration Protocol) to assign IP address to you. In this case, you
can choose ‘Cable Modem’ as Internet connection type, even you're
using another connection type, like xDSL. Also, some cable modem
uses PPPoOE, so you can choose ‘PPPoE xDSL’ for such cable modem
connection, even you're using a cable modem.
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2-4-1 3G/3.5G

3G-6200n supports most of 3G/3.5G modem cards, just connect the
modem card to the USB port of 3G-6200n and 3G-6200n will recognize it
automatically, no additional setup procedure required. However, some of
modem cards require PIN code or account / password (you have to use
3G-6200n’s web interface to input these information), and some modem
cards requires you to connect the modem card with your PC and install
driver / utility before you connect it with 3G-6200n (all PCs which need
to access Internet by 3G-6200n requires to perform this procedure once).
If you still not able to connect to Internet, please use wired Internet
connection to access our website :http://www.edimax.com/ ,download
latest version of firmware and upgrade 3G-6200n’s firmware. If you still
not be able to get connected by your 3G/3.5G modem card, please contact
your dealer of purchase and provide the model name of the 3G/3.5G
modem card you have, we’ll try our best to help you to solve the problem.

Only one Internet connection (wireless / wired) can be used at the same
time. Wireless connection (3G/3.5G) will be selected first, and use wired
Internet connection as backup. Therefore, please DO NOT connect your
3G/3.5G modem card with 3G-6200n, or your telecomm service provider
may charge you with high communication fee. For example, if you
connect 3G/3.5G modem card with 3G-6200n when you’re using wired
Internet connection, wired connection will be dropped and use 3G/3.5G
wireless connection instead. If 3G/3.5G wireless signal reception is poor
and the connection can not be restored within 60 seconds, 3G-6200n will
use wired Internet connection again, and will not switch back to wireless
Internet connection (This only happens with wired Internet connection is
available. If wired connection is unavailable, 3G-6200n will try to
establish 3G/3.5G wireless connection again and again). If you want to
use 3G/3.5G wireless connection again, you need to remove 3G/3.5G
modem card from 3G-6200n and reconnect it back after 5 seconds.

(A) Plug and play, no setup procedure required.
Connect the USB 3G/3.5G modem card with 3G-6200n and make sure

the corresponding USB LED indicator of 3G-6200n lights up, then you
can use the web browser to access Internet.

( B) PIN code or user name / password required:

Please check the authentication method you want to use. Most of
telecomm service providers require you to input PIN Code, please check
‘SIM’ and input the PIN code provided by telecomm service provider.
Most of options listed here are optional and you don’t have to provide
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those information if telecomm service provider doesn’t provide you with
those information.

If telecomm provider provides you with username / password, please
check /User Name / Password box and input the user name / password
provided by telecomm service provider, then click ‘OK’ button. Wait for
1 minute (for 3G-6200n to reboot), then you can access Internet.

2D

HETWORKING PECPLE TOOITHER

Quick Setup | General Setup ‘ Status ‘ Tools ‘ Language ‘ Home

|Home f Quick Setup - Time Zone / Quick Setup - WAN / Quick Setup - 3G/3.5G

PIN Code :

User Name :

|

|

|
e | |
il |
136/2.56 Only (UMTS/HSPAHSDPA) v |
i . |
Disconnected Disconnect

[ Back || oK

Note: Please choose “CDMA”, if your ISP use 3G CDMA system.

( C) Driver / Utility required on PC side

Some 3G/3.5G modem card does not work with instructions (A) or (B)
listed above (ex. BandLuxe C100S). You need to install 3G/3.5G modem
card driver / utility on every PC which needs to access Internet first. After
driver / utility installation is complete, every PC will be able to access

Internet via 3G/6200n.

1. Plugin the BandLuxe C100S modem card to the USB port of your
computer.

2. The system will detect the hardware of C100S USB adapter and
also the storage inside the adapter.
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qu Found New Hardware er Found New Hardware

BandLuxe 3.5G HSDPA Adapker 156 Mass Storage Device

3. Please click “Cancel” to ignore the message of the found new
hardware wizard.

Found New Hardware Wizard

Welcome to the Found HNew
Hardware Wizard

Windows will zearch far current and updated software by
[oaking on pour computer, on the hardware installation CO, ar an
the Windows Update "Web zite [with your permizzion].

Read our privacy polic

Cat Windaws connect to Windows Update to search for
software?

(3 ez, thiz time only
() Y'es. now and gvery time | connect a device
) Mo, nat thiz time

Click. Mest o continue.

Cancel

33



4. Please go to “My computer”, you will see the BandLuxe C100S.
Double click the device.

Other Places i =

h“q"“ﬁ Local Disk (C:) s ﬂ Image (D:)
&g My Netwark Places
L) My Documents

I3 Shared Documents g@ Data (E:)
B Control Panel

__ Devices with Removable Storage
Details

My Computer ; 3% Floppy (A @ CD Drive {F:
System Folder ,\% oppy (Al \@ {F:)
@ BandLuxe C1005 (G}

3 objects :} I¥y Compu

5. The program inside the adapter will prepare to install the driver
and utility of the adapter.

InstallShield Wizard

Preparing to Install...
]

BandLuxe HSDPA Liility R1 Setup is preparing the
InstallShield Wizard, which will guide you through the
program setup process. Please wait.

Configurning “indows [nstaller

(RNRNNNRNRANRRNNRANRRNNRAARE )

Cancel

34



6. Click “Next”.

iw BandLuxe HSDPA Utility R1 - InstallShield Wizard E'

Welcome to the InstallShield Wizard for
BandLuxe HSDPA Utility R1

The InstalshieldiR) wWizard will inskall BandLuxe HSDPA Lkiliky
R1 on wour computer, To continue, click Mext,

WARMIMNG: This program is protected by copyright law and
inkernational kreaties,

< Back [ Mext = g [ Cancel ]

7. Select “I accept the terms in the license agreement” and click
“Next”.

iw BandLuxe HSDPA Utility R1 - InstallShield Wizard

License Agreement

Plzase read the following license agreement carefully,

End User License Agreement

IMPORTANT, FEAD CAREFULLY: BandFich Inc{“"BANDERICH™) licenses the
enclosed software, associated matenals and onlinefelectronic  documentation

(“Product™) to you upon the terms contained in this EOLA. Please read the terms

carefully before using this software, as using the software will indicate wour assent ™

{(*)1 accept the terms in the license agreement;

{31 do not accept the terms in the license agreement

< Back H Mext = ] [ Zancel
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8. If you want to change the destination folder, please click
“Change”. Click “Next” to continue.

iw BandLuxe HSDPA Utility R1 - InstallShield Wizard

Destination Folder

Click Mext ko install to this Folder, or click Change to install to a different Folder,

G Inskall BandLuxe HSDPA Ukiliey R1 ko

C:'\Program Files\BandRichiBandLuxe HSDPA utility R1Y

< Back ]| Mext = g [ Cancel

9. Click “install”.

iw BandLuxe HSDPA Utility R1 - InstallShield Wizard

Ready to Install the Program

The wizard is ready ko begin installation,

Click. Install ko begin the installation,

If waou wank ko review or change any af waur installation settings, click Back, Click Cancel ko
exit the wizard.

< Back, ]| Inskall g [ Cancel
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10.The system is installing the driver and utility of the adapter.

Installing BandLuxe HSDPA Utility R1

i BandLuxe HSDPA Utility R1 - InstallShield Wizard M=
The program features ywou selected are being installed. ‘ |

Flease wait while the Installshield Wizard installs BandLuxe HSDPA Lkiliky
R1. This may take several minukes,

Skatus:

< Back Hext =

The Installshield Wizard has successfully installed BandLuxe
H3DPA Utilicy R, Click Finish to exit the wizard,

< Back Cancel
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12.The utility of C100S will start up automaticity.
Please select the “MENU”

13.Click “Setting”.

Profile Information:

=ulll  Bandluxe™

I 5MS' SIM ' Radio ' Metwork
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15.Plug in the C100S into the USB port of the 3G router.

16.The USB adapter will get the IP address from ISP automatically.
You can check the Status of the 3G-6200n on the Web site (ex:
192.168.2.1).

17.Now you are able to connect to Internet successfully.

2 MSN.com - Microsoft Internet Explorer

Fle Edt View Favorites Tooks Help

Qe - O @ @ Lh pSearch *Favnmtas & D’z' ,; = 4

address @http:ﬂwww‘msn.mmt VB ks >
. <o

Make MSN your homepage today _Semuligs

I And get the homepage favored by millions! ==

View Cheapest Hybrid Sedans onday, June 23
ideo

w

Popular Searches: Phar Lap | Jane

welcome Sign in Page options
=7 Hotmail Air Tickets/Travel Election 2006 Lifestyle Mews Tech & Gadgets |
im Messenger Autos Games Maps & Directions Real Estate/Rentals Y
2 by SN Carsers & Jobs Gresn Money Shopping Weather
City Guides Health & Fitness Movies Spaces wihite Pages
i MSN Directory Dating & Personals Horoscopes Music Sports Tellow Pages

MSNBC News HE
How to Leave

F | Ferry capsize could send

Your Husband 7 Asia typhoon tall higher .
onage imi
Financial tips that will g “HIT: Are MeCain and Dole A 2 Unlimited
pay off in the long run g - really so similar local & |0I'lg
= - = - winehouse has lung damage, dad says distance ca"".lg

N - Miss, River crests | Wideo: Warst over?
- wideo: Bringing home the grief of war
« Plus: 10stepstoa e 4 ’ only & 99
money-smart divorce Mo
= FOX Sports =] g Ik
< Previous @ Mext = =

wimbledan preview: How will —

the favarites fara? | Draws [ “"CLICK HERE ]

Today's Picks

-Photagrapher clairms mob of
Malibu surfers attacked him

Carlin dies - Game over? 'Pacman’ wants to
Comedian drap nickname | Play fantasy

suffers heart - Drag racers on track day after tragic crash
failure at 71 - Spain stuns Italy on penalty kicks | Photos Advertisement Ad feedback 4

&] Done B Internet

- Would-be teachers' hest bat

Note : If your SIM card requires entering the PIN code, please enter
into the web management of the 3G router. In WAN setting web
page, select 3G/3.5G. Enter the PIN code of the adapter.
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2-4-2 Using ‘Dynamic IP’ as broadband connection type

If your Internet service provider uses cable modem to provide Internet
service to you, you can select this connection type. You can also select
this connection type if your ISP tells you that they will assign you the IP
address by "DHCP’ (Dynamic Host Configuration Protocol).

potvane: | |
|DDDDDDDDDDDD | [ Clone Mac address
&) Obtain an IP El.ddrESS automatically

) Use the following IP address
CETTET |
COTTTETI |

® Disable O Enable

| Back || 0K
Here are descriptions of every setup items:
Item Name Description
Host Name Please input the host name of your computer,

this is optional, and only required if your
service provider asks you to do so.

MAC address Please input MAC address of your computer
here, if your service provider only permits
computer with certain MAC address to access
internet. If you’re using the computer which
used to connect to Internet via cable modem,
you can simply press ‘Clone Mac address’
button to fill the MAC address field with the
MAC address of your compulter.

TTL Time-to-live (TTL) is a value in an Internet
Protocol packet that tells a network router
whether or not the packet has been in the

network too long and should be discarded.
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If you wish to select another connection type as broadband connection
type, click ‘Back’; or you can click ‘OK” to finish with quick setup.
You’ll see the following messages:

Save setting successfully!

Flease press APFLY button to restart the system for changes to take effect.
Apply

Please click ‘Apply’ to save changes you made and restart the broadband
router, this requires about 30 seconds and the broadband router will stop
responding (this is normal and is not malfunction). You can reconnect to
this broadband router and continue on other settings later.
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2-4-3 Using ‘Fixed-IP xDSL’ as broadband connection type

If your ISP requires you to set a fixed IP address to establish connection,
you can use this connection type to input the IP address information
assigned by your ISP.

Please note that not only xDSL connections (like ADSL, HDSL, VDSL)
can use this connection type, you can select this connection type for all
connections that requires you to input a fixed IP address. Also, if your ISP
Is assigning a fixed IP address to you by DHCP or PPPoE, do not select
this connection type. Please contact your ISP’s service hotline to make
sure you really need to use static IP as connection type.

DETTTE
EETEN o0
e —.
|
|

DMS address 2: |

Default Gateway Address : |1?2 1.1.264

| Back || oK

Here are descriptions of every setup items:

Item Name Description

IP address assigned by | Please input IP address assigned by your
your by your service | service provider.

provider

Subnet Mask Please input subnet mask assigned by your
service provider.

DNS address Please input the IP address of DNS server
provided by your service provider.

Service Provider Please input the IP address of DNS server

Gateway Address provided by your service provider.

TTL Time-to-live (TTL) is a value in an Internet

Protocol packet that tells a network router
whether or not the packet has been in the
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network too long and should be discarded.

You must use the addresses provided by your Internet service
provider, wrong setting value will cause connection problem.

If you wish to select another connection type as broadband connection
type, click “‘Back’; or you can click ‘OK” to finish with quick setup.
You’ll see the following messages:

Save setting successfully!

Flease press APFLY button to restart the system for changes to take effect.

Apply

Please click ‘Apply’ to save changes you made and restart the broadband
router, this requires about 30 seconds and the broadband router will stop
responding (this is normal and is not malfunction). You can reconnect to
this broadband router and continue on other settings later.
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2-4-4 Using ‘PPPoE xDSL’ as broadband connection type

If your ISP requires you to establish Internet connection by PPPoE

(Point-to-Point Protocol over Ethernet), you can use this connection type

to establish Internet connection.

pervone: | |

| |

DNS address - ® obtain an IP El.ddrESS autormatically
O Use the following IP address

DMNS1 address : | |

CTTE |

sericename: | |
MTU : 1392 (E12<=MTU Value<=1492)

Connection Type : | Continuous b |

Idle Time Out : |:| {1-1000 minutes)

| Back || 0K

Here are descriptions of every setup items:

Item Name Description

User Name Please input user name assigned by your
Internet service provider here.

Password Please input the password assigned by your
Internet service provider here.

Service Name Please give a name to this Internet service, this
is optional.

MTU Please input the MTU value of your network

default value.

connection here. If you don’t know, you can use

Connection Type Please select the connection type of Internet
connection you wish to use. There are 3
options:




‘Continuous’ - keep internet connection alive,
do not disconnect.

"Connect on Demand’ - only connects to
Internet when there’s a connect attempt,

Manual - only connects to Internet when
‘Connect’ button on this page is pressed, and
disconnects when ‘Disconnect button is
pressed.

Idle Time Out Please specify the time to shutdown internet
connect after no internet activity is detected in
minute(s). This option is only available when
connection type is ‘Connect on Demand’.

TTL Time-to-live (TTL) is a value in an Internet
Protocol packet that tells a network router
whether or not the packet has been in the

network too long and should be discarded.

If you wish to select another connection type as broadband connection
type, click “‘Back’; or you can click ‘OK” to finish with quick setup.
You’ll see the following messages:

Save setting successfully!

Flease press APFLY button to restart the system for changes to take effect.
Apply

Please click ‘Apply’ to save changes you made and restart the broadband
router, this requires about 30 seconds and the broadband router will stop
responding (this is normal and is not malfunction). You can reconnect to
this broadband router and continue on other settings later.
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2-4-5 Using ‘PPTP xDSL’ as broadband connection type

If your ISP requires you to use PPTP (Point-to-Point Tunneling Protocol)
to establish connection, you can select this connection type to establish
Internet connection.

PPTP xDSL requires two kinds of setting: WAN interface setting (setup
IP address) and PPTP setting (PPTP user name and password). Here we
start from WAN interface setting first:

Host Mame :

MALC address . aooonoooaooo [ Clone Mac address ]

IP address : 0.00.0

Subnet Mask : 0.0.0.0

Default Gateway 0.0.0.0

OMS1 address 0.00.0

DMS2 address : 0.0.0.0

+ PPTP Settings

Uszer D :

Password :

PRTP Gateway :

Connection 1D : (Optional)

MATU o [B12==MTL “alue==1432)
BEFEC-ISEAEL [ IEnable (far BEZEQ netwark in ISRAEL use anly)
Cannection Type : | Cantinuous w | Connect Disconnect

Idle Time Cut : o {(1-1000 minutes)

| Back || oK

Select the type of how you obtain IP address from your service provider
here. You can choose “‘Obtain an IP address automatically’ (equal to
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DHCP, please refer to ‘Cable Modem’ section above), or ‘Use the
following IP address’ (i.e. static IP address).

WAN interface settings must be correctly set, or the Internet connection
will fail even those settings of PPTP settings are correct. Please contact
your Internet service provider if you don’t know what you should fill in

these fields.

Now please go to PPTP settings section:
Here are descriptions of every setup items:

Item Name Description

User ID Please input user ID (user name) assigned by
your Internet service provider here.

Password Please input the password assigned by your

Internet service provider here.

PPTP Gateway

Please input the IP address of PPTP gateway
assigned by your Internet service provider
here.

Connection ID

Please input the connection ID here, this is
optional and you can leave it blank.

MTU

Please input the MTU value of your network
connection here. If you don’t know, you can use
default value.

BEZEQ-ISRAEL

Check “Enable’ box if you’re using BEZEQ
network service in Israel. Do not check this
box if you’re using other Internet service
provider.

Connection Type

Please select the connection type of Internet
connection you wish to use. There are 3
options:

‘Continuous’ - keep internet connection alive,
do not disconnect.

’Connect on Demand’ - only connects to
Internet when there’s a connect attempt,

Manual - only connects to Internet when
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‘Connect’ button on this page is pressed, and
disconnects when *Disconnect button is
pressed.

Idle Time Out Please specify the time to shutdown internet
connect after no internet activity is detected in
minute(s). This option is only available when
connection type is ‘Connect on Demand’.

If you wish to select another connection type as broadband connection
type, click ‘Back’; or you can click ‘OK” to finish with quick setup.
You’ll see the following messages:

Save setting successfully!

Flease press APFLY button to restart the system for changes to take effect.
Apply

Please click ‘Apply’ to save changes you made and restart the broadband
router, this requires about 30 seconds and the broadband router will stop
responding (this is normal and is not malfunction). You can reconnect to
this broadband router and continue on other settings later.
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2-4-6 Using 'L2TP xDSL' as broadband connection type

If your ISP requires you to use L2TP (Layer-2 Tunneling Protocol) to
establish connection, you can select this connection type to establish
Internet connection. L2TP is another popular connection method for
xDSL and other Internet connection types, and all required setting items
are the same with PPTP connection.

Like PPTP, there are two kinds of required setting, we’ll start from *‘WAN

Interface Settings’:

Host Mame :

L |

MAC address :

000000000000 |

Clone Mac address ]

DMS1 address :

IP address : 0.0.0.0
Subnet Mask 0.0.0.0
Default Gateway : 0000

0.0.0.0

OS2 address

0.0.0.0

s LZTP Settings

User D
FPassword
LATP Gateway :
MTL o [B12==MTL “alue==1452)
Connection Type : Continuous w | Connect Disconnect
ldle Time Out : 1] (1-1000 minutes)
| Back || OK

Please select the type of how you obtain IP address from your service

provider here. You can choose ‘Obtain an IP address automatically’ (equal

to DHCP, please refer to ‘Cable Modem’ section above), or ‘Use the

49



following IP address’ (equal to static IP address, please refer to ‘PPPoE
XDSL’ section above).

WAN interface settings must be correctly set, or the Internet connection
will fail even those settings of L2TP settings are correct. Please contact
your Internet service provider if you don’t know what you should fill in
these fields.

Now please go to L2TP settings section:
Here are descriptions of every setup items:

Item Name Description

User ID Please input user ID (user name) assigned by
your Internet service provider here.

Password Please input the password assigned by your
Internet service provider here.

L2TP Gateway Please input the IP address of L2TP gateway
assigned by your Internet service provider
here.

MTU Please input the MTU value of your network

connection here. If you don’t know, you can use
default value.

Connection Type Please select the connection type of Internet
connection you wish to use. There are 3
options:

‘Continuous’ - keep internet connection alive,
do not disconnect.

"Connect on Demand’ - only connects to
Internet when there’s a connect attempt,

Manual - only connects to Internet when
‘Connect’ button on this page is pressed, and
disconnects when “‘Disconnect button is
pressed.

Idle Time Out Please specify the time to shutdown internet
connect after no internet activity is detected in
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minute(s). This option is only available when
connection type is ‘Connect on Demand’.

If you wish to select another connection type as broadband connection
type, click ‘Back’; or you can click ‘OK” to finish with quick setup.
You’ll see the following messages:

Save setting successfully!

Flease press APFLY button to restart the system for changes to take effect.

Apply

Please click ‘Apply’ to save changes you made and restart the broadband
router, this requires about 30 seconds and the broadband router will stop
responding (this is normal and is not malfunction). You can reconnect to
this broadband router and continue on other settings later.
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2-4-7 Using "Telstra Big Pond' as broadband connection type
This connection type only works for Telstra big pond network service in

Australia. DO NOT select this connection type if you’re not using Telstra
big pond network service.

User Mame :

Password :

[] User decide login server manually

Login Server :

| Back || oK

Here are descriptions of every setup items:

Item Name Description

User Name Please input the user name assigned by Telstra.
Password Please input the password assigned by Telstra.
User device login Check this box to choose login server by
server manually yourself.

Login Server Please input the IP address of login server here.

If you wish to select another connection type as broadband connection
type, click “‘Back’; or you can click ‘OK” to finish with quick setup.
You’ll see the following messages:

Save setting successfully!

Fleaze press APFPLY button to restart the system for changes to take effect

Apply

Please click ‘Apply’ to save changes you made and restart the broadband
router, this requires about 30 seconds and the broadband router will stop
responding (this is normal and is not malfunction). You can reconnect to
this broadband router and continue on other settings later.
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Chapter Ill: General Setup

The “General Setup’ is for you to setup “System, WAN, LAN, Wireless,
and others ( Advance settings ) “.

Please follow the following instructions to use ‘General Setup’ menu:

1. Click ‘General Setup’ after logged in.

e sl | Quick Setup @ status
@ General Setup
@ B
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2. Five submenus will appear:

Quick Setup General Setup | Status I Tools | Language | Home

lIHume ,.fléenm;al .Sﬂétup
System Wireless
AN

Advanced Settings

LAN Print Server

LEE

System - Basic system settings (please go to chapter 3-1)

WAN - Setup WAN port manually (please go to chapter 3-2)

LAN - Setup LAN port manually (please go to chapter 3-3)

Wireless - Setup wireless interface manually (please go to chapter 3-4)

Advance Settings - Setup advanced settings of this broadband router
(Please go to chapter 3-5)

Printer Server- Setup Print Server manually (please go to chapter 3-6)
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3-1 System

You can setup basic system settings of this broadband router in ‘System’
menu:

Set the time zone of the Broadband router, This information

LS i i used for log entries and firewall settings,

By default, the router’ s password is 1234, This function
allows you to change the router’ s password, This password

can contain 0 to 20 alphanumeric characters and is case
sensitive,

Password Settings

The remote managerment function allows you to designate 3
hiost in the Internet to have management/configuration
access to the Broadband router from a remote site. Enter the
designated host IP Address in the Host IP Address field,

Remote Management

( Back JEl Mext |

Please select the setting item you wish to set, then click ‘Apply’ button to
proceed. You can also click ‘Previous’ button to back to ‘System’ menu.

3-1-1 Time Zone
You can change the time zone settings of this broadband router. It’s

important to have correct date and time setting if you need to read system
log and use build-in firewall functions.

| (GMT)Greemwich Mean Time: Dublin, Edinburgh, Lisbon, Londan +

. _. [JEnable Function
Daylight Savings : ]
Times From January 1 To | January 1
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The descriptions of every setting item are listed as follow:

Item Name

Description

Time Zone

Please select a time zone of the country or
region of your residence here. If you can’t find
the country / region of your residence here,
please select a city / region which time zone is
the same with the country / region of your
residence.

Time Server Address

This load-balance router supports NTP
(Network Time Protocol). NTP server will
provide correct time for this router to setup the
date and time of the router automatically.
Please input the host name or IP address of
NTP server here. If you don’t know the host
name or IP address of time server, please ask
network administrator or use ‘pool.ntp.org’ as
time server.

Daylight Savings

If the country / region of your residence use
daylight saving time, please check ‘Enable
Function’ box, and select the beginning and
ending date of daylight time saving.
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3-1-2 Password Settings

You can change the web login password of this broadband router. If you
keep using the default password ‘1234’ other people may access the
configuration interface without your permission. Please change the
password as soon as possible.

Current Password : | |
MNew Password : | |

Confirmed Password : |

[ Apply ] [ Cancel

The descriptions of every setting item are listed as follow:

Item Name Description
Current Password Please input current password here.
New Password Please input new password here.

Confirmed Password | Please input new password here again for
confirmation.

After you inputted current and new password, click ‘Apply’ to save
changes, or you can click “‘Cancel’ to keep current password untouched.
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3-1-3 Remote Management

If you need to manage this broadband router outside of your LAN (i.e.
from Internet), you can use this function to assign a remote IP address
which is permitted to connect to this broadband router’s web management
interface from Internet.

If it’s not required for you to manage this broadband router from Internet,
you can disable this function to improve security.

Host address Port Enabled

0.0.0.0 5030

[ Apply ] [ Cancel

The descriptions of every setting item are listed as follow:

Item Name Description

Host address Input the IP address of the remote host you
wish to initiate a management access.

Port You can define the port number this router

should expect an incoming connection request.
If you’re providing a web service (default port
number is 80), you should try to use other port
number. You can use the default port setting
*8080°, or something like ‘32245’ or *1429’.
(Any integer between 1 and 65534)

Enabled Check this box to enable remote management
function. When this box is unchecked, no one
can access this broadband router’s
management interface from Internet.
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Please click ‘Apply’ to save changes in this page, or you can click
‘Cancel’ to discard all settings in this page. After you click ‘Apply’ button,
you’ll see the following message:

Save sefting successfully!

Flease press APFLY button to restart the system for changes to take effect.
Apply

Please click ‘Apply’ to save changes you made and restart the broadband
router, this requires about 30 seconds and the broadband router will stop
responding (this is normal and is not malfunction). You can reconnect to
this broadband router and continue on other settings later.
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3-2 WAN

You can setup WAN (Wide Area Network, i.e. Internet) connections of
this broadband router in “WAN’ menu:

Enter the User Mame, Password, APM, PIN Code and Dialed
3G/3.5G Humber provided to you by your service provider in the
appropriate fields,

The Host Mame is optional, but may be required by some
Service Praviders, The default MAC Address is set fo the Wak
physical interface on the Broadband router, If required by
Dynamic IP ywour Service Provider, you can use the 'Clone MAC Address’
button to copy the MaC Address of the Metwork Interface
Card installed in your PC and replace the \Wal MaC Address
with this MAC Address,

If your Service Provider has assigned a Fixed IP address;
Static IP enter the assigned IP Address, Subnet Mask and the
Gateway IP Address provided,

Enter the PPPoE User Mame and Password assigned by your
Service Pravider, The Service Mame is normally aptional, but
may be required by some Service Providers, Enter a Idle Time
(i minutes) to define a mazirmum period of time for which the
Internet cn:unneu:tlcnn i= maintained durng inactivity, If the
PPPOE connection is inactive for longer than the Maximum Idle Time,
then the connection will be dropped. You can enable the
Connect on Demand option to autormatically re-establish the
connection as soon as you attempt to access the Internet
again.
If your Internet Service Provider reguires the use of PPPaE,
enter the information below,

PPTP Point-to-Point Tunneling Protocol is & common connection
rmethod used in 0DSL connections,

L2TP Layer Two Tunneling Protocol is a common conneckion
method used in D50 connections,
If your Internet service is provided by Telstra Big Pond in

Telstra Big Pond Australia, yvou will need to enter yvour infarmation below, This
information is provided by Teistra BigPond,

( Back || Mest |

Please select the WAN connection type you wish to use, then click
‘Apply’ to continue. You can also click “Previous’ to back to previous

page.

If you’re not sure which connection type you should use, please call your
ISP’s service hotline and ask for help. You’ll not be able to connect to
Internet with wrong connection type.
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3-2-1 3G/3.5G

3G-6200n supports most of 3G/3.5G modem cards, just connect the
modem card to the USB port of 3G-6200n and 3G-6200n will recognize it
automatically, no additional setup procedure required. However, some of
modem cards require PIN code or account / password (you have to use
3G-6200n’s web interface to input these information), and some modem
cards requires you to connect the modem card with your PC and install
driver / utility before you connect it with 3G-6200n (all PCs which need
to access Internet by 3G-6200n requires to perform this procedure once).
If you still not able to connect to Internet, please use wired Internet
connection to access our website :http://www.edimax.com/ ,download
latest version of firmware and upgrade 3G-6200n’s firmware. If you still
not be able to get connected by your 3G/3.5G modem card, please contact
your dealer of purchase and provide the model name of the 3G/3.5G
modem card you have, we’ll try our best to help you to solve the problem.

Only one Internet connection (wireless / wired) can be used at the same
time. Wireless connection (3G/3.5G) will be selected first, and use wired
Internet connection as backup. Therefore, please DO NOT connect your
3G/3.5G modem card with 3G-6200n, or your telecomm service provider
may charge you with high communication fee. For example, if you
connect 3G/3.5G modem card with 3G-6200n when you’re using wired
Internet connection, wired connection will be dropped and use 3G/3.5G
wireless connection instead. If 3G/3.5G wireless signal reception is poor
and the connection can not be restored within 60 seconds, 3G-6200n will
use wired Internet connection again, and will not switch back to wireless
Internet connection (This only happens with wired Internet connection is
available. If wired connection is unavailable, 3G-6200n will try to
establish 3G/3.5G wireless connection again and again). If you want to
use 3G/3.5G wireless connection again, you need to remove 3G/3.5G
modem card from 3G-6200n and reconnect it back after 5 seconds.

(A) Plug and play, no setup procedure required.
Connect the USB 3G/3.5G modem card with 3G-6200n and make sure

the corresponding USB LED indicator of 3G-6200n lights up, then you
can use the web browser to access Internet.

( B) PIN code or user name / password required:

Please check the authentication method you want to use. Most of
telecomm service providers require you to input PIN Code, please check
‘SIM’ and input the PIN code provided by telecomm service provider.
Most of options listed here are optional and you don’t have to provide
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those information if telecomm service provider doesn’t provide you with
those information.

If telecomm provider provides you with username / password, please
check /User Name / Password box and input the user name / password
provided by telecomm service provider, then click ‘OK” button. Wait for
1 minute (for 3G-6200n to reboot), then you can access Internet.

¥Di

NETWORKING PECPLE TOGETHER

Quick Setup J General SetupJ Status \ Tools ‘ Language { Home

HHnme f Quick Setup - Time Zone / Quick Setup - WAN f Quick Setup - 3G/3.5G

| |
_ | |
vl |
e | |
il |
136/2.56 Only (UMTS/HSPAHSDPA) v |
i . |
Disconnected Disconhect

[ Back || oK

Note: Please choose “CDMA”, if your ISP use 3G CDMA system.
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3-2-2 Dynamic IP

Dynamic IP means your ISP will assign an IP address to you
automatically by ‘DHCP’ (Dynamic Host Configuration Protocol).
Dynamic IP is often used by cable modem Internet connection.

Host Mame :

MAC address :

TTL ;

aoooooooa0oo

[ Clone Mac address ]

@ Disabled O Enabled

| Back || oK

Here are descriptions of every setup items:

Item Name

Description

Host Name

Please input the host name of your computer,
this is optional, and only required if your
service provider asks you to do so.

MAC address

Please input MAC address of your computer
here, if your service provider only permits
computer with certain MAC address to access
internet. If you’re using the computer which
used to connect to Internet via cable modem,
you can simply press ‘Clone Mac address’
button to fill the MAC address field with the
MAC address of your computer.

TTL

Time-to-live (TTL) is a value in an Internet
Protocol packet that tells a network router
whether or not the packet has been in the

network too long and should be discarded.
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If you wish to select another connection type as broadband connection
type, click ‘Back’; or you can click ‘OK” to finish with quick setup.
You’ll see the following messages:

Save setting successfully!

Flease press APFLY button to restart the system for changes to take effect.
Apply

Please click ‘Apply’ to save changes you made and restart the broadband
router, this requires about 30 seconds and the broadband router will stop
responding (this is normal and is not malfunction). You can reconnect to
this broadband router and continue on other settings later.
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3-2-3 Static IP

Some ISP will give you a fixed IP address, and ask you to use this IP
address to establish Internet connection. In this case, you have to select
this connection type to establish connection with your ISP.

Please note that if your ISP is assigning a fixed IP address to you by
DHCP or PPPoE, do not select this connection type. Please contact your
ISP’s service hotline to make sure you really need to use static IP as
connection type.

IFP address assigned by your Serice Provider 172.1.11
Subnet Mask : 28525500
OMS address

Service Provider Gateway Address 172.1.1.254
TTL - @ Disabled O Enabled
| Back || 0K

Here are descriptions of every setup items:

Item Name Description

IP address assigned by | Please input IP address assigned by your
your by your service | service provider.

provider

Subnet Mask Please input subnet mask assigned by your
service provider.

DNS address Please input the IP address of DNS server
provided by your service provider.

Service Provider Please input the IP address of DNS server

Gateway Address provided by your service provider.

TTL Time-to-live (TTL) is a value in an Internet

Protocol packet that tells a network router
whether or not the packet has been in the
network too long and should be discarded.
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You must use the addresses provided by your Internet service
provider, wrong setting value will cause connection problem.

If you wish to select another connection type as broadband connection
type, click ‘Back’; or you can click ‘OK” to finish with quick setup.
You’ll see the following messages:

Save setting successfully!

Flease press APFLY button to restart the system for changes to take effect.

Apply

Please click ‘Apply’ to save changes you made and restart the broadband
router, this requires about 30 seconds and the broadband router will stop
responding (this is normal and is not malfunction). You can reconnect to
this broadband router and continue on other settings later.
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3-2-4 PPPOE

If your ISP requires you to establish Internet connection by PPPoE
(Point-to-Point Protocol over Ethernet), you can use this connection type
to establish Internet connection.

Use PPPoE Authentication

User Mame : |

Paszsword : | |

Service Mame ;

MATU 1352 (512<=MTU Value<=1492)
Connection Type | Continuous V|
idle Time Out ; 00 (1-1000 minutes)
TTL: ® Disabled O Enabled
| Back || OK

Here are descriptions of every setup items:

Item Name Description

User Name Please input user name assigned by your
Internet service provider here.

Password Please input the password assigned by your
Internet service provider here.

Service Name Please give a name to this Internet service, this
is optional.

MTU Please input the MTU value of your network

connection here. If you don’t know, you can use
default value.

Connection Type Please select the connection type of Internet
connection you wish to use. There are 3
options:

‘Continuous’ - keep internet connection alive,
do not disconnect.

"Connect on Demand’ - only connects to
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Internet when there’s a connect attempt,

Manual - only connects to Internet when
‘Connect’ button on this page is pressed, and
disconnects when ‘Disconnect button is
pressed.

Idle Time Out Please specify the time to shutdown internet
connect after no internet activity is detected in
minute(s). This option is only available when
connection type is ‘Connect on Demand’.

TTL Time-to-live (TTL) is a value in an Internet
Protocol packet that tells a network router
whether or not the packet has been in the

network too long and should be discarded.

If you wish to select another connection type as broadband connection
type, click “‘Back’; or you can click ‘OK” to finish with quick setup.
You’ll see the following messages:

Save setting successfully!

Flease press APFLY button to restart the system for changes to take effect.
Apply

Please click ‘Apply’ to save changes you made and restart the broadband
router, this requires about 30 seconds and the broadband router will stop
responding (this is normal and is not malfunction). You can reconnect to
this broadband router and continue on other settings later.

68




3-2-5 PPTP

If your ISP requires you to use PPTP (Point-to-Point Tunneling Protocol)
to establish connection, you can select this connection type to establish
Internet connection.

PPTP requires two kinds of setting: WAN interface setting (setup IP
address) and PPTP setting (PPTP user name and password). Here we start
from WAN interface setting first:

Host Mame : |

MAC address Onooo00a0oa00 [ Clone Mac address ]

IP address : 0.0.0.0
Subnet Mask 0.0.0.0
Default Gateway oooao

DMS1 address : 0.0.0.0

OME2 address 0.0.0.0

s PPTP Settings

User 1D :

Password :

PPTP Gateway :

Connection D (Optional)
MTL 0 (512<=MTL “alue<=1492)
BEZEG-ISRAEL : [ ]Enable (for BEZEQ netwark in ISRAEL use anly)
Connection Type : | Continuous b | Connect Disconnect
ldle Time Cut : 0 (1-1000 minutes)
[ Apply ] [ Cancel ]

Select the type of how you obtain IP address from your service provider
here. You can choose “‘Obtain an IP address automatically’ (equal to
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DHCP, please refer to ‘Cable Modem’ section above), or ‘Use the
following IP address’ (i.e. static IP address).

WAN interface settings must be correctly set, or the Internet connection
will fail even those settings of PPTP settings are correct. Please contact
your Internet service provider if you don’t know what you should fill in

these fields.

Now please go to PPTP settings section:
Here are descriptions of every setup items:

Item Name Description

User ID Please input user ID (user name) assigned by
your Internet service provider here.

Password Please input the password assigned by your

Internet service provider here.

PPTP Gateway

Please input the IP address of PPTP gateway
assigned by your Internet service provider
here.

Connection ID

Please input the connection ID here, this is
optional and you can leave it blank.

MTU

Please input the MTU value of your network
connection here. If you don’t know, you can use
default value.

BEZEQ-ISRAEL

Check “Enable’ box if you’re using BEZEQ
network service in Israel. Do not check this
box if you’re using other Internet service
provider.

Connection Type

Please select the connection type of Internet
connection you wish to use. There are 3
options:

‘Continuous’ - keep internet connection alive,
do not disconnect.

’Connect on Demand’ - only connects to
Internet when there’s a connect attempt,

Manual - only connects to Internet when
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‘Connect’ button on this page is pressed, and
disconnects when *Disconnect button is
pressed.

Idle Time Out Please specify the time to shutdown internet
connect after no internet activity is detected in
minute(s). This option is only available when
connection type is ‘Connect on Demand’.

If you wish to select another connection type as broadband connection
type, click ‘Back’; or you can click ‘OK” to finish with quick setup.
You’ll see the following messages:

Save setting successfully!

Flease press APFLY button to restart the system for changes to take effect.
Apply

Please click ‘Apply’ to save changes you made and restart the broadband
router, this requires about 30 seconds and the broadband router will stop
responding (this is normal and is not malfunction). You can reconnect to
this broadband router and continue on other settings later.
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3-2-6 L2TP

If your ISP requires you to use L2TP (Layer-2 Tunneling Protocol) to
establish connection, you can select this connection type to establish
Internet connection. L2TP is another popular connection method for
xDSL and other Internet connection types, and all required setting items

are the same with PPTP connection.

Like PPTP, there are two kinds of required setting, we’ll start from *‘WAN

Interface Settings’:

Host Marme :

|

AT address :

000000000000 (

Clone Mac address

DME1 address :

IP address : 0.0.0.0 |
Subnet hask 0.0.0.0
Default Gateway 0.0.0.0

0.0.0.0 |

DMS2 address :

0.0.0.0

« L2TP Settings

Please select the type of how you obtain IP address from your service
provider here. You can choose ‘Obtain an IP address automatically’ (equal
to DHCP, please refer to ‘Cable Modem’ section above), or ‘Use the

Llger D
Fassword
LLATP Gateway
MATU 0 [B12==MTU Value==1492)
Connection Type : Continuous W | Connect Disconnect
ldle Time Cut : 0 (1-1000 minutes)
[ Apply ] [ Cancel
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following IP address’ (equal to static IP address, please refer to ‘PPPoE
XDSL’ section above).

WAN interface settings must be correctly set, or the Internet connection
will fail even those settings of L2TP settings are correct. Please contact
your Internet service provider if you don’t know what you should fill in
these fields.

Now please go to L2TP settings section:
Here are descriptions of every setup items:

Item Name Description

User ID Please input user ID (user name) assigned by
your Internet service provider here.

Password Please input the password assigned by your
Internet service provider here.

L2TP Gateway Please input the IP address of L2TP gateway
assigned by your Internet service provider
here.

MTU Please input the MTU value of your network

connection here. If you don’t know, you can use
default value.

Connection Type Please select the connection type of Internet
connection you wish to use. There are 3
options:

‘Continuous’ - keep internet connection alive,
do not disconnect.

"Connect on Demand’ - only connects to
Internet when there’s a connect attempt,

Manual - only connects to Internet when
‘Connect’ button on this page is pressed, and
disconnects when “‘Disconnect button is
pressed.

Idle Time Out Please specify the time to shutdown internet
connect after no internet activity is detected in
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minute(s). This option is only available when
connection type is ‘Connect on Demand’.

If you wish to select another connection type as broadband connection
type, click ‘Back’; or you can click ‘OK” to finish with quick setup.
You’ll see the following messages:

Save setting successfully!

Flease press APFLY button to restart the system for changes to take effect.

Apply

Please click ‘Apply’ to save changes you made and restart the broadband
router, this requires about 30 seconds and the broadband router will stop
responding (this is normal and is not malfunction). You can reconnect to
this broadband router and continue on other settings later.
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3-2-7 Telstra Big Pond

This connection type only works for Telstra big pond network service in
Australia. DO NOT select this connection type if you’re not using Telstra
big pond network service.

User Mame :

Password :

(] User decide login server manually

Login Server:

[ Apply ] [ Cancel

Here are descriptions of every setup items:

Item Name Description

User Name Please input the user name assigned by Telstra.

Password Please input the password assigned by Telstra.

User device login Check this box to choose login server by

server manually yourself.

Login Server Please input the IP address of login server
here.

If you wish to select another connection type as broadband connection
type, click “‘Back’; or you can click ‘OK” to finish with quick setup.
You’ll see the following messages:

Save setting successfully!

Fleaze press APFPLY button to restart the system for changes to take effect

Apply

Please click ‘Apply’ to save changes you made and restart the broadband
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router, this requires about 30 seconds and the broadband router will stop
responding (this is normal and is not malfunction). You can reconnect to
this broadband router and continue on other settings later.
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3-3 LAN (Wired)

You can setup Wired LAN (Local Area Network) connections of this

broadband router in “‘LAN’ menu. This broadband router has 4 LAN ports
and they’ll all use the same LAN IP address settings. Please also note that
both wired and wireless LAN uses the same LAN IP address settings, too.

LAN settings split into 3 sections: LAN IP, DHCP Server, and Static
DHCP leases. Please refer to corresponding sections below for detailed
setup instructions.

3-3-1 Start
Before you start - Suggestions for deciding an IP address to be used with
this broadband router

Before all computers using wired Ethernet connection (i.e. those
computers connect to this router’s LAN port 1 to 4 by Ethernet cable) or
wireless connection can communicate with each other and access internet,
they must have a valid IP address.

There are two ways to assign IP addresses to computers: static IP address
(set the IP address for every computer manually), and dynamic IP address
(IP address of computers will be assigned by router automatically. It’s
recommended for most of computers to use dynamic IP address, it will
save a lot of time on setting IP addresses for every computer, especially
when there are a lot of computers in your network; for servers and
network devices which will provide services to other computer and users
that come from Internet, static IP address should be used, so other
computes can locate the server.

This broadband router has a built-in DHCP (Dynamic Host Configuration
Protocol) server, and can help you to assign IP addresses to your client
computers. Almost all network computers / devices manufactured after
year 1995 are compatible with DHCP, and you can let this broadband
router to assign the IP address to client computers / devices for you.
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Suggestions on IP address numbering plan:

If you have no idea on how to define an IP address plan for your
network, here are some suggestions.

1. Avalid IP address has 4 fields: a.b.c.d, for most of home and
company users, it's suggested to use 192.168.c.d, where c is
an integer between 0 and 254, and d is an integer between 1
and 254. This router is capable to work with up to 253 clients,
so you can set ‘d’ field of IP address of router as 1 or 254 (or
any number between 1 and 254), and pick a number between 0
and 254 for field ‘c’.

2. In most cases, you should use ‘255.255.255.0’ as subnet mask,
which allows up to 253 clients (this also meets router’s
capability of working with up to 253 clients).

3. For all servers and network devices which will provide
services to other people (like Internet service, print service,
and file service), they should use static IP address. Give each
of them a unique number between 1 and 253, and maintain a
list, so everyone can locate those servers easily.

4. For computers which are not dedicated to provide specific
service to others, they should use dynamic IP address.

If you don’t really understand the descriptions listed above, don’t
worry! We will provide recommended setup values below.
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3-3-2 LAN IP

If you enable “DHCP Server” , the router can assign IP address to PC
which connect with the router. You can use this setting to assign an IP
address to the LAN interface of this broadband router.

IP address : 192.168.2.1
Subnet Mask 26626526560

802.1d Spanning Tree : Disabled

DHCP Server : Enahled
Lease Time : Faorever w

Here are descriptions of every setup items:

Item Name Description

IP address Please input the IP address of this broadband
router’s LAN interface.

Subnet Mask Please input subnet mask for this network.

802.1d Spanning Tree | If you wish to activate 802.1d spanning tree
function, select ‘Enabled’ for setup item
‘802.1d Spanning Tree’, or set it to ‘Disabled’.

DHCP Server If you want to activate DHCP server function
of this router, select ‘Enabled’, or set it to
‘Disabled’.

Lease Time Please select the lease time for every DHCP

leases here. You can select the time period from
the dropdown list, and the DHCP client will be
forced to obtain a new IP address from this
broadband router after this period of time.

You can select ‘Forever’ if you’re using this
broadband router with only few computers
(less than 30 computers)

Recommended Value if you don’t know what to fill:
IP Address: 192.168.1.254

Subnet Mask: 255.255.255.0

802.1d Spanning Tree: Disabled

DHCP Server: Enabled
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3-3-3 DHCP Server

You can use this setting to decide the range of IP address leases.

DHCP Server
Start IP 1892.168.2.100
End IP ; 192 168.2.200

Daormain Marme :

Here are descriptions of every setup items:

Item Name Description

Start IP Please input the start IP address of the IP
leases range.

End IP Please input the end IP address of the IP leases
range.

Domain Name If you wish, you can also input the domain
name for your network. This is optional.

Recommended Value if you don’t know what to fill:

Lease Time: Two Weeks (or ‘Forever’, if you have less than 20 computers)
Start IP: 192.168.2.2

End IP: 192.168.2.200

Domain Name: (leave it blank)

NOTE:

1. The number of the last field (mentioned ‘d’ field) of ‘End IP’ must be
greater than ‘Start IP’, and can not the same with router’s IP address.
2. The former three fields of IP address of ‘Start IP’, ‘End IP’, and ‘IP
Address of ‘LAN IP’ section (mentioned ‘a’, ‘b’, and ‘c’ field) should be
the same.

3. These settings will affect wireless clients, too.
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3-3-4 Static DHCP Leases

If you wish to assign a fixed IP address to certain computers / devices by
DHCP, you can use this function to establish a MAC-to-IP address table
here, so you can assign a specific IP address to a specific computer /
network device by its MAC address.

Static DHCP Leases Table
It allows to entry 16 sets address only.

W0 | uaCawem | Pasires |Selea)

[l Enable Static DHCP Leases
MAC address : IP address :
= | |
[ Apply ] [ Cancel ]

Here are descriptions of every setup items:
Item Name Description
Enable Static Check this box to enable this function,
DHCP Leases otherwise uncheck it to disable this function.
MAC Address Input the MAC address of the computer or

network device (total 12 characters, with
character from 0 to 9, and from a to f, like

‘001122aabbcc’).

IP address Input the IP address you want to assign to
this computer or network device.

Add After you inputted MAC address and IP

address pair, click this button to add the pair
to static DHCP leases table.

Clear Click this button to remove texts in MAC
address and IP address field.
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All MAC-to-1P address entries will be listed in this page, and this
broadband router supports up 16 static DHCP leases:

Static DHCP Leases Table
It allowes to entry 16 sets address only.

N T O O 7

11:22:33:44:55:6k 192.165.2.10
2 azbbcoodd eeff 192 168.2.11 |:|
| Delete Selected | | Delete All | [Reset |

To delete one or more entries listed here, please check the box of the
mapping entry (under ‘Select’), and click ‘Delete Selected’ button.

If you wish to delete all mapping entries, click ‘Delete All’ button. To
deselect all checked boxes, click ‘Reset’ button.

When you finished with the settings in this page, you can click ‘Apply’
button to save changes you made in this page, or you can click ‘Cancel’
to discard changes. After you click ‘Apply’ button, you’ll see the
following messages:

Save setting successfully!

Flease press APFLY button to restart the system for changes to take effect.

| Apply |

Please click ‘Apply’ to save changes you made and restart the broadband
router, this requires about 30 seconds and the broadband router will stop
responding (this is normal and is not malfunction). You can reconnect to
this broadband router and continue on other settings later.
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3-4 Wireless

You can setup Wireless LAN connection parameters of this broadband
router in “Wireless’ menu:

This page allows you to define ESSID, and Channel for the
Basic Settings wireless connection, These parameters are used for the
wireless stations to connect to the Access Point,

This page allows you setup the wireless security, Turm an

Security Settings WEP ar WPRA by using Encryption Keys could prevent any
unauthorized access to vour wirgless netwark,

MAC Address For security reason, the Access Point features MAC Address
Filtérin : Filtering that only allows authorzed MAC Addresses
ring associating to the Access Point.

WPS{Wi-Fi This page allows you to change the setting for WPS(Wi-Fi
Protected Setup) Protected Setupl\WPS can help your wireless client
Settings gutomatically connect to the Access Point,

. " In this page yvou can add rules to make the wireless function
- Wireless Schedule turn onfoff automatically following the schedule,

( Back ' Mext

Please select one setting in this menu, then click ‘Apply’ to proceed. If
you wish to go back to previous page, click ‘Previous’.
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3-4-1 Basic Settings

You can set basic settings of wireless LAN here.

2.4 GHz (B+G+N) v
ECTOR - )
[ Show Active Clients ]

[ Apply ] [ Cancel
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3-4-1 AP mode

In AP mode, the following settings will appear:

Fiom e ¥

TR - )

Associated Clients : l Show Active Clients ]

Apply ] [ Cancel

Here are descriptions of every setup items:

Item Name

Description

Band

Please select the radio band from one of
following options:

2.4 GHz (B): 2.4GHz band, only allows
802.11b wireless network client to connect this
router (maximum transfer rate 11Mbps).

2.4 GHz (N): 2.4GHz band, only allows
802.11n wireless network client to connect this
router (maximum transfer rate 150Mbps).

2.4 GHz (B+G): 2.4GHz band, only allows
802.11b and 802.11g wireless network client to
connect this router (maximum transfer rate
11Mbps for 802.11b clients, and maximum
54Mbps for 802.119 clients).

2.4 GHz (G): 2.4GHz band, only allows
802.11g wireless network client to connect this
router (maximum transfer rate 54Mbps).

2.4 GHz (B+G+N): 2.4GHz Band, Allows
802.11b, 802.11g, and 802.11N wireless clients.
It’s recommends to select this band to maximize
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compatibility.

ESSID

This is the name of broadband router. You can
type any alphanumerical characters here,
maximum 32 characters. ESSID is used to
identify your own broadband router from
others when there are other broadband routers
in the same area. Default SSID is “default’, it’s
recommended to change default ESSID value
to the one which is meaningful to you, like
myhome, office_room1, etc.

Channel Number

Please select a channel from the dropdown list
of “‘Channel Number’, available channel
numbers are 1 to 13. You can choose any
channel number you want to use, and almost
all wireless clients can locate the channel
you’re using automatically without any
problem. However, it’s still useful to remember
the channel number you use, some wireless
client supports manual channel number select,
and this would help in certain scenario when
there is some radio communication problem.

Associated Clients

Click ‘Show Active Clients’ button to show
the list of all connected wireless clients. You
can click ‘Refresh’ in new window to get
latest list again, or click *Close’ to close the
window.

Please note that if you have pop-up blocker
installed, you may have to disable it or tell
your pop-up blocker to allow the popup
window, or you will not be able to see the
wireless client list window.

Advanced Settings

When you click "’Advanced Settings™, you
will get a windows as follows. Please do not
change the default settings, if you do not
understand the meaning of the setting.

Where you can setup Channel Width in
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Auto 20/40MHz *’ to get good wireless

signal.
Fragment Threshold: 2346 (256-2346)

RTS Threshaold: 2347 (0-2347)
Beacon Interval: 100 (20- 1024 ms)

DTIM Period: 3 {1-107

Data Rate: Auto v

MSC index: Auto i
Channel Width: ® auto 20/40 MHZ O 20 MHZ
Preamble Type: @) Short Preamble O Long Preamble
Broadcast Essid: ® Enable O Disable

WM ) Enable (® Disahle
CTS Protect: O auto O always @ None
T Power: 100 %
[ Reset Default ” Save H Close ]

TIPS: You can try to change channel number to another one if you
think the data transfer rate is too slow, or keep having problem while
transferring the file over wireless network. There could be some other
broadband routers using the same channel, which will disturb the
radio communication between wireless client and the broadband

When you finished with the settings in this page, you can click ‘Apply’
button to save changes you made in this page, or you can click ‘Cancel’
to discard changes. After you click ‘Apply’ button, you’ll see the
following messages:

Save setting successfully!

You may press CONTINUE button to continue configuring other settings ar press APPLY button to restart the system
for changes to take effect

Continue ] [ Apply
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Please click ‘Apply’ to save changes you made and restart the broadband
router, this requires about 30 seconds and the broadband router will stop
responding (this is normal and is not malfunction). You can reconnect to
this broadband router and continue on other settings later.

You can click ‘Continue’ to continue on other settings without restart the

broadband router, however, the changes you made will not take effect
before you restart the broadband router.
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3-4-2 Security Settings

This wireless router supports two types of encryption: WEP (Wired
Equivalent Privacy) and WPA (Wi-Fi Protected Access):

Encryption : Disable b

[] Enable 802.1x Authentication

[ Apply ] [ Cancel l

Please select an encryption method from “Encryption’ dropdown menu,
and corresponding setting will appear:

Disabled

Encryption is disabled. It’s not recommended to disable encryption
because other people may use certain wireless scanner to copy the data
transferred over air.
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WEP

Select WEP to enable WEP (Wired Equivalent Privacy) encryption:

T - q
|HE}{ (10 characters) V|
e

Encryption Key 3 : |**********

|
e |
|
|

Encryption Key 4 : |""*"""*""*

[] Enable 802.1x Authentication

Apply ] [ Cancel

Here are descriptions of every setup items:

Item Name Description

Key Length There are two types of WEP key length: 64-bit
and 128-bit. Using “128-bit’ is safer
than ’64-bit’, but will reduce some data
transfer performance.

Key Format There are two types of key format: ASCII and

Hex. When you select a key format, the number
of characters of key will be displayed. For
example, if you select *64-bit’ as key length,
and ‘Hex’ as key format, you’ll see the message
at the right of ‘Key Format’ is ‘Hex (10
characters), which means the length of WEP
key is 10 characters.

Default Tx Key

You can set up to four sets of WEP key, and you
can decide which key is being used by default
here. If you don’t know which one you should
use, select ‘Key 1°.

Encryption Key 1 to 4

Input WEP key characters here, the number of
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characters must be the same as the number
displayed at ‘Key Format’ field. You can use
any alphanumerical characters (0-9, a-z, and
A-Z) if you select “‘ASCII’ key format, and if
you select “Hex’ as key format, you can use
characters 0-9, a-f, and A-F. You must enter at
least one encryption key here, and if you
entered multiple WEP keys, they should not be
same with each other.

Please click ‘Apply’ to save changes, or click ‘Reset’ to clear the texts in
all fields. If you click “‘Apply’, the following messages will appear:

Save setting successfully!

You may press CONTINUE button to continue configuring other settings ar press APPLY button to restart the system
for changes to take effect

[ Continue ][ Apply l

You can click “‘Continue’ to back to previous page and continue setting, or
click ‘Apply’ to restart the broadband router so the changes will take
effect.

WPA pre-shared key

WPA (Wi-Fi Protected Access) is also an encryption method and is safer
than WEP. It’s recommended to use WPA instead of WEP when you need
to use encryption to protect your data security.

WPA Unicast Cipher Suite : EWwWPATEIPY O wpaziaes) O wpaz Mixed

Pre-shared Key Format : ‘ FPassphrase V|
Pre-shared Key : ‘ |

[ Apply ] [ Cancel
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Here are descriptions of every setup items:

Item Name Description
WPA Unicast Cipher | Please select a type of WPA cipher suite.
Suite Available options are: WPA (TKIP), WPA2

(AES), and WPA2 Mixed. You can select one of
them, but you have to make sure your wireless
client support the cipher you selected.

Pre-shared Key Select the type of pre-shared key, you

Format can select Passphrase (8 or more
alphanumerical characters, up to 63), or Hex
(64 characters of 0-9, and a-f).

Pre-shared Key Please input the WPA passphrase here.

It’s not recommended to use a word that can
be found in a dictionary due to security
reason.

Please click ‘Apply’ to save changes, or click ‘Reset’ to clear the texts in
all fields. If you click “‘Apply’, the following messages will appear:

Save setting successfully!

You may press CONTIMUE button to continue configuning other settings or press APPLY button to restart the system
for changes to take effect

[ Continue ][ Apply l

You can click “‘Continue’ to back to previous page and continue setting, or
click ‘Apply’ to restart the broadband router so the changes will take
effect.

WPA RADIUS

If you have RADIUS authentication server on your local network, you
can authenticate the wireless clients by RADIUS server’s user database.
Only authenticated clients can establish wireless connection with this
broadband router.
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v|

YWPLA BADILS

WPA Unicast Cipher Suite : ®wpaiTkiP) O wpaz(aEs) O wPAZ Mixed

RADIUS Server IP address : | |
RADIUS Server Port : m

RADIUS Server Password : |

[ Apply ] [ Cancel
Here are descriptions of every setup items:
Item Name Description
WPA Unicast Cipher | Please select a type of WPA cipher suite.
Suite Available options are: WPA (TKIP), WPA2

(AES), and WPA2 Mixed. You can select one of
them, but you have to make sure your wireless
client support the cipher you selected.

RADIUS Server IP Input the IP address of RADIUS authentication
address server here.

RADIUS Server Port | Input the port number of RADIUS
authentication server here. Most of RADIUS
server will use port number 1812 and you can
keep using default value.

RADIUS Server Input the password of RADIUS authentication
Password server here.

Please click ‘Apply’ to save changes, or click ‘Reset’ to clear the texts in
all fields. If you click “‘Apply’, the following messages will appear:

Save setting successfully!

You may press CONTIMUE button to continue configuning other settings or press APPLY button to restart the system
for changes to take effect

[ Continue ][ Apply l

You can click “‘Continue’ to back to previous page and continue setting, or
click ‘Apply’ to restart the broadband router so the changes will take
effect.
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3-4-3 MAC Address Filtering

This function will help you to prevent unauthorized users from
connecting to your wireless router; only those wireless devices who have
the MAC address you assigned here can gain access to your wireless
router. You can use this function with other security measures described
In previous section, to create a safer wireless environment. Up to 20
MAC addresses can be assigned.

MAC Address Filtering Table
It allows to entry 20 sets address only.

[] Enable Wireless Access Control

MAC address : Carmment:
[ Apnly ] [ Cancel ]

To enable MAC address filtering, please check ‘Enable Wireless Access
Control’ box in this page, the descriptions of other setting items are listed
as follow:

Item Name Description

MAC address Input the MAC address you wish to add to the
MAC address to the table.

Comment You can input any text here as the comment of

this MAC address, like ‘ROOM 2A Computer’
or anything. You can input up to 16
alphanumerical characters here. This is
optional and you can leave it blank, however,
it’s recommended to use this field to write a
comment for every MAC addresses as a
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memory aid.

Add Click ‘Add’ button to add the MAC address and
associated comment to the MAC address
filtering table.

Clear Click ‘Clear’ to remove the value you inputted
in MAC address and comment field.

All MAC address entries will be listed in this page:

MAC address
11:22:33:44:55:86 lohn's Computer
2 aabbcoiddee:ff Mary's Computer ]
[ Delete Selected ] [ Delete All ] [ Reset ]

To delete one or more entries listed here, please check the box of the
mapping entry (under ‘Select’), and click ‘Delete Selected’ button.

If you wish to delete all mapping entries, click ‘Delete All’ button. To
deselect all checked boxes, click ‘Reset’ button.

When you finished with the settings in this page, you can click ‘Apply’
button to save changes you made in this page, or you can click ‘Cancel’
to discard changes. After you click ‘Apply’ button, you’ll see the
following messages:

Save setting successfully!

Flease press APFLY button to restart the system for changes to take effect.

Apply

Please click ‘Apply’ to save changes you made and restart the broadband
router, this requires about 30 seconds and the broadband router will stop
responding (this is normal and is not malfunction). You can reconnect to
this broadband router and continue on other settings later.
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3-4-4 WPS

WPS (Wi-Fi Protected Setup) provides a convenient way to establish the
connection between this broadband router and wireless clients. Any
WPS-compatible wireless clients can establish secure connection with
this broadband router with simple push-button type configuration or
PinCode type configuration.

Enable WPS

+ WIi-Fi Protected Setup Information

WPS Status: unConfigured

Self PinCode: 20615321
SSID default
Authentication Mode Disahble

Passphrase Key

. Device Configure

Config Mode:
Configure via Push Button: Start PEC

Configure via Client PinCode: H Start PIM

Here are descriptions of every setup items:

Item Name Description

Enable WPS Check this box to enable WPS function,
uncheck it to disable WPS.

WPS Status If the wireless security (encryption) function of

this wireless router is properly set, you’ll see
‘Configured’ message here. If wireless security
function has not been set, you’ll see
‘unConfigured’.

Self PIN code This is the WPS PIN code of this wireless
router. This code is useful when you need to
build wireless connection by WPS with other
WPS-enabled wireless devices.

SSID The SSID of this wireless router will be
displayed here.

Authentication Mode | The wireless security authentication mode of
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this wireless router will be displayed here.

Passphrase Key

The WPA passphrase will be displayed as
asterisk here.

Config Mode

Select the WPS configuration role of this
broadband router.

Registrar: This broadband router will act as
WPS registrar and wait for wireless clients to
send WPS configuration request.

Enrollee: This broadband router will act as
WPS enrollee and send WPS configuration
request to other WPS registrar.

Configure via Push
Button

Click “Start PBC’ to start Push-Button type
WPS configuration (PBC). Please push the
WPS push-button on other WPS-compatible
network devices to begin WPS configuration.

You can also push the “WPS / Reset’ button
located at the back of this broadband router to
start PBC without using web configuration
interface.

Configure via Client
PinCode

Please input the PinCode displayed at the
configuration software of WPS-enabled
wireless client, and click “‘Start PIN’ to
establish connection with the wireless client.
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3-4-5 Wireless Schedule

By wireless schedule, you can restrict wireless clients (computers) from
accessing improper website. Because you can setup time and you can
enable/disable router’s wireless signal to control schedule of Internet
access .

Enable Schedules settings

Osunday  Omonday  OTuesday  Owednesday JThursday  [JFriday [Jsaturday
hour: [0 % | minute:; |00

wireless on ¥

Item Name Description

Enable Schedule Check this box to enable Schedule function,

settings uncheck it to disable Wireless Schedule .

Weekday Where you can select a day or several days.

Time Enter a start time for the schedule.

Command Wireless on or Wireless off (Enable or Disable
wireless signal for the schedule)

Note : The function is not workable, if you disable wireless hardware
button ('back panel ).

Click “ Add ", the list of schedules will be listed here.

L weekday | time | _command _[select]
Sunday 340 wireless on O
Sunday &:10 wireless off J
Sunday, Ilonday, Tuesday, Wednesday, Thursday 1&8:10 witeless on F
Sunday, Monday, Tuesday, Wednesday 17:40 wireless off [
Sunday 20 wireless on ]

[ Delete ] [ Delete All ] [Reset ]

Please click ‘Apply’ to save changes you made and restart the broadband
router, this requires about 30 seconds and the broadband router will stop
responding (this is normal and is not malfunction). You can reconnect to
this broadband router and continue on other settings later.
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3-5 Advance Settings*

This router provides various network functionalities like QoS and NAT,
and you can configure these functions in ‘Advanced Settings’ menu.

Cuality of Service (QoS) refers to the capahility of a netwaork

to provide better service to selected network traffic, The
primary goal of QoS is to provide priority including dedicated
QoS bandwidth, controlled jitter and latency (required by some
real-time and interactive traffic), and improved loss
characterstics, Also important is making sure that providing
priority for one ar more flows does not make other flows fail,
Metwork Address Translation (NAT) allows multiple users at
vour local site to access the Internet through a single Public
NAT IP &ddress or multiple Public IP Addresses, NAT provides
Firewall protection from hacker attacks and has the flexibility

to allow you to map Private [P &ddresses to Public IP
Addresses for key services such as the \Web or FTP,

The Broadband router provides extensive firewall protection
by restricting connection parameters, thus limiting the risk of
Firewall hacker attack, and defending against a wide array of commaon
: attacks, However, for applications that require unrestricted
access to the Internet, you can configure a specific
client/server as a Demilitarized Zone (DMZ).
DOMS allows users to map the static domain name to a
dynamic IP address, You must get a account, password and
DDMNS vour static domain name from the DOMS service providers,
Cur products hiave DOMNS support for www dyndns.org and
Wy EZ0,COMm now,

Entrigs in this table allow you to automatically redirect
common network services to a specific machine behind the
Port Forwarding AT firewall, These settings are only necessary if you wish to
host some sort of server like a web server or mail server on
the private local network behind vour Gateway's NAT firewall,

If you have a local client PC that cannot run an Internet
DMZ{ Demilitarized application properly from behind the MAT firewall, then yvou
Zone) can open the client up to unrestricked two-way Internet
access by defining a Wirtual DMZ Host,

Configure the priority of existing WaN connections and the
rule for Wan fail over,

Fail Over

( Back | { Mext

Please select the function you wish to set, then click ‘Apply’ button. If
you wish to go back to previous page, click ‘Previous’ button.

99



3-5-1 QoS

Quality of service provides an efficient way for computers on the network
to share the internet bandwidth with a promised quality of internet service.
Without QoS, all computers and devices on the network will compete

with each other to get internet bandwidth, and some applications which
require guaranteed bandwidth (like video streaming and network
telephone) will be affected, therefore an unpleasing result will occur, like
the interruption of video / audio transfer.

With this function, you can limit the maximum bandwidth or give a
guaranteed bandwidth for a specific computer, to avoid said unpleasing
result from happening.

3-5-1-1 Basic QoS Settings

[lEnable QoS

Total Dovnload Bandwidth: 0 khits
Total Upload Bandwidth: ] khits

Current Qos Tahle

priority| — Rule Name | Upload Bandvidth_|Dovnioad Bandidth| Select
’ have Lp I [ Mave Down ] [Reset]

Here are descriptions of every setup items:

Item Name Description

Enable QoS Check this box to enable QoS function,
uncheck it to disable QoS.

Total Download You can set the limit of total download

Bandwidth bandwidth in kbits. To disable download
bandwidth limitation, input 0’ here.

Total Upload You can set the limit of total upload bandwidth

Bandwidth in kbits. To disable upload bandwidth
limitation, input 0’ here.

Add Click ‘add’ button to add a new QoS rule
(detailed instructions will be given below).
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Edit If you want to modify the content of a specific
rule, please check the ‘select’ box of the rule
you want to edit, then click ‘Edit’ button. Only
one rule should be selected a time! If you
didn’t select a rule before clicking ‘Edit’
button, you’ll be prompted to add a new rule.

Delete Selected You can delete selected rules by clicking this
button. You can select one or more rules to
delete by check the *select’ the box of the
rule(s) you want to delete a time. If the QoS
table is empty, this button will be grayed out
and can not be clicked.

Delete All By clicking this button, you can delete all rules
currently listed in the QoS table. If the QoS
table is empty, this button will be grayed out
and can not be clicked.

Move Up Move selected item up.

Move Down Move selected item down.

Reset If you want to erase all values you just entered.
Click ‘Reset’

When you finished with the settings in this page, you can click ‘Apply’
button to save changes you made in this page, or you can click ‘Cancel’
to discard changes. After you click ‘Apply’ button, you’ll see the
following messages:

Save setting successfully!

Fleaze press APFPLY button to restart the system for changes to take effect
Apply

Please click ‘Apply’ to save changes you made and restart the broadband
router, this requires about 30 seconds and the broadband router will stop
responding (this is normal and is not malfunction). You can reconnect to
this broadband router and continue on other settings later.
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3-5-1-2 Add a new QoS entry

After you click ‘Add’ button in QoS menu, a new setting page will

appear:

Rule Name :

Bandwiidth : | | Download Kbps |guarantee

Local IP Address :

Local Port Range :

Remote IP Address :

Remote Port Range :

Traffic Type : | |NMone

Protocol : | | TCP

Here are descriptions of every setup items:

Item Name Description

Rule Name Please give a name to this QoS rule (up to 15
alphanumerical characters).

Bandwidth Set the bandwidth limitation of this QoS rule.

You have to select the data direction of this rule
(Upload of Download), and the speed of
bandwidth limitation in Kbps, then select the
type of QoS: ‘guarantee’ (Quaranteed usable
bandwidth for this rule) or ‘max’ (set the
maximum bandwidth for the application
allowed by this rule).

Local IP Address

Specify the local (source) IP address that will
be affected by this rule. Please input the
starting IP address in the left field, and input
the end IP address in the right field to define a
range of IP addresses, or just input the IP
address in the left field to define a single IP
address.

Local Port Range

Please input the range of local (source) port
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number that will be affected by this rule. If you
want to apply this rule on port 80 to 90, please
input *80-90’; if you want to apply this rule on
a single port, just input the port number, like
‘80’

Remote IP Address Specify the remote (destination) IP address that
will be affected by this rule. Please input the
starting IP address in the left field, and input
the end IP address in the right field to define a
range of IP addresses, or just input the IP
address in the left field to define a single IP
address.

Remote Port Range Please input the range of remote (destination)
port number that will be affected by this rule. If
you want to apply this rule on port 80 to 90,
please input *80-90’; if you want to apply this
rule on a single port, just input the port
number, like ‘80°. If the remote (destination) IP
address and /or port number is universal, just
leave it blank.

Traffic Type Please select the traffic type of this rule,
available options are None, SMTP, HTTP,
POP3, and FTP. You can select a specific
traffic type for this rule, if you want to make
this rule as a IP address based rule (apply the
limitation on all traffics from / to the specified
IP address / port number), select “‘None’.

Protocol Please select the protocol type of this rule,
available options are TCP and UDP. If you
don’t know what protocol your application
uses, please try ‘TCP’ first, and switch to
‘UDP” if this rule doesn’t seems to work.

Please click ‘save’ button to save settings, and the rule you just set will
appear in current QoS table; if you did anything wrong, you’ll get an
error message when you click ‘Save’ button, please correct your input by
the instructions given by the error message. If you want to erase all values
you just entered, click ‘Reset’.
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3-5-2 NAT

Network address translations solve the problem if sharing a single IP
address to multiple computers. Without NAT, all computers must be
assigned with a valid Internet IP address to get connected to Internet, but
Internet service providers only provide very few IP addresses to every
user. Therefore it’s necessary to use NAT technology to share a single
Internet IP address to multiple computers on local network, so everyone
can get connected to Internet.

You can configure the Broadband router as a Virtual Server
so that remote users accessing services such as the Wehb or
FTP at vour local site via Public IP Addresses can be
automatically redirected to local servers configured with
Virtual Server Private IP Addresses, In other words, depending on the
requested service (TCR/UDP) port number, the Broadband
router redirects the external service request to the
appropriate internal server (located at one of yvour LAN's
Pirvate IP Address].

Some applications require multiple connections, such as
Internet gaming, video conferencing, Internet telephony and
others, These applications cannot work when Netwaork
Address Translation (KAT) is enabled, If you need o run
applications that require multiple connections, specify the
port normally associated with an application in the "Trigger
Port” field,select the protocol type as TCP or UDP, then enter
the public ports associated with the trigger port o open
them for inbound traffic.

Mote:The range of the Trigger Port is 1 to 65535,

UPAP is more than just a simple extension of the Plug and
Play peripheral model. It is designed to support zero-
configuration, "invisible" networking, and automatic discovery
for 3 breadth of device categories from a wide range of
yvendaors,

UPnP Setting With UPnP, a device can dynamically join a netwaork, obtain
an IP address, convey its capabilities, and learn about the
presence and capahkilities of other devices-all automatically;
truly enabling zero configuration networks, Devices can
subsequently communicate with each other directly; thereby
further enabling peer to peer networking,

Special applications

Below are applications that need router's special support to
ALG Settings rmake them work under the KAT, You can select applications
that you are using.

You can enable Static Routing to turn off MAT function of this
Static Routing router and let this router forward packets by your routing
policy.,

( Back E Mexst |

This broadband router supports four types of NAT functions, and the
instructions of these functions will be given below.
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3-5-2-1 Virtual Server

This function allows you to redirect a port on Internet IP address (on
WAN port) to a specified port of an IP address on local network, so you
can setup an Internet service on the computer on local network, without
exposing it on Internet directly. You can also build many sets of port
redirection, to provide many different Internet services on different local
computers via a single Internet IP address.

[] Enable Yirtual Server

| [ ez

Current Virtual Server Table:

0.1 Compuer name | Prvate P | prvte Pot | ype | Pubicport | Comment | Selec

[ Apply ] [ Cancel

Here are descriptions of every setup items:

Item Name Description

Enable Virtual Server | Check this box to enable virtual server, and
uncheck this box to disable virtual server.

Private IP Input the IP address of the computer which
provides Internet service.
Computer name All computer names found by this broadband

router on local network will be listed here. You
can select the computer name and click ‘<<’
button to add selected computer’s IP address to
‘Private 1P’ field.

Please note that this list may not be able to list
all computers on your local network.

Private Port Input the port number of the IP address which
provides Internet service.

Type Select the type of connection, TCP or UDP. If
you’re not sure, please select ‘Both’

Public Port Please select the port number of Internet IP
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address which will be redirected to the port
number of local IP address defined above.

Comment Please input any text to describe this mapping,
up to 16 alphanumerical characters.

Add Add the mapping to virtual server table.

Reset Remove all inputted values.

All existing virtual server mappings will be displayed in this page. To
delete one or more mappings, check the box of the mapping, then click
‘Delete Selected’ button to remove the mapping. To delete all existing
mappings, click ‘Delete All’ button. If you want to uncheck all boxes,
click ‘Reset’.

When you finished with the settings in this page, you can click ‘Apply’
button to save changes you made in this page, or you can click ‘Cancel’
to discard changes. After you click ‘Apply’ button, you’ll see the
following messages:

Save setting successfully!

Fleaze press APFPLY button to restart the system for changes to take effect

Apply

Please click ‘Apply’ to save changes you made and restart the broadband
router, this requires about 30 seconds and the broadband router will stop
responding (this is normal and is not malfunction). You can reconnect to
this broadband router and continue on other settings later.
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3-5-2-2 Special Applications

Some applications require more than one connection a time; these
applications won’t work with simple NAT rules. In order to make these
applications work, you can use this function to let these applications
work.

[  Enable
0.000 {22 — Select—— ||| I |
Popular Applications | Select Game V| [W]

Current Trigger-Port Table

NO.| Computer name | IP Address | TCP Portto Open | UDP Portto Open | Comment | Select |

| Delete Selected | [ Delete Al | [Reset |

[ Apply ] l Cancel
Here are descriptions of every setup items:
Item Name Description
Enable Check this box to enable support for special

applications, and uncheck this box to disable
this support.

IP Address Input the IP address of the computer which is
going to use the special application.
Computer name All computer names found by this broadband

router on local network will be listed here. You
can select the computer name and click ‘<<’
button to add selected computer’s IP address to
‘IP Address’ field.

Please note that this list may not be able to list
all computers on your local network.

TCP Port to Open Input the TCP port number required by the
special application, the port number can be a
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single value, or a range (like 20-50). If you
need to input more than one port number and
they’re not contiguous, list all port numbers
here and separate them by comma (, ). If the
application does not use TCP port, leave it
blank.

UDP Port to Open) Input the UDP port number required by the
special application, the port number can be a
single value, or a range (like 20-50). If you
need to input more than one port number and
they’re not contiguous, list all port numbers
here and separate them by comma (, ). If the
application does not use UDP port, leave it

blank.

Comment You can input any text here to help you
remember the purpose of this item. This is
optional.

Select Game This router comes with a numerous port

mapping settings of network games. If the
game you wish to set is listed here, you can
select it from dropdown menu.

After a game is selected, click ‘Add’ (the one
next to ‘Select Game’ dropdown list) to add the
connection parameters to all respective fields.

Add Click this button to add a new port mapping
rule to special applications table.

Reset Click this button to remove all values in every
field.

All existing special application mappings will be displayed in this page.
To delete one or more mappings, check the box of the mapping, then
click “‘Delete Selected’ button to remove the mapping. To delete all
existing mappings, click ‘Delete All” button. If you want to uncheck all
boxes, click ‘Reset’.
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When you finished with the settings in this page, you can click ‘Apply’
button to save changes you made in this page, or you can click ‘Cancel’
to discard changes. After you click ‘Apply’ button, you’ll see the
following messages:

Save setting successfully!

Flease press APFLY button to restart the system for changes to take effect.

Apply

Please click ‘Apply’ to save changes you made and restart the broadband
router, this requires about 30 seconds and the broadband router will stop
responding (this is normal and is not malfunction). You can reconnect to
this broadband router and continue on other settings later.
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3-5-2-3 UPnP Settings

Quick Setup | General Setup | EZ View | Status | Tools | Language | Home

Home f General Setup f Advanced Settings f NAT f UPnP Setting

UPnP Feature :

) Enable (& Disable
[ Apply ] [ Cancel

Parameters

Default

Description

UPNP Feature

Disable

You can Enable or Disable UPnP feature
here. After you enable the UPnP feature,
all client systems that support UPnP, like
Windows XP, can discover this router
automatically and access the Internet
through this router without any
configuration. The NAT Traversal
function provided by UPnP can let
applications which support UPnP
smoothly connect to Internet websites
and avoid any incompatibility problem
due to the NAPT port translation.

Click <Apply> at the bottom of the screen to save the configurations.
You can now configure other advance sections or start using the router.
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3-5-2-4 ALG Settings

You can select applications that require “Application Layer Gateway”
support.

m MName Comment

v Amanda Support for Armanda backup tool protocal.
d f da hack I I
¥ EQg Support for eggdrop bot networks,
f drop b k
FTP Support for FTR,
H323 Support for H323 netmeeting,
Sllows DCC to wark though KNAT and connection
IRC tracking.
Support for Microsoft Streaming Media Services
MMS protocol,
Support for Quake I Arena connection tracking and
Duake3 At
v Ta &llow s nethilter to track talk connections,
[k Il il k talk '
TFTR Support for TFTF.
IPzec Support for IPsec pass-through
] Starcraft Support for Starcraft/Battle.net game protocol,
] MEM Support for M5SH file tranfer,
[ Apply ] ’ Cancel ]
Parameters Default Description
You can enable “Application Layer
Enable Gateway” function, and the router will
let selected application correctly pass
though the NAT gateway.

Click <Apply> at the bottom of the screen to save the configurations.
You can now configure other advance sections or start using the router.
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3-5-2-5 Static Routing

This router provides static routing function, and the static routing can
work with NAT (IP Sharing) function. With static routing, the router can
forward packets according to your routing rules.

|:| Enable Static Routing

B N N O

AN v

(Add) [Reset ]

Currert Static Routing Takle:

u Sestinstian SR A SRS SESE SR mﬂ

Cancel ]

|

| Apply

Parameters

Description

Enable Static

Static routing function is disabled by default. You have
to enable the static routing function, to make your

Routing routing rules take effect.
Destination |The network address of destination LAN.
LAN IP

Subnet Mask

The subnet mask of destination LAN.

The next stop gateway of the path toward the destination

Default  |LAN. This is the IP of the neighbor router that this router
Gateway |should communicate with on the path to the destination
LAN.
The number of hops (routers) to pass through to reach
Hop Count the destination LAN.
Interface | The interface that go to the next hop (router).
Fill in the "Destination LAN IP", "Subnet Mask”,
“Default Gateway”, "Hop Count" and "Interface" of the
rule to be added and click "Add". Then this static routing
Add a Rule [rule will be added to the "Static Routing Table" listed

below. If you found any typo before adding it and want
to correct it, just click "Reset" and the fields will be
cleared.
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If you want to remove some routing rules from the
"Static Routing Table", select the rules you want to
Remove a |remove in the table and click "Delete Selected”. If you

Rule want remove all rules from the table, just click "Delete
All" button. Click "Reset" will clear your current
selections.

Click <Apply> at the bottom of the screen to save the configurations.
You can now configure other advance sections or start using the router.
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3-5-3 Firewall

This broadband router supports several firewall functions which will help
you to protect your network and computer. In this chapter, instructions for
using these functions will be given, so you can utilize these functions to
protect your network from hackers and malicious intruders.

3-5-3-1 Access Control

By using access control, you can restrict your computers from accessing
improper website, or using disallowed applications. You can even only
allow computers with certain MAC address to access the network, or
deny the computers in the list from accessing your network.

Enable MAC Filtering @& Deny O Allow

| | | --------- melect-------- V| | |
ad]

MAC Filtering Table

8 R T g [ T

OFFLIME aabbcoddeaft Office PC
2 OFFLINE 11:22:33:44:55:66 lab 1 |:|
| Delete Selected || Delete All | | Reset |

Here are descriptions of every setup items:

Item Name Description

Enable MAC Filtering | Check this box to enable MAC address based
filtering, and please select ‘Deny’ or “‘Allow’ to
decide the behavior of MAC filtering table. If
you select deny, all MAC addresses listed in
filtering table will be denied from connecting
to the network; if you select allow, only MAC
addresses listed in filtering table will be able to
connect to the network, and rejecting all other
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network devices.

Client PC MAC
address

Please input the MAC address of computer or
network device here, dash (-) or colon (: ) are
not required. (i.e. If the MAC address label of
your wireless device indicates
‘aa-bb-cc-dd-ee-ff’ or ‘aa:bb:cc:dd:ee:ff’, just
input ‘aabbccddeeff’

Computer Name

All computer names found by this broadband
router on local network will be listed here. You
can select the computer name and click ‘<<’
button to add selected computer’s IP address to
‘Private IP’ field.

Please note that this list may not be able to list
all computers on your local network.

Comment

You can input any text here as the comment of
this MAC address, like ‘ROOM 2A Computer’
or anything. You can input up to 16
alphanumerical characters here. This is
optional and you can leave it blank, however,
it’s recommended to use this field to write a
comment for every MAC addresses as a
memory aid.

Add

Click ‘Add’ button to add the MAC address and
associated comment to the MAC address
filtering table.

Reset

Remove all inputted values.

All MAC address entries will be listed in this page:

MAC Filtering Table

A T NPT T Ty T

OFFLIME
2 OFFLIME

az:hb:co:dd:es:ff Office PC
11:22:33: 445566 lah 1 |:|

Delete Selected ] [ Delete All ] [ Reset ]
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To delete one or more entries listed here, please check the box of the
mapping entry (under ‘Select’), and click ‘Delete Selected’ button.

If you wish to delete all mapping entries, click ‘Delete All’ button. To
deselect all checked boxes, click ‘Reset’ button.

If you wish to use IP address-based filtering, please use ‘IP Filtering
Table’ in this page:

[] Enable IP Filtering Table (up to 20 computers) & Deny O Allow
Client PC Client PC IP Client Protocol
Description address Service

192.168.98.150 E-mail
Sending

Please check ‘Enable IP Filtering Table’ box first, and select ‘Deny’ or
‘Allow’ to decide the behavior of IP filtering table (Deny the access of IP
addresses in the list, or allow the access of IP addressees in the list). You
have to click ‘Add PC’ button to add a new IP address to the list:

Access Control Add PC

This page allows users to define senice limitation of client PC. including IP address and
sendice type,

Client PC Description : | |
Client PC IP address : | | - | |

Here are descriptions of every setup items:

Item Name Description

Client PC Description | Please input any text to describe this IP
address, up to 16 alphanumerical characters.

Client PC IP address | Please input the starting IP address in the left
field, and input the end IP address in the right
field to define a range of IP addresses, or just
input the IP address in the left field to define a
single IP address.
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You also have to select the type of Internet services that will be applied to
this access control rule from the list:

Client PC Senice :
WA HTTP. TCP Port 80, 3128, 8000, 8080, 8081 o
E-mail Sending SMTP, TCP Port 25 ]
MNews Forums MMTP, TCP Port 119 ]
E-mail Receiving POP3, TCP Port 110 ]
Secure HTTP HTTPS, TCP Port 443 ]
File Transfer FTP. TCP Port 21 1
MSM Messenger TCP Port 1863 1
Telnet Senvice TCP Port 23 1
Al AOL Instant Messenger, TCF Port 5150 ]
MetMaeting H.323, TCP Port 389,522 1503 1720 1731 o
DS LUDP Port 53 o
SHMP UDP Port 161, 162 L]
VPM-PPTP TCP Port 1723 L]
WPMN-L2TP LUDP Port 1701 L]
TCP All TCP Port ]
LUDP All UDP Port "

You can select multiple services here. If you wish to deny or allow all
services of certain IP address(es), please select both *TCP’ and ‘UDP”’,

If the service you wish to deny or allow is not listed, you can use ‘User
Define Service’ table to add a new service of your own:

User Define Service
|F'r|:|t|:u::|:|I : -

|F'|:|rt Range:

—_—|
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Here are descriptions of every setup items:

Item Name Description

Protocol Please select the protocol type of this service:
TCP or UDP, or ‘Both’.

Port Range Please input the port range if this service. For

a single port number, just input the number of
service port (like “110%).

If this service consists multiple continuous
ports, you can input ‘110-120’ for port number
110 to 120, or *110,115,120’ for port number
110, 115, and 120.

Click ‘Add’ to add this IP address restriction rule to the list (and back to
previous page), or click ‘Reset’ to clear all texts in every field.

When you finished with the settings in this page, you can click ‘Apply’
button to save changes you made in this page, or you can click ‘Cancel’
to discard changes. After you click ‘Apply’ button, you’ll see the
following messages:

Save setting successfully!

Flease press APFLY button to restart the system for changes to take effect.
Apply

Please click ‘Apply’ to save changes you made and restart the broadband
router, this requires about 30 seconds and the broadband router will stop
responding (this is normal and is not malfunction). You can reconnect to
this broadband router and continue on other settings later.
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3-5-3-2 URL Blocking

If you want to prevent computers in local network from accessing certain
website (like pornography, violence, or anything you want to block), you
can use this function to stop computers in local network from accessing
the site you defined here.

This function is useful for parents and company managers.

Please follow the following instructions to set URL blocking parameters:
Please click ‘Firewall’ menu on the left of web management interface,
then click “‘URL Blocking’, and the following message will be displayed
on your web browser:

URL Blocking

You can block access to cerain YWeb sites from a paricular PC by entering either a full
URL address or just a keywoard of the VWeb site.

Enable URL Blocking
URL/Keyword | |

= =3

Current URL Blocking Table;

1 www_playboy com Fi

| Delete Selected || Delete All | | Reset |

’ Apply ] ’ Cancel

Here are descriptions of every setup items:

Item Name Description

Enable URL Blocking | Check this box to enforce URL Blocking,
uncheck it to disable URL Blocking.

URL/Keyword Input the URL (host name or IP address of
website, like http://www.blocked-site.com or
http://11.22.33.44), or the keyword which is
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contained in URL (like pornography, cartoon,
stock, or anything).

Add Click ‘Add’ button to add the URL / keyword to
the URL / Keyword filtering table.
Reset Click ‘Reset’ to remove the value you inputted

in URL/Keyword field.

All existing URLs will be displayed in ‘Current URL Blocking Table’:

Current URL Blocking Table:

| NO. | URL/Keyword Select

1 www_playbaoy.com ¥l

[ Delete Selected ][ Delete All ][F‘.eset]

If you want to delete a specific URL/Keyword entry, check the “select’
box of the MAC address you want to delete, then click ‘Delete Selected
button. (You can select more than one MAC addresses). If you want to
delete all URL/Keyword listed here, please click ‘Delete All” button, or
you can also click ‘Reset’ button to unselect all URL/Keywords.

When you finished with the settings in this page, you can click ‘Apply’
button to save changes you made in this page, or you can click ‘Cancel’
to discard changes. After you click ‘Apply’ button, you’ll see the
following messages:

Save setting successfully!

Flease press APFLY button to restart the system for changes to take effect.

| Apply |

Please click ‘Apply’ to save changes you made and restart the broadband
router, this requires about 30 seconds and the broadband router will stop
responding (this is normal and is not malfunction). You can reconnect to
this broadband router and continue on other settings later.
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3-5-3-3 D0S

Denial of Service (DoS) is a common attack measure, by transmitting a
great amount of data or request to your Internet IP address and server, the
Internet connection will become very slow, and server may stop
responding because it is not capable to handle too much traffics.

This router has a built-in DoS attack prevention mechanism; when you
activate it, the router will stop the DoS attack for you:

Denial of Service Feature

Fing of Death :
Discard Ping From VWARN :
FPaort Scan :

Sync Flood :

O ooad

Here lists four kinds of DoS attacks, please select the type of DoS attack
you wish this broadband router to protect, and you can select multiple
types of attacks.

The descriptions of every DoS attack is listed below:

Item Name Description

Ping of Death Ping of Death is a special packet, and it will
cause certain computer to stop responding.
Check this box and the router will filter this
kind of packet out.

Discard Ping From Ping is a common and useful tool to know
WAN the connection status of a specified remote
network device, but some malicious intruder
will try to fill your network bandwidth with a
lot of PING request data packet, to make your
internet connection become very slow, even
unusable. Check this box and the router will
ignore all inbound PING request, but when you
activate this function, you will not be able to
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ping your own router from internet, too.

Port Scan

Some malicious intruder will try to use a ‘port
scanner’ to know how many ports of your
Internet IP address are open, and they can
collect a lot of valuable information by doing
so. Check this box and the router will block all
traffics which are trying to scan your Internet
IP address.

Sync Flood

This is another kind of attack, which uses a lot
of fake connection request to consume the
memory of your server, and try to make your
server become unusable. Check this box and
the router will filter this kind of traffic out.

If you need to specify the details of every DoS attack, please click
‘Advanced Settings’ button, and the following settings will appear:

Denial of Service Feature

[] Ping of Death -

[] Discard Ping Fram VW/AN -
[] Port Scan -

] Sync Flood -

I:I Packet(S] Per Burst

MMAP FIMN / URG / PSH
Xmas tree

Another Xmas tree

Mull scan

SYM S RST

SYH S FIN

SYM {only unreachable port)

I:I Packet(S] Per Burst

[ Apply ] [ Cancel

The descriptions of every DoS attack is listed below:

Item Name

Description

Ping of Death

Set the threshold of when this DoS prevention
mechanism will be activated. Please check the
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box of Ping of Death, and input the frequency
of threshold (how many packets per second,
minute, or hour), you can also input the ‘Burst’
value, which means when this number of ‘Ping
of Death’ packet is received in very short time,
this DoS prevention mechanism will be

activated.
Discard Ping From Check the box to activate this DoS prevention
WAN mechanism.
Port Scan Many kind of port scan methods are listed here,

please check one or more DoS attack methods
you want to prevent.

Sync Flood Like Ping of Death, you can set the threshold
of when this DoS prevention mechanism will be
activated.

When you finished with the settings in this page, you can click ‘Apply’
button to save changes you made in this page, or you can click ‘Cancel’
to discard changes. After you click ‘Apply’ button, you’ll see the
following messages:

Save setting successfully!

Fleaze press APFPLY button to restart the system for changes to take effect
Apply

Please click ‘Apply’ to save changes you made and restart the broadband
router, this requires about 30 seconds and the broadband router will stop
responding (this is normal and is not malfunction). You can reconnect to
this broadband router and continue on other settings later.
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3-5-4 DDNS

DDNS (Dynamic DNS) is a IP-to-Hostname mapping service for those
Internet users who don’t have a static (fixed) IP address. It will be a
problem when such user wants to provide services to other users on
Internet, because their IP address will vary every time when connected to
Internet, and other user will not be able to know the IP address they’re
using at a certain time.

This router supports DDNS service of following service providers:

3322 (http://www.3322.0rg/)

DHS (http://www.dhs.orq)

DynDNS (http://www.dyndns.org/)

ODS (http://ods.org)

TZO (http://www.tzo.com/)

GnuDIP (http://gnudip2.sourceforge.net/)
DyNS (http://www.dyns.cx/)

ZoneEdit (http://www.zoneedit.com)
DHIS (http://www.dhis.org/)

CyberGate (http://cybergate.planex.co.jp/ddns/)
NS2GO (http://ns.ns2go.com/)

Please go to one of DDNS service provider’s webpage listed above, and
get a free DDNS account by the instructions given on their webpage.
After that, you can use the DDNS page to setup DDNS parameters to use
DDNS service:

Dynamic DNS : ® Enabled O Disabled

peT— |
e e | |
Cer— |

[ Apply ] [ Cancel
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Here are descriptions of every setup items:

Item Name Description

Dynamic DNS If you want to enable DDNS function, please
select “Enabled’; otherwise please select
‘Disabled’

Provider Select your DDNS service provider here.

Domain Name

Input the domain name you’ve obtained from
DDNS service provider.

Account / E-Mail

Input account or email of DDNS registration.

Password / Key

Input DDNS service password or key.

If your DDNS provider is ‘DHIS’, the settings will be different:

Dynamic DNS :

® Enabled O Disabled

CETTR

e |

Authentication Type :

|

Cancel

| |

| Apply

Here are descriptions of every setup items:

Item Name Description

HostID Please input the HostID you applied during
DHIS registration.

ISAddr Please input the ISAddr you applied during
DHIS registration.

Authentication Type Please select the DHIS user authentication type
from dropdown menu: password or QRC.

HostPass Please input the HostID you applied during

DHIS registration.

(This field will appear only when
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authentication type is password).

AuthP / AuthQ Please input the AuthP/AuthQ you applied
during DHIS registration.

(This field will appear only when
authentication type is QRC).

When you finished with the settings in this page, you can click ‘Apply’
button to save changes you made in this page, or you can click ‘Cancel’
to discard changes. After you click ‘Apply’ button, you’ll see the
following messages:

Save setting successfully!

Flease press APFLY button to restart the system for changes to take effect.

Apply

Please click ‘Apply’ to save changes you made and restart the broadband
router, this requires about 30 seconds and the broadband router will stop
responding (this is normal and is not malfunction). You can reconnect to
this broadband router and continue on other settings later.
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3-5-5 Port Forwarding

This function allows you to redirect a single port or consecutive ports of
Internet IP address to the same port of the IP address on local network.
The port number(s) of Internet IP address and private IP address (the IP
address on local network) must be the same.

If the port number of Internet IP address and private IP address is
different, please use “Virtual Server’ function.

The port forwarding setting page looks like this:

[] Enablz Port Forwarding

| | o) [ [ L] ] | |

Current Port Forwarding Table:

OFFLIMNE 192.168.98.197 TCP 1997-2000 Office PC 197 O
[ Delete Selected ] ’ Delete All ] [ Reset ]
’ Apply l [ Cancel

Here are descriptions of every setup items:

Item Name Description

Enable Port Check this box to enable port forwarding, and

Forwarding uncheck this box to disable port forwarding.

Private IP Input the IP address of the computer on local
network which provides internet service.

Computer name All computer names found by this broadband

router on local network will be listed here. You
can select the computer name and click ‘<<’
button to add selected computer’s IP address to
‘Private IP’ field.

Please note that this list may not be able to list
all computers on your local network.
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Type Select the type of connection, TCP or UDP. If
you’re not sure, please select ‘Both’.

Port Range Input the starting port number in the left field,
and input the ending port number in the right
field. If you only want to redirect a single port
number, just fill the port number in the left

field.
Comment Please input any text to describe this mapping,
up to 16 alphanumerical characters.
Add Add the mapping to port forwarding table.
Reset Remove all inputted values.

All existing URLSs will be displayed in ‘Current URL Blocking Table’:

Current Port Forwarding Table:

OFFLIME 192.168.98.197 TCP 1997-2000 Office PC 197 [
[ Delete Selected ] [ Delete All l [ Reset l
[ Apply ] [ Cancel ]

If you want to delete a specific port forwarding entry, check the ‘select’
box of the port forwarding entry you want to delete, then click ‘Delete
Selected’ button. (You can select more than one port forwarding entries).
If you want to delete all port forwarding entries listed here, please click
‘Delete All’ button or you can also click ‘Reset’ button to unselect all port
forwarding entries.

When you finished with the settings in this page, you can click ‘Apply’
button to save changes you made in this page, or you can click ‘Cancel’
to discard changes. After you click ‘Apply’ button, you’ll see the
following messages:
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Save setting successfully!

Flease press APFLY button to restart the system for changes to take effect.
Apply

Please click ‘Apply’ to save changes you made and restart the broadband
router, this requires about 30 seconds and the broadband router will stop
responding (this is normal and is not malfunction). You can reconnect to
this broadband router and continue on other settings later.
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3-5-6 DMZ

Demilitarized Zone (DMZ) is a special area in your local network. This
area resides in local network, and all computers in this area uses private
IP address, too. But these private IP addresses are mapped to a certain
Internet IP address, so other people on Internet can fully access those
computers in DMZ.

The DMZ setting page looks like this:

[ ] Enahle DMZ
Public IP address lient PC IP address
| | | Select V|
Ostatic P | |

Current DMZ Table :

m Public IP address | Client PC IP address

[ Apply ] [ Cancel
Here are descriptions of every setup items:
Item Name Description
Enable DMZ Check this box to enable DMZ function,
uncheck this box to disable DMZ function.
Public IP address You can select ‘Dynamic IP’ or “Static IP” here.

If you select ‘Dynamic IP’, you have to select
an Internet connection session from dropdown
menu; if you select “Static IP’, please input the
IP address that you want to map to a specific
private IP address.

Client PC IP address | Please input the private IP address that the
Internet IP address will be mapped to.

Type Select the type of connection, TCP or UDP. If
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you’re not sure, please select ‘Both’.

Port Range Input the starting port number in the left field,
and input the ending port number in the right
field. If you only want to redirect a single port
number, just fill the port number in the left

field.
Comment Please input any text to describe this mapping,
up to 16 alphanumerical characters.
Add Add the mapping to port forwarding table.
Reset Remove all inputted values.

NOTE: Please note that every public IP address can be mapped to a single
Client PC IP address only.

All existing DMZ entries will be displayed in ‘Current DMZ Table’:

Current DMZ Table ;

m Public IP address | Client PC IP address -

CFFLINE 192.1658.98.30

[ Delete Selected ][ Delete All ][F‘.eset]

[ Apply ] [ Cancel ]

If you want to delete a specific DMZ entry, check the “select’ box of the
DMZ entry you want to delete, then click ‘Delete Selected’ button. (You
can select more than one DMZ entries). If you want to delete all DMZ
entries listed here, please click ‘Delete All’ button or you can also click
‘Reset’ button to unselect all DMZ entries.

When you finished with the settings in this page, you can click ‘Apply’
button to save changes you made in this page, or you can click ‘Cancel’
to discard changes. After you click ‘Apply’ button, you’ll see the
following messages:
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Save setting successfully!

Flease press APFLY button to restart the system for changes to take effect.
Apply

Please click ‘Apply’ to save changes you made and restart the broadband
router, this requires about 30 seconds and the broadband router will stop
responding (this is normal and is not malfunction). You can reconnect to
this broadband router and continue on other settings later.
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3-5-7 Fail Over

3G-6200n supports automatic backup function. When connecting with
xDSL/Cable broadband, 3G-6200n will enable the xDSL/Cable
broadband connection automatically when 3G/3.5G Internet connection is
not available.

You can surf Internet anywhere and anytime via Edimax 3G-6200n.

Fail Over

Configure the priotity of existing WAN cannections and the rule for WAN fail aver.

WAN FailOver : [@I=E RO

WAN Priority : [REIEERIE v |
Idle Timeout Detect : ICISEE_

Ping Target IP : (fiikiky |

= ETNL L () Enable (&) Dizable

[ APPLY

SMTP Server:
Mail Address From :
Mail Address To :
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3-6 Print Server

The router provides Print Server function that let you share a printer to all
PCs in your Intranet. It supports LPD and IPP printing protocol.

¥DIMAX

HETWORMING FEOMFLE TOOETHER

Quick Setup | General Setup | Status | Tools | Language Home

Print Server

The printer server function supports LPR and IPP printing methods. You can
enable/dizable the print server function. Please assign the printer queue name to each
printer connected USE port. It also supports Internet printing. Please refer ta the manual
for the detail information.

Enable Print Server ®Enable O Disable
R & Enable O Disable
B &) Enable O Disable

Printer Serner Mame

Print Marne of USB Part : |F-"“_ _'
Apply ] [ Cancel
Parameters Description
Enable Print |Enable/disable USB print server.
Server
IPP Enable to support the Internet Printing Protocols.
LPR Enable to support the Local Printing Remote

Protocols.

Print Name of |It is the port name of the printer connected to USB
USB Port1 |port 1.

Print Name of |It is the port name of the printer connected to USB
USB Port2 |port 2.

You can check “Enable Internet printing” to share the
printer on internet, you can uncheck this option to use
printer on intranet only.

Enable Internet
printing
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Click <Apply> at the bottom of the screen to save the configurations.
You can now configure other advance sections or start using the router.
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3-6-1 LPR Printing

LPR Printing (Line Printer Remote technology) allows user to connect to
printers via TCP/IP protocol for printing sharing. Computer with
Windows 98SE/Me/NT/2000/XP/2003 operating system can use the
protocol to share printer over the network.

To configure the LPR setting in Windows 2000/XP/2003, please follow
the instructions listed below:

1) Click “Start”, choose “Settings” and select “Printers and Faxes”.
2) Click “Add a Printer”.
3) The “Add Printer Wizard” will appear, then Click “Next”.

Add Printer Wizard

Welcome to the Add Printer
Wizard

Thiz wizard helps you install a printer ar make printer
connections,

& If you kave a Plug and Play printer that connects

1 through a USE part [or any other hot pluggable
port, zuch az IEEE 1394, infrared, and 20 an), pou
do not need to uge this wizard, Click Cancel to
cloze the wizard, and then plug the printer's cable
into paur compuker or point the printer boward your
computer's infrared port, and tum the printer on.
Windows will automatically install the printer for wou,

To continue, click Nesxt.

Cancel
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4) Select “Local Printer attached to this computer” and click “Next”.

Add Printer Wizard

Local or Hetwork Printer
The wizard needs to know which type of printer to zet up.

Select the option that describes the printer you want bo Lse:

Local printer attached to this computer

() A network: printer, or & printer attached to another computer

i Ta zet up a network. printer that iz nat attached to a print server,
- ) uze the "Local printer” option.

< Ba Mext > Cancel
¥

5) Choose “Create a new port” and “Standard TCP/IP Port”. Click “Next”.

Add Printer Wizard

Select a Printer Port
Computers communicate with printers through ports.

Select the port you want your printer to uze. [f the port iz not listed, you can create a
new port,

() Uze the following port:

() Create a new port;
e of port: Standard TCP/IP Part

[ <Eack(“ MHest » ]) Cancel ]
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6) Please make sure that the Print Server and the Printer have turned on
and connected to the network correctly before you continue. Click “Next”.

Add Standard TCPSIP Printer Port Wizard EI

Welcome to the Add Standard
TCP/IP Printer Port Wizard

Y'ou uze this wizard to add a port for a netwaork, prinker.
Befare continuing be zure that:

1. The device iz turned on.
2. The netwaork, iz connected and configured.

To continue, click Mext.

@ | Cancel |

_—

7) Enter the IP Address of the Print Server in the “Printer Name or IP
Address”. Click “Next”.

Add Standard TCPSIP Printer, Port Wizard %]
Add Port \L
For which device do pou want to add a port? N

e——

Enter the Printer Mame or IP addrezs, and a port name for the desired device.

Printer Mame or IP Address: 132.168.21 D
|

e ——
Port Marne: | IP 19216221

N

< Back k et = ]J) Cancel

D
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8) Select “Custom” and click “Settings”. When you have finished the
settings at step 9, click “Next” to continue.

Add Standard TCP/IP Printer Port Wizard

Additional Port Information Bequired &
The device could not be identified. N
&:’:""

The detected device is of unknown tppe, Be sure that:
1. The device is properly configured.
2. The addregz on the previous page iz comect.

Either corect the address and perform anather zearch on the netwark. by returning to the
previous wizard page or select the device type if you are sure the address is corect,

Device Type
() Standard

© Custom | Settings... |

[ ¢ Back ][ Meut » ][ Cancel ]

9) Select “LPR” and enter “Iptl” in the “Queue Name”, click “OK”. By
default the queue name of the Print Server is “Ipt1”.

Configure Standard TCPZIP Port Monitor

Fart Settings |
Port Mame: | IF_1392168.2.1 |
Frinter Hame or IP Address: | 192.168.21 |
Frotocol

(O Baw @ LPR

R aw Settings

LFPR Settings
Hueue Mame: |||:|t'| |

[ ]LPR Byte Courting Enabled

SMMP Statuz Enabled

Cornmunity M arme: | public |

SMHMF Device Index: |1 |

OF H Caticel ]

139



10) Click “Finish”.

Add Standard TCP/IP Printer. Port Wizard X]

Completing the Add Standard
TCP/IP Printer Port Wizard

You have selected a port with the following characternstics.

SHMP: ez
Protocal: LPA, Ipt1
Device: 192.168.2.1

Fart Mame: IP_192.1683.2.1
Adapter Type:

To complete thiz wizard, click Finish,

Finish Cancel

11) Select a suitable printer manufacturer and the printer model and click
“Next”. If your printer is not in the list, click “Have Disk...” to install the
driver of the printer. After installation, the printer model will be added to
the list.

Add Printer Wizard

Install Printer Software
The manufacturer and madel determing which prinker software b uze.

jy Select the manufacturer and model of your printer. [F vour printer carme with an installation
- dizk, click Hawve Dizk. IF vour printer iz not listed, consult your printer documentation for
compatible printer saftware.

b anufacturer - Printers -
Gestetner 5 HP Laseret 1IP PostScript Cartridge v52.2

HF =

!Efrgte,: y HF Laserlet Plus

Iwatsu . ¥ HP Laseret Series |l =

EF This driver is digitally signed. ‘Windows Update ‘ Have Disk... s

Tell e why driver signing is inportant \/
¢ Back Mest » Cancel

\c'
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12) Choose to set the print whether as a default printer or not. Click
“Next”.

Add Printer Wizard

Mame our Printer
r'ou must aszign a name ta this prinker.

Type a name for this printer. Becauze zome programs do not support printer and server
name combinationz of more than 31 characters, it iz best to keep the name az short az
poszible.

Printer narne:

Do you want to uge this printer 3z the default printer?

OV
O Ho

< Back \ Mext » J Cancel

13) You have added the network printer to the PC successfully. The
information of the printer is displayed in the windows. Click “Finish”.

Add Printer Wizard

Completing the Add Printer
Wizard

“'ou have successfully completed the Add Printer 'wizard.
Y'ou specified the fallowing printer sethings:

M ame: HF Lazerlet
Share name:  <Mat Shared:
Pt IP_192.168.2.1
b odel: HF Lazerlet
Default; Ves

Test page:  “es

To cloze this wizard, click Finizh,

< Back ‘l Finizh |p Cancel ]

N — s
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3-6-2 IPP Printing

IPP (Internet Printing Protocol) Printing provides a convenient way of
remote printing service by TCP/IP. The Print Server can support IPP
printing in Windows 2000/XP/2003 by default. By using the IPP printing,
you can share the printer to all the PC’s that can access the Print Server
by Internet Protocol (IP).

To configure the IPP Printing on Windows 2000/XP/2003, you have to
make sure the print server has correct IP settings. If you want to share the
printers to Internet users, you have to set a valid Internet IP address to the
Print Server. You also have to make sure that there’s no gateway, router or
firewall blocking IPP protocol if you have these gateway devices installed
in your network.

At client side, please follow the steps below to configure the LPR setting
in Windows 2000/XP/2003.

1) Click “Start”, choose “Settings” and select “Printers and Faxes”.
2) Click “Add a Printer”.
3) The “Add Printer Wizard” is displayed. Click “Next”.

Add Printer Wizard

Welcome to the Add Printer
Wizard

Thiz wizard helpz you inztall & printer or make printer
cohtections.

3 If you have a Plug and Play printer that connects

1 through a USE port [or any other hot pluggable
part, such az [EEE 1394, infrared, and so0 on), yau
do not need to uze this wizard. Click Cancel to
cloze the wizard, and then plug the printer's cable
into pour computer or point the printer boward pour
computer's infrared part, and turn the printer on.
Wweindows will automatically nztall the printer for you.

To continue, click MNest.
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4) Select “A network printer, or a printer attached to another computer”,
then click “Next”.

Add Printer Wizard

Local or Hetwork Printer
The wizard needs to know which twpe of printer bo zet up.

Select the option that describes the printer pou want to uze:

(" Local printer attached ta this computer

@printer, or a printer attached to another c@

i}) To zet up a network prinker that iz not attached to 5 print server,

uze the "Local printer’ option.

[ < Back ]r Mext > ][ Cancel ]
AN

—

5) Select “Connect to a printer on the Internet or on a home or office
network” and enter the URL of Print Server. The URL format is
“http://IP:631/Port Name”. The IP should be the Print Server’s IP. The
number 631 is IPP standard port number. Port Name is the port name of
Print Server that your printer is connected to. The default port name is
“Iptl”. One example of the URL is http://192.168.2.1:631/Ipt1. After
entering the URL of Print Server, click “Next”.
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Add Printer Wizard

Specify a Printer

If wou don't kinow the name or address of the printer, you can search for a printer
that meetz your needs.

What printer do you want bo connect by

() Browsse for a printer

(") Connect ta this prinker [or to browse for a printer, select this option and click Mest];

M arne: | |

Example: W\zerverprinter

(*) Cannect ta a printer ice hetwark:

LR hitp:/#192.168.2.1:631 pt1| |

E xampl&”

l < Back (“ Mext = )[ Cancel ]

6) Select a suitable printer manufacturer and the printer model and click
“Next”. If your printer is not in the list, click “Have Disk...” to install the
driver of the printer. After installation, the printer model will be added to
the list.

Add Printer, Wizard

Install Printer Software
The manufacturer and model determing which printer zoftware bo use.

L Select the manufacturer and model of vour printer. If your prinker came with an installation
2 dizk, click Have Disk. If your printer iz not lizted, consult pour printer documentation for
campatible printer sathware.

M arufacturer # || Printers A
Generc .?J’ HF Lazerlet 1P Plus
etner | 3& HP Lazerlet [IP PostScrpt Cartridge +52.2
IBM S HP Laserlet =
infotec K 3&' HF Laserlet Plus o
. . — e AT - - . , — \
;-‘J Thisz driver iz digitally zigned. [ Windows Update&l Have Dizk... l »

Tell me why driver signing iz importart \/

l ¢ Back lk Mewt = ]l Cancel l
A

144



7) Choose to set the print whether as a default printer or not. Click “Next”.

Add Printer Wizard

Default Printer
Your computer will ahways send documents to the default printer unless vou specify
athenwise.

Do pou wwant to uze this printer as the default printer?
©iYes
O N

"

o L

8) Now you have successfully added the network printer to your PC. The
information of the printer will be displayed in the window. Click “Finish”.

Add Printer Wizard

Completing the Add Printer
Wizard

ou have succeszsfully completed the Add Printer ‘Wizard.
'ou zpecified the fallowing printer zettings:

Marne: unknown on http://192.168.2.1:631
Drefault: Tes

Location:

Coarnrment:

To close thig wizard, click Finish.
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Chapter IV : Status

In this menu, you can check the operation status of this broadband router.
To view the status, follow the following instructions:

1. Click “Status’ button from main menu:

ED)I

NETWORMING PEOPLE TOOLTHER|

Quick Setup @ Status

General Setup/ A

Language

Bl

2. The basic system information will be shown:

System
Model Wireless 3G Router
Lip time Oday:18:44:54
Hardware Wersion Fev. &
Boot Code Wersion 1.0
Runtirme Code Wersion 2.10

You can check the system uptime and firmware version of this broadband
router. If you need detailed information about Internet connection or
system usage log, please choose one of them and click ‘Apply’. If you
want to go back to previous page, please click ‘Previous’.

146



. .- Wiew the current internet connection status and related
Internet Connection infarmation.
Device Status View the current setting status of this device,

. View the system operation information. You can see the
ShJSIE L system start up time, connection process...etc, here,

o View any attempts that have been made to illegally gain
SEELTET L) access to your network,

" P This table shows the assigned IP address, MAC address and
Active DHCP Client time expired for each DHCP leased client.

e This page shows the packet counters for transmission and
SIS0 reception regarding to networks,

Modem Info This page shows the 2G/3.5G Modem information

( Back ] { Mext
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5-1 Internet Connection

This page shows the current status of Internet connection.

Attain IP Protocol : Dynarmic IP connect

IP Address : 192.168.9.152

255.255.255.0
00:1F:1F: 1F:81:A0
192.168.1.2

Secondary DMNS ; 192.188.1.12

WA AN Status : Disconnected

IP Address : (WP

Subnet Mask : M
Default Gateway : I
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5-2 Device Status

This page shows current wireless LAN and wired LAN configuration.

Wireless Configuration

o
dataut
1
Disable

LaM Configuration
IP Address 192.168.2.1

Subnet Mask 255.235.255.0
DHCP Server Enahble
MAC Address oo 1f:1f:1f:51: a8
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5-3 System Log

This page shows all logged system information. You can use scroll bar to
view the logs, or click ‘Save’ to download the log file to your computer.
You can also click “Clear’ to remove all logs, or click ‘Refresh’ to reload
logs.

Jan 1 00:00:00 {none) syslog.info syslogd started: BusyBox v1.11.1

[Sa\re ] [Clear ] [ Refresh
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5-4 Security Log

This page shows all logged security-related information. You can use
scroll bar to view the logs, or click ‘Save’ to download the log file to your
computer. You can also click ‘Clear’ to remove all logs, or click ‘Refresh’
to reload logs.

[2000-01-01 00:00:16]: start Dynarmic 1P

[2000-01-01 02:14:15]: [SMTF]: connect to Timesener 192.43.244 18 .
[2000-01-01 02:14:15]: [SMTF]: connect failll

[2000-01-01 18:50:14]: [SMTF]: connect to Timeserer 192.43.244 18 .
[2009-08-26 02:13:05]: [SMTF]: connect success!

[2009-038-26 02:13:05]; [SMTP]: set time to 2009-05-25 02:13.05

[2009-038-26 02:13:06]; [FIREWALLL YWAN IP is 192.168.9.152 setting firewall...
[2009-038-26 02:13:06]; [FIREWALL]: WANZ IP is setting firewall. .

[Save ] [Clear ] [ Refresh ]
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5-5 Active DHCP Client

This page shows all current DHCP clients. You can click ‘Refresh’ to
reload the list.

IP Address MAC Address Time Expired(s)

MNone
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5-6 Statistics

This page shows the statistical information of network interfaces of this
broadband router, and the total system uptime.

. Sent Packets 12975
Wireless LAM -
Recaived DPackets 2420230
Sent Packets 5741
Ethernet LAMN -
Recaived DPackets 4475
Sent Packets 703z
Ethernet WAan -
Recaived DPackets 733
Running Time Mday.18:53:27
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5-7 Modem Information

This page shows the modem information of you have connected with 3G
modem card or xDSL modem.

Manufacturer: 73
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Chapter V : Tools

This broadband router comes with several tools that will help you to
manage the configuration of broadband router, upgrade the firmware, and
restart the broadband router.

To use these tools, follow the following instructions:

1. Click ‘Tools’ button from main menu:

¥FDIMAX

NETWORNING FEQPLE TOOETHER

Quick Setup @ Status

General Setup
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2. The list of tools will appear:

Use the "Backup” tool to save the Broadband router's current
configurations to a file named "config.bin”. You can then use
the "Restore” tool to restore the saved configuration to the
GG TGO S Broadband router. Alternatively, you can use the "Restore to
Factory Default” tool to force the Broadband router to
perform System Reset and restore the original factory
settings.

This tool allows vou to upgrade the Broadband router's
system firmware.

Enter the path and name of the upgrade file and then click
the APPLY button below. You will be prompted to confirm the
upgrade. The system will automatically reboot the router
after yvou finished the firmware upgrade process. If you don't
complete the firmware upagrade process in the "next” step,
you have to reboot the router.

In the event that the system stops responding correctly or
stops functioning,you can perform a Reset. Your settings will
not be changed. To perform the reset,click on the APPLY
button below. You will be asked to confirm vour decision.The
Reset will be complete when the LED Power light stops
blinking.

Firmware Upgrade

Restart

[ Previous || apply |

Please select the tool you wish to use, then click ‘Apply’ button. If you
wish to go back to previous page, click ‘Previous’ button.
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6-1 Configuration Tools

In this page, you can backup and restore current system configuration,
and reset all settings to factory default value.

Restore Settings:

|

|[ Erowse...

Restore to Factory Default:

Here are descriptions of every setup items:

Item Name

Description

Backup Settings

Click “Save...” button to download the current
configuration as ‘config.bin’ file. Save this file
on your computer to keep current
configuration. If you want to keep more than
one version of configuration file, please
rename the configuration file to another name.

Restore Settings

Click “‘Browse...” button to select a
previously-saved configuration file from your
computer, then click ‘Upload’ to upload the
configuration file to broadband router, and the
configuration of broadband router will be
replaced by the content of uploaded
configuration file.

Restore to Factory
Default

Click ‘Reset’ button to restore the settings of
the broadband router to factory default value.
A pop-up message window will appear and ask
you to confirm the reset.
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6-2 Firmware Upgrade

New firmware releases will provide new functions to this broadband
router, and you can use firmware upgrade function to upgrade the
firmware to new version.

NOTE: It's recommended to use wired Ethernet connection to upload the
firmware file, please refrain from using wireless connection to upload the
firmware file. Also, please do not switch the broadband router or computer
you used to upload the firmware file off during firmware upgrade. This will
cause broadband router become malfunction and unusable.

Please download the firmware file from our company’s website and save
it on your computer, and use firmware upgrade function to upgrade
firmware:

Browse...

[ Apply ] [ Cancel ]

Please click ‘Browse...” button to select the firmware file saved on your
computer, then click ‘Apply’ button to start firmware upload. The
broadband router will restart after file upload is successful, and all
settings will be lost. Please use default IP address (192.168.2.1) to
connect to the broadband router and set every settings again.
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6-3 Restart

If you found that the broadband router is not functioning correctly, or
responding slowly then usual, you can use this function to restart the
broadband router, and this may correct the problem.

Restart

In the evant that the system stops responding correctly or stops functioning,you can
perfarm a Reset. Your settings will not be changed. To perdfarm the reset click an the
APPLY button below. You will be asked to confirm your decision. The Reset will be
complete when the LED Fower light stops blinking.

[ Apply ] [ Cancel ]

Click ‘Apply’ button to restart the broadband router. You’ll be prompted
to confirm the restart, click ‘OK’ to restart the broadband router.
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Chapter VI : Language

This 3G router’s web-based user interface supports 14-languages . You
can change the display language by click ‘Language’ button in main

menu.

To change the display language, follow the following instructions:

1. Click ‘Language’ button from main menu:

Quick Setup

General Setup

Language

Select Language |

Language
English
Deutsch
Espafiol
Frangais
ltaliano
Mederlands
Fortugués
Cestina
Folski
Romana
Pyccrni
Slovensky

R

o] 4 AR 3T
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Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B

digital device, pursuant to Part 15 of FCC Rules. These limits are designed to

provide reasonable protection against harmful interference in a residential installation.

This equipment generates, uses, and can radiate radio frequency energy and, if not

installed and used in accordance with the instructions, may cause harmful

interference to radio communications.

However, there is no guarantee that interference will not occur in a particular

installation. If this equipment does cause harmful interference to radio or television

reception, which can be determined by turning the equipment off and on, the user is

encouraged to try to correct the interference by one or more of the following

measures:

1. Reorient or relocate the receiving antenna.

2. Increase the separation between the equipment and receiver.

3. Connect the equipment into an outlet on a circuit different from that to which the
receiver is connected.

4. Consult the dealer or an experienced radio technician for help.

FCC Caution

This device and its antenna must not be co-located or operating in conjunction with

any other antenna or transmitter.

This device complies with Part 15 of the FCC Rules. Operation is subject to the

following two conditions: (1) this device may not cause harmful interference, and (2)

this device must accept any interference received, including interference that may

cause undesired operation.

Any changes or modifications not expressly approved by the party responsible for

compliance could void the authority to operate equipment.

Federal Communications Commission (FCC) Radiation Exposure Statement

This equipment must be installed and operated in accordance with provided

instructions and a minimum 20 cm spacing must be provided between computer

mounted antenna and person’s body (excluding extremities of hands, wrist and feet)

during wireless modes of operation.

Trlle equipment version marketed in US is restricted to usage of the channels 1-11

only.

R&TTE Compliance Statement

This equipment complies with all the requirements of DIRECTIVE 1999/5/EC OF THE

EUROPEAN PARLIAMENT AND THE COUNCIL of March 9, 1999 on radio

equipment and telecommunication terminal Equipment and the mutual recognition of

their conformity (R&TTE)

The R&TTE Directive repeals and replaces in the directive 98/13/EEC

(Telecommunications Terminal Equipment and Satellite Earth Station Equipment) As

of April 8, 2000.

Safety

This equipment is designed with the utmost care for the safety of those who install

and use it. However, special attention must be paid to the dangers of electric shock

and static electricity when working with electrical equipment. All guidelines of this and

of the computer manufacture must therefore be allowed at all times to ensure the safe

use of the equipment.

EU Countries Intended for Use

The ETSI version of this device is intended for home and office use in Austria,

Belgium, Denmark, Finland, France, Germany, Greece, Ireland, Italy, Luxembourg,

Bulgaria, Cyprus, Czech Republic, Estonia, Hungary, Latvia, Lithuania, Malta, Poland,

Romania, Slovakia, Slovenia, the Netherlands, Portugal, Spain, Sweden, and the

United Kingdom.

The ETSI version of this device is also authorized for use in EFTA member states:

Iceland, Liechtenstein, Norway, and Switzerland.

EU Countries not intended for use

None
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A declaration of conformity is available on www.edimax.com

(COFEO..C©
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