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I. Product Information

I-1. Package Contents

Before you start using this product, please check if there is anything missing in
the package, and contact your dealer to claim the missing item(s):

M!D]

BR-6288ACL CD-ROM RJ-45 Splitter Cable

Quick Installation Guide Power Adapter USB Cable



I-2. LED Status

\ Z
=i T

LED Color LED Status Description
On Product is starting up.
Orange/Red Flashing (Slow) | No Internet connection.
Flashing (Fast) Resetting to factory default status or Wi-Fi
& Protected Setup (WPS) is active.
Light Green | On Internet is connected and Wi-Fi is full power.
Internet is connected and Wi-Fi is in green
Dark Green ) On mode (25% power).
Off Off BR-6288ACL is off.




I-3. Back Panel

- /
! |
1"“1.._‘ Ih""h-..

Wi-Fi Power
Switch

-

WPS/Reset Button Power Port

Network Port



I-4. RJ-45 Splitter Cable

The BR-6288ACL includes an RJ-45 splitter cable in the package contents. This
plugs into the “Network” port of the BR-6288ACL and splits the port into two
separate Ethernet ports — providing two ports instead of one, as shown
below.

In Wi-Fi router mode, the other port is the LAN port. The LAN port

In Wi-Fi router mode, one port is the WAN (Network) port. The
WAN port connects directly to your modem.
D is for wired connections to other network devices (e.g. computer).\
i

= T,

( o )

WAN LAN

In other modes, both ports function as LAN ports for wired network devices
(e.g. computers, games consoles etc.), and in access point mode also for
connecting to your router.

= T,

( o )

LAN LAN




I-5. Wi-Fi Power Switch

After setup you can use the Wi-Fi power switch to adjust the strength of the
BR-6288ACL’s wireless radio if you wish. Normal mode uses full 100% wireless
power while green mode uses 25% wireless power.

/




I-6. Safety Information

In order to ensure the safe operation of the device and its users, please read
and act in accordance with the following safety instructions.

1.

2.

The device is designed for indoor use only; do not place it outdoors.

Do not place the device in or near hot/humid places, such as a kitchen or
bathroom.

. Do not pull any connected cable with force; carefully disconnect it from the

BR-6288ACL.

. Handle the device with care. Accidental damage will void the warranty of

the device.

. The device contains small parts which are a danger to small children under

3 years old. Please keep the device out of reach of children.

. Do not place the device on paper, cloth, or other flammable materials. The

device may become hot during use.

. There are no user-serviceable parts inside the device. If you experience

problems with the device, please contact your dealer of purchase and ask
for help.

. The device is an electrical device and as such, if it becomes wet for any

reason, do not attempt to touch it without switching the power supply off.
Contact an experienced electrical technician for further help.



Il. Installation

1.Plug in the BR-6288ACL using the included power adapter and/or USB

cable.
= @
The BR-6288ACL requires 1 A of B /\
+
- o

A current — please ensure that your
=

USB port can provide sufficient
power. If not, use the 5V DC - H
adapter. /

2.Wait until the circular LED at the base of the product is flashing
"Orange/Red".

3.Use a Wi-Fi device (e.g. computer, tablet, smartphone) to search for a Wi-Fi
network with the SSID “edimax.setup” and connect to it.




4.0pen a web browser and if you do not automatically arrive at the “Get
Started” screen shown below, enter the URL http://edimax.setup and click
“Get Started” to begin.

Iuim ACE600 Multi-Function Dual-Band
Wi-Fi Router

BR-62EEACL

Englsh 7|

Get Started

If you cannot access http://edimax.setup, please make sure your

ﬁ Wi-Fi device is set to use a dynamic IP address. This is a simple
procedure and step-by-step instructions to do this on a computer
can be found in the user manual.

5.Choose if you want to use your BR-6288ACL in its default Wi-Fi router
mode or in a different mode.

L]
EDIMAX Wil e

The default made of this product is Wi F router mode. It conmactz to your meodem via Ethemet cable and
provides Interaet access for your computers, smast abanes, tablerzand anv other netwark devices.

wSLACakle BModem

CHANGE TO A DIFFERENT MODE YES, I MEED A Wi-TT ROLTER



The BR-6288ACL’s five available modes are outlined below:

Wi-Fi Router Mode

The device connects to your modem and provides
2.4GHz and/or 5GHz Internet (wireless and
Ethernet) access for your network devices.

Access Point Mode

The device connects to an existing router via
Ethernet cable and provides 2.4GHz and/or 5GHz
Internet (wireless and Ethernet) access for your
network devices.

Range Extender
Mode

The device connects wirelessly to your existing
2.4GHz and/or 5GHz network and repeats the
wireless signal(s).

Wireless Bridge Mode

The device connects to a network device for
example: TV, gaming console, or media player via
Ethernet cable and acts as a wireless receiver,
allowing the network device to join your Wi-Fi
network.

WISP Mode

The device connects wirelessly to your Wireless
Internet Service Provider and provides 2.4GHz
and/or 5GHz Internet (wireless and Ethernet)
access for your network devices.




I1-1. Wi-Fi Router Mode

1. Select whether to use the iQ Setup wizard (recommended) to detect your
Internet connection type, or enter the settings manually.

A{ 1 Manual configuration is only recommended for advanced users.

L ]
FDImMmAaX W Rt

Thie kD Setup wizard can hclp detect your Intemat canncctlon type, and walk you through setup step by step,
o il CAN Satup walr devics maraally

& 110 Scthun vlzard

2. Conligure manuvally

2. Connect the blue Internet port of your BR-6288ACL to the LAN port of
your modem using an Ethernet cable, and then click “Next”.

]
EDIMAX W s

xOsLable Modem

Plaasa connect ona and of an Cthemet cable ta your medem and connact the other and to the

Imtarnot port on the routar.

10



3. Please wait a moment while the BR-6288ACL tests the connection.

Iuim Wi-H Houter

Connecting to Internet
A48%

4. Click “Next” to continue and configure the device’s wireless network.

]
EDIMAX W Route

intarmet |5 neaw conneetad

Fleaca click "Mest" to conflgure yvour wirslass ratwork.

5. Enter a name and password for your 2.4GHz & 5GHz wireless networks,
then click “Next” to continue.

11



-
EDIMAX

Wi-Fi metwork nama {2.AGHzk

Wi-Fi password ('WRAZ-AEST:

Wi-Fimefwnrs nams | LiiH)

WI-FI passward (WFA7-AF5):

Fleazs set vour Wi-F network name |55000 and Wi-Fi passvcrd,

eddiman_3.A0G_ERE1D
1256 TE

|at least & charactars)

ediman_Gii_HEATHI

1230kATH

Wi

Foutai

|l leasl @ chaiacier:]

6. A summary of your configuration will be displayed, as shown below.
Check that all of the details are correct and then click “Next” to proceed.

Routar

EDIMAX wis

Configuration is complete. it is recommended that you backup your settings, please click "Backup thi=
conflguration™ to do sa. Then click "Hext” whan you are ready to continue.

Intarnet Typa - Dymamlc BP
|2.4 EHz] Wi-Fi network name ; ediman_2.4G ESEILL
Wl-Fl passwined © 1FI4567E

{5 GHr] Wi-FI natwinele names adimay_hii_EHE1HT

Wi-Fi passvioed : 12345678

Backup this condipuration

m

_If you wish to backup the device’s settings, click “Backup this
zﬂg configuration” to open a new window and save your current
configuration to a .txt file.

12



File Download (|

el . __xr -

Do you want to open or save this file?

Mame: router.tut
Type: Text Document, 149 bytes
From: edimax.setup

|.--"‘ | While files from the Intemet can be useful, some files can potentially
g, harm your computer. f you do not trust the sounce, do not open or
= save this file. What's the risk?

7. Please wait while the BR-6288ACL applies your settings.

EDIMAX 0 Rt

Applying your settings, please wait.
T

8. Afinal congratulations screen will indicate that setup is complete. You can
now connect to the device’s new SSID(s) which are shown on the screen
then close the browser window.

13



-
EDIMAX

Wi-FT Router

Congratulation!
W bave successilly completed setup, Please connect to the device's new Wi-Fi netwodk name (5510 listed

bielave, Tar advanced settings, plesse access hitpsfedimax setun from your compite’s welb hravwser,

12,4 GHzl Wi-Ti nebwork name edimas_2.9G_ 838101
Wi F passward : 12345578
{% GHz] Wi-A natwork name : edimax_SGE_BHE101

Wi-Ti passond § 12345678

9. The BR-6288ACL is working and ready for use. Refer to IV-2. Connecting
to a Wi-Fi network if you require more guidance.

14



11-2. Access Point Mode

1. Select “Access Point” from the top menu and click “Next”.

EDIMAX

Arcess Point Wirnless Hridge Wise

You have selected Aocess Point Mode.

Ihe pradiet connects ta ynie roufes wia fraernet cabla and providss Infarn st acness for yaur oom giters,
smartphoneos, tablets and any ather netwask devices

Exlsting Wirsd Rawtar  ®D5L/Cahle Madern

2. Connect the network port of your BR-6288ACL to the LAN port of your
existing router using an Ethernet cable, then click “Next”.

L]
EDIMAX hecess ot

Extsting ‘Wired RBoutes  $DELCable Madem

Pleasz connect one ond ot an Ethernet cable to your existing rovter and connect the other end

to ane of the partson the back of acoes point.

3. Select whether to use the 5GHz wireless frequency, 2.4GHz wireless
frequency or both. If you are not sure, select both.

15



L]
EDIMAX fccess Pt

HMeasze salect tha wirelass franguancy that youwant to use. If yod are not sune whick onie ta ise,
plepse sslect buth

¥ 1. Cnable 5Giiz

B 2. Enable 2.2GHz

Back Mext

4. select “Obtain an IP address automatically” or “Use the following IP
address” for your BR-6288ACL. If you are using a static IP, enter the IP
address, subnet mask and default gateway. Click “Next” to proceed to the
next step.

[uim BArce=s Poinl

Flzaze sot the IP addrass of the access paint

& Chtain an I addrazs sidomatically

Wza tha follaveing 19 address
18 zddiress - 152 168 2 .
Subrat Mask 1255
Default patavay - I 0 n

DNS : o a ]

Aﬁ “Obtain an IP address automatically” is the recommended setting
for most users. For more guidance on static IP addresses, please
refer to |V-1. Confiquring your IP address.

16



5. Enter a name and password for your 2.4GHz & 5GHz wireless networks,
then click “Next” to continue.

L]
EDIMmAaX Access Paint

Pleaza set wour Wi-F networs name |3510} and 'Wi-Fi paszword.

Wi-F networs mame |2.4GHz): cdlrn.h_Z-iG_&ESiDi :
WA-TE g (WPRAZ-RES): 12345678

It sl 0 charsclers)

Wii-Fi networs neme {S3GH afimee 5 ESB1EL

WI-Fi passunrd [WRAZ-AFS): 12295678

{Af wast A chararers)

6. A summary of your configuration will be displayed, as shown below.
Check that all of the details are correct and then click “Next” to proceed.

EDIMAX —

Configuration is complete. It 1s recommended that yai aacki your sarting=, plasse click "Harkup this
configuration” o do oo, Then click "Mext” whan you eeo ready tn continue.

{24 GHzp WI-Fl naetesark name : edimax_d.446_HRE101
WI-H pasnsanrd - TAAERTE
5 Glizp WI-Fl network name : edimax_SE_BAB101
WI-H passward = 12385648

Backus this corfiguistion

If you wish to backup the device’s settings, click “Backup this
4A5 configuration” to open a new window and save your current
configuration to a .txt file.

17



File Download | S|

R S A

Do you want to open or save this file?

B Mame: access pointid
J Type: Text Document, 148 bytes
From: edimax.setup

Open ][ Save l[ Cancel ]

ham your computer. ff you do not trust the source, do not open or

|@| While files from the Intemet can be useful, some files can potentially
save this file. What s the risk?

7. Please wait a moment until the BR-6288ACL is ready.

&
EIMIAX Biecess Paint

Applying your settings, please wait.
23%

8. Afinal congratulations screen will indicate that setup is complete. You can
now connect to the device’s new SSID(s) which are shown on the screen
then close the browser window.

18



L]
EDIMAX fccess Pt

Congratulation|
¥ou have succescfully completed sotup. Pleasc canncct ta the device's nicw Wi FI notwork namz 5510 Bsted

below. For advanced settings, please acce== hitpyffediman_s=tap from your computers web browse.

2.4 GHl Wi-F nabaark name edimay_7 AG_SRE1D
Wi-Fi passwand : 12345678
{5 GH) 'Wi-Fi ratwark nama edimax_55_RRARIAT
WisFi passwny 3 13345678

9. The BR-6288ACL is working and ready for use. Refer to IV-2. Connecting

to a Wi-Fi network if you require more guidance.

19



1I-3. Range Extender Mode

1. Select “Range Extender” from the top menu and click “Next”.

fou have selected Range Extender Mode.

The product conneclts wirekssly 1o your exizting neteork ard exiends the wireless signal range.

1}

Exiating Rautsr NS Cable Madam

i =
[

2. Please ensure your BR-6288ACL is within Wi-Fi range of your existing
wireless router. Click “Next” to continue.

Iuim Range Extandar

ﬁ;@a_[u

Exbsting Routar AEELCa bbb Modom

This sedun wizsrt will s=sisl you o setug 3 wirsless connestion betwesn Lhe renges edende and
youl meiling roulsn, Plece Uhie panges solenis cloes (o e e whsis oo wish (o sstend your

netwiork, but plesse ensure the ranpe extender i still within the coverage range of your existing
wirelass netwark,

20



3. Select whether to use the 5GHz wireless frequency, 2.4GHz wireless
frequency or both. If you are not sure, select both and then click “Next”.

L]
EDIMAX Bange Extendes

Flease selart the wireless frequency that same as your axlsting virekeses netwark.

¥ 1. Enable 5EHz
# 2, Enwble 2.4GH:

o m

4. select the Wi-Fi network name (SSID) which you wish to connect to for
the specified frequency and click “Next” to continue.

A If the Wi-Fi network you wish to connect to does not appear, try
clicking “Refresh”.

[
EDIMAX Range xtarder

3GHz Wircless Site Survey
Thea range axtandar Is survewing all svatlabla routers nearhy. Pleate schact the routar you wish to cannect to.

IF the router yoo wish to connect iz net Eted, ry clicking Relre=h", Te conmect to a hidden 5510 please =slect
"Setup extender manually”.

Setup extendar manually

e T N N

CAPT M s
sdimed_5G_D0Z468 TO0E
Sildac =G Sa%
felild raiky S0 oEx
asnkilrkEnd 26 %
Celi=anti) 55 %

m

To connect to a hidden SSID, check the “Setup extender manually”
A box and enter the details manually on the next page, as shown
below.

21



L]
EDIMAX Range Exerdsr

S5GHz Wirslem Site Survey

Plusmzm il s new Wi-F nebwork neme [5510) for e rangs esternber il yow wish, and set the secerity key (o
yrair sxlsting vdredass netwark i ragulrad.

Wél-FI neteork name |55 00

Range axtandar S510:
Creryptlan |W‘.v"-‘..! "
Securily Type TEIP = A5
ey Fomet [Passphiase  ©

‘W1 Fl passwaord {Seourity Koyl

M Mext

5. Enter your existing wireless network’s security key/password in the
“Security Key” field and click “Next” to continue.

L]
EDIMAX singe Cutener
5GEHz Wircless Site Survey

Plemzs sut g new Wi-Fi neleork nmne [3H0) Far the range extendsr i pou vwish, and et the seoarily ey b
yrar pulsting vdreless retwsark IF required.

Derviza G510 ECEMAK LE_JEX

Smpurity Key  |[12345678

22



6. Wait a moment while the BR-6288ACL tests the wireless connection.

EDIMAX

Aanga Fatenter

Testing wireless connection
40%

7. Select “Obtain an IP address automatically” or “Use the following IP
address” for your BR-6288ACL. If you are using a static IP, enter the IP

address, subnet mask and default gateway. Click “Next” to proceed to
the next step.

. “Obtain an IP address automatically” is the recommended setting
A for most users. The IP address will be displayed in brackets.

EDIMAX e S

Cannection test complate, PMlease elick "Nast” when yimi ase ready 1o continiie,

® Obtain an B address
sutomatically (10 : 192,165,232, 1011

L= thie following IF acdrass

IF addrass 1423 THE

Submet Mack Zh5 55 . [2=m8
Defauli geteway ; ] 0 L
CiM5 o a o 8]

23



8. If you selected to use both 2.4GHz and 5GHz wireless frequencies in
step 3, then repeat steps 4 — 7 for the 2.4GHz wireless frequency.

EDIMAX AR

2.40Hz Wireless Site Survey
The ranpe eatender is surveying all susilabde rouders mearby, Plescs select the muter yow wish to connect Do,

If the rouber wou wish to carnoct Is not listed, try clicking “Refrech®. Ta connect ta a hidden 5510 pleasc seloct
‘Rerup extandar manually?,

| Natup extender manually

seect |

PIHRAK 7 AR T
CARSIOLOANSA] T
MIE-laray TS
ANMERlckstT 7 4G 7 TR
Porwm WL TS
FRGITARTT AR w0

0. A summary of your configuration will be displayed, as shown below.
Check that all of the details are correct and then click “Next” to proceed.

A/i The device will use the same wireless password/security key as
the existing wireless network.

EDIMAX Fanse Exerie

Configuration 15 compbate, It 15 recommendan that vau backap your settings, please click "Hackup this
conflguratlon” to do so. Than click "Hext” when you are ready to continus.

IF afdress 2 INE 16805000
(2.4 GH7) Wi-Fi netvnrk name Frmay_ 2 A6_7FX
Wi-F passward 2 17345671
IP gudress 5 152.165.222,101
|5 GHzp Wei-Fi network name ; ECAMAY, 5G FEX
W'i-Fi password = 12345678

sariuz this tenfigoration

o =

_If you wish to backup the BR-6288ACL’s settings, click “Backup
A this configuration” to open a new window and save your current
configuration to a .txt file.
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File Download

Do you want to open or save this file?

Mame: range extender.txt
j Type: Text Document, 251 bytes
From: edimax.setup

| Open [ save || Concel |

= While files from the Intemet can be useful, some files can potentially
ham your computer. If you do not trust the source, do not open or
save this file. What s the risk ¥

10. Please wait a moment until the BR-6288ACL is ready.

.
Iﬂlm Range Extendes

Applying your settings, please wait.
T%

P
v’
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11. Afinal congratulations screen will indicate that setup is complete. You
can now connect to the device’s new SSID(s) which are shown on the
screen then close the browser window.

-
EDIMAX Range Etender

Congratulation!
You have successhully compdeted ==tup. Flzaae cornect to the device's new Wi-Fi netviork namz (5510 Fsted

telow, Tor advanced settings, plesse socess hilpyffedimansatiop from your compite’s web browses

[2.4 GHz) ‘WI-FI natwark name : EDIMAX_2.£6_2EX
Wi-Fi paszaar 1 17345E7H
{5 GHz) 'WI-FI natwsark name : COirMax_SG ZEx
Wi-Fi pasmanrd 17 ALETH

12. The BR-6288ACL is working and ready for use. Refer to IV-2.
Connecting to a Wi-Fi network if you require more guidance.
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1I-4. Wireless Bridge Mode

1. Select “Wireless Bridge” from the top menu and click “Next”.

e

You hawve telected Wireless Bridge Made.

Tha product connects tn & nefwors tevics vie Ftharpat cahla aand acts &5 & wirelass receivar, allnwing fae
netvork dewice to [oin yaur WEFE natwark.

—
s >
o

Eristing Router a5 Ak e Mo em

amart TV

m

2. Please ensure your BR-6288ACL is within Wi-Fi range of your existing
wireless router. Click “Next” to continue.

-
EDIMAX Wirelez: Bries

Existing Routey AL alde Mendem

Tiz zatup wizard will as=isy you ta setup a winaless con nectian aenwesan the wireless hridoe and
waiir existing router, Please ansure the wireless hridpe & wihin the coverage ranpge of your

aristing wireless netwnrk,

3. Select the frequency (2.4GHz or 5GHz) of your existing wireless network.

A In wireless client mode, the BR-6288ACL can only connect to one

wireless network/frequency i.e. 2.4GHz or 5GHz.
27



Inim wiraless dridze

Pleaze selact the wiraless Trequency that same as wour existing wireless ratwark,

# 1. [Cnablc 5GHz
Z, Enoble Z2.4GHz

m

4. select the Wi-Fi network name (SSID) which you wish to connect to and
click “Next” to continue.

A If the Wi-Fi network you wish to connect to does not appear, try
clicking “Refresh”.

]
EINNIMAX Wiircless Dridge

SG@Hz Wireless Site Survey

The wirglezz bridge iz survaying oll available routers nzarby. Flease salect the roater you wish to connect to.
I thes robar you sish 1o cormect is mat isted, try clicking "Mefriesh®, To cannect ta & hidden 5510 plesse selac

“Satup wiraless bridga manualhy®.

I Setug vdrelass bridae manially.

EDNM AN 5T 00w
CART I Erb
P rimcky 56 ]
I08ar_5G E=
OE0-HInkELT S0 E
Ecumanhiy 54 ek

To connect to a hidden SSID, check the “Setup extender manually”
ﬁ box and enter the details manually on the next page, as shown
below.
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EDIMAX

Wiraless Bridge
583Hz Wircless Site Survey

Plaase anter your calsting 'Wi-Fl natwork name (5800 and security kay ¥ requined.

Wi-Fi netvoork name (55100 |EDIMAX_SG
Encryation Wz |
Serarily Type IEIF = gy

Ky Farmal P'::-:-ul'm_be

Vil-H password (Sacurty Keyjs 123454008

5. Enter your existing wireless network’s security key/password in the
“Security Key” field and click “Next” to continue.

-
EDIMAX Wireizzz bridgs

F@Hz Wircless Site Survey

Plegse el you emsting Wi-Fi nelvork secunily bey i regained,

Device 560 [EDIMAX_5G

Security ey |17345R7H

Back
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6. Wait a moment while the BR-6288ACL tests the wireless connection.

FDIMAX

Testing wireless connection

20%

Wirelass Bridge

7. Select “Obtain an IP address automatically” or “Use the following IP
address” for your BR-6288ACL. If you are using a static IP, enter the IP

address, subnet mask and default gateway. Click “Next” to proceed to the

next step.

“Obtain an IP address automatically” is the recommended setting
A for most users. The IP address will be displayed in brackets.

EDIMAX

Cenaection te=t cpmplete. Flaase click "Next™ when you are ready to continis,

# Obtaln an IF address
aulimptically (IF : 192.1E8,222.104]

et L [allowsing |P scliress

IP sddress 192 168
Subnet Mask : |1255 + (255
Dafault gateway

LaN4 =

Wirsless Bricge

30



8. A summary of your configuration will be displayed, as shown below.
Check that all of the details are correct and then click “Next” to proceed.

Iuim Wirelazs Bridga

Configuration is completa, 1§ rarammandan that you barkup your settings, plagsa click "Rarkap this
ranfiguration' fo da snc Than click "Rext” whan yan are ready B continne.

IP addre=es = 152,168, 222101
|5 [EH7) 'WI-Fl natwork nama ELIMIAR_NiE
Wi-Fi passwenns 123156578

B2 p Beds covliperotion |

If you wish to backup the BR-6288ACL’s settings, click “Backup
A this configuration” to open a new window and save your current
configuration to a .txt file.

File Download |t

D . SR

Do you want to open or save this file?

Mame: wireless bridge.tut
Type: Text Document, 255 bytes
From: edimax.setup

Open ][ Save ] [ Cancel ]

I.--"‘- While files from the Intemet can be useful, some files can potertially
arm your camputer. if you do not trust the source, do not open or
b it d th d
- save this file, What s the risk?

31



9. Please wait a moment until the BR-6288ACL is ready.

FDIMAX Wireless Bridge

Applying your settings, please wait.
15%

10. Afinal congratulations screen will indicate that setup is complete.
Please close the browser window.

FDIMAX Wireless Bidge

Congratulation!
You hawe suceszfully completad ==tup.Flease connect your wired devices to the ports on the back of wireless

s, For gevanued sedlivg s, plesee socess bllpyfecimanselop lrom wour compabe s wet browes,

I address : 192, Vhi 22, 1
{5 GHz) Wi-Fi nabaark nama EDIMAX_5G
Wi-Fi paszwsnd 12345678

11. TheBR-6288ACLis working and ready for use. You can now connect
the BR-6288ACL to your network device using an Ethernet cable and
connect to your network as usual.

32



II-5. WISP Mode

1. Select “WISP” from the top menu and click “Next”.

s

Yeu have ielectad WISF Mads,

The prod uct conn ccts wircksshy to your Wirclzss Intemet Service Provider and provides Internct access for
wour cpimp et s smalphones, bt s and ratwork devices,

(f&)

Wiresess imternet Sarvice Providar
o

Hotspot AF

=

2. Please ensure your BR-6288ACL is within Wi-Fi range of your WISP
network and click “Next” to continue.

L]
EDIMAX wse

-
-

Boel 2

ar
Hotspot AR

Thits setwp wizard veill sssist you Lo selup 3 winskss onmedion belvean vaur Wi-Fi reuler sod WISP,
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3. Select whether to use the iQ Setup wizard (recommended) to detect your
Internet connection type, or enter the settings manually.

A{ A Manual configuration is only recommended for advanced users.

o
ELDIMAX DR

The i Setun wizard cam help detect youi Inamel conmection tvpe, and walk you thicugh setup slap-ly-step,
or yau can setup your dovice manually.

= 1. ¥3 Setup wizard

2 Contigure marnually

4. select the wireless frequency (2.4GHz or 5GHz) of your WISP network.

-
EDiMmAax Ty

Plegse smlect the wireless epuencg thel sarme g yoan WISP uoee

& 1, Enahle SGHz

2. Enahle 2 4GHr

m @
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5. Select the WISP SSID which you wish to connect to and click “Next” to
continue.

A If the Wi-Fi network you wish to connect to does not appear, try
clicking “Refresh”.

-
ELIMIAX s

SGHz Wireless Site Survey
The Wi Fl router is surveying all avallable WISP nearby. Please select tha WISP you wish to connect to. 1§ the

WS you wish o connect iz not fsted, try clicking "Relresh’, To connect o 3 hidden 53510 plesse sslect
"setug WISE manually®,

Setup WISP manually.

[ seect | ssi0 L Signal |

ERAE S0 1065
CARL200-nC Er
WIS by 50 irL A
HitHar S LLe
ColraaI0_56 TR
QEWMDUIELT 5 T

To connect to a hidden SSID, check the “Setup extender manually”
A box and enter the details manually on the next page, as shown
below.

L]
EDIMAX wilsh
35Hz Wirchess Site Survey
Please enther vour WISF s Wi-Fi astwork name and the securiiy kew aravide fram yous WIER iF requined,

‘W-Fl matwork mama (5510 |EDIRA_WISE

Encryption 'l"-'.l'-:n"i v
Security Type  ® AFS

Key Format | Passalease

‘Wi-FI passviord [Securlty Key|: _11'_34'35?8
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6. Enter your existing wireless network’s security key/password in the
“Security Key” field and click “Next” to continue.

L]
EDiMmAax wisE
3GHz Wiraless Sito Sunsy

Pleasc enter the seourity kay provide from your WISP if

reguired.

Dmvice SS0D  (EDIMAX, 55

I
Secuity Ky (1A%

[ [

7. Wait a moment while the BR-6288ACL tests the wireless connection.

EDIMAX wise

Testing wireless connection
8%

36



8. Click “Next” to continue your Internet service type configuration.

FDIMAX wise

Wiralen connsction sucesaded

Fles=ze click "Neat” o complated vour Biternal sarvice iypa conligurstion

m

9. Wait a moment while the BR-6288ACL connects to the Internet.

L]
EDIMAX wse

Connecting to Internet
18%
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10. When the Internet is connected, click “Next” to configure your
wireless network.

-
EDIMAX -

Internet is now connocted

Please click "Next” ta confipuns your wirelass netasark,

mm

11. Enteranameand password for your 2.4GHz & 5GHz wireless networks,
then click “Next” to continue.

L]
EDIMAX o

Flzase sob your Wi-F network name [2510) and 'Wi- Fi passwaorc.

Wei-Fi nelwan b name | 2.4GHS: edimex 2,45 385101
Wei-Fi pasaward (WPRAZ-AF5] 12295670

{ot lzast & characters)

Wei=Ta nebwark name [SGH): ailimax 5C_FAR1E1
WI-H passwand (WHEI-AEL]: P

tot b=zat & characters)
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12. A summary of your configuration will be displayed, as shown below.
Check that all of the details are correct and then click “Next” to proceed.

L]
EDIMAX .

Configuration Iz complete. It ks recommendad that you backup your sottings, please click "Badkup this
conflguration” to do so. Than click “Rad™ whan you are ready to continua.

Entermet Typs: Crmamic 1P
[2.4 GHYY Wi-FI nebwnek name 2 edimay_7.4G_BHE11
Wi-Fi passvreed ; 12345678
{5 GHel 'Wi-Fi netvwork name 3 ediinax 5G_BEB1EL
‘Wi-Fi possvierd : 12345676

| B inis sonfiguatir

If you wish to backup the device’s settings, click “Backup this
gﬁ} configuration” to open a new window and save your current
configuration to a .txt file.

25|

File Download PR —— —

Do you want to open or save this file?

Mame: wisp bt
Type: Text Document, 141 bytes
From: edimax.setup

[ Cpen ][ Save ] [ Cancel J

|.--"‘--| While files from the Imtemet can be useful, some files can potentialhy
.e, harm vour computer. f you do not trust the source, do not open ar
= save this file. What s the risk?
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13. Please wait a moment until the BR-6288ACL is ready.

EDIMAX s

Applying your settings, please wait.
23%

14. Afinal congratulations screen will indicate that setup is complete. You

can now connect to the device’s new SSID(s) which are shown on the
screen then close the browser window.

L]
EIMAX WS

Congratulation!
You hawe successfully completer zetup. Please cornect to the davice's new Wi-F network name (3510} listed

brelowy, For advanced setlings, plesse sooess hilpyfedinmessiop oom your compuaber's vwel browss,

(2.4 GHE] Wi-Fi netvioek name ¢ edEman_2.4G_BSEIN1
Wi-Fi password 12345678
|5 GHEl Wi-Fi nstvnoek name - wiinme 5G SBE1E1
Wi-Fi passvecrd : 12345678

15. TheBR-6288ACLIs working and ready for use. Refer to IV-2.
Connecting to a Wi-Fi network if you require more guidance.
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II-6. WPS Setup

If your wireless device supports WPS (Wi-Fi Protected Setup) then you can use this
method to connect to the BR-6288ACL’s Wi-Fi network.

1. pPress the WPS/Reset button on the BR-6288ACL for
2 seconds to activate WPS. The LED will then quickly
flash orange/red to indicate that WPS is active.

2. Within two minutes, press the WPS button on the
wireless device/client to activate its WPS.

3. The devices will establish a connection. Repeat for
additional wireless devices.

/ Please check the instructions for your wireless device for how long
you need to hold down its WPS button to activate WPS.

II-7. Reset to Factory Default Settings

If you experience problems with your BR-6288ACL, you can reset the device
back to its factory settings. This resets all settings back to default.

1. Press and hold the WPS/Reset button found on the rear base of the
product for at least 10 seconds.

2. Release the button when the LED is quickly flashing orange/red.

3. Wait for the BR-6288ACL to restart.
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Ill. Browser Based Configuration Interface

After you have setup the BR-6288ACL as detailed in Il. Installation or the
included Quick Installation Guide, you can use the browser based
configuration interface to configure advanced settings.

Aﬁ Please ensure that your computer is set to use a dynamic IP
address. Refer to |V-1. Confiquring your IP address for more
information.

llI-1. Login

1. To access the browser based configuration interface enter
http://edimax.setup into the URL bar of a browser on a network device
connected to the same Wi-Fi network as the BR-6288ACL.

e

ﬁ E If you can not access http://edimax.setup, connect the device to a
computer using an Ethernet cable and try again.

2. You will be prompted for a username and password. The default
username is “admin” and the default password is “1234”.

Connect to edimax.setup L M

The server edimax,setup at Default Name:admin
Password: 1234 requires a username and password.

Warning: This server is requesting that your username and
password be sent in an insecure manner (basic authentication
without a secure connection).

User name: £ admin -

Password;

[ Remember my password




3. You will arrive at the “Status” screen. Use the menu down the left side to
navigate.

EIIMAX wiFiRouter

NETWORKING PEOPLE TOGETHER

English [+

» Setup Wizard

» Internet

» LAN

» 2.4GHz Wireless
» 5GHz Wireless
» Firewall

» QoS

» Advanced

» Administration

System Status

Model
Current Time
Hardware Version

Firmware Version

Wireless Router
1970/1/1 0:03:16
Rev. A

103

Check the latest version |

IP Address Mode

IP Address

Subnet Mask

Default Gateway Address
MAC Address

DN5 1

DN5 2

DN53

Dynamic I[P Disconnect

00:E0:4C:88:81:B%

IP Address
Subnet Mask
DHCP Server

MAC Address

192.168.2.1
255.255.255.0
Enable

00:E0:4C:88:81:B1

Mode

S51D

Channel Number
Security

MAC Address

Access Point
edimax.setup
2

Disable

00:E0:4C:88:81:D1

Mode

551D

Channel Number
Security

MAC Address

Access Point
edimax.setupsG
161

Disable

00:E0:4C:88:81:B1
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IlI-2. Save Settings

1. After you configure any settings, click the “Save Settings” button at the
bottom of the screen to save your changes.

D

Aﬁ The device needs to restart in order to bring any changes into
effect.

2. Then, click “Click here to restart” in order to restart the device and bring
the changes into effect.

Settings have been saved. Pleas€ click here to restart zpe router and bring the new settings into effect.

3. To make several changes at once, use the “Save Settings” button after
each change and then click “click here to restart” after your final change.
Only one restart is necessary as long as each change is saved with the “Save
Settings” button.

A After you click “click here to restart”, all saved changes will come
into effect.
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I1I-3. Main Menu

The main menu displays different options depending on your device’s
operating mode.

A For Range Extender mode: WPS please refer to 2.4GHz Wireless &
5GHz Wireless = WPS

Wi-Fi Router Access Point Range Extender
» Setup Wizard » Setup Wizard » Setup Wizard
» Internet » LAN » WPS
» LAN » 2.4GHz Wireless » Administration
» 2.4GHz Wireless » 5GHz Wireless
» 5GHz Wireless » Advanced
» Firewall » Administration
» QoS
» Advanced
» Administration

Wireless Bridge wisP
» Setup Wizard » Setup Wizard
» Administration = WISP

» LAN

» 2.4GHz Wireless
» 5GHz Wireless

» Firewall

» QoS

» Advanced

» Administration
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111-3-1. Status

< Status

7'y

EDD

NETWORKING PEOPLE TOGETHER

Wi-Fi Router

Setup Wizard

|

| 2

|

Internet

LAN

2.4GHz Wireless
5GHz Wireless
Firewall

QoS

Advanced

Administration

—System Status

The “Status” page displays basic system information
about the device, arranged into categories.

Screenshots displayed are examples.The information shown on
your screen will vary depending on your configuration.

Model

Current Time
Hardware Version

Firmware Version

Wire less Router
2014/9/28 10:56:47
Rev. A

103

Check the latest version
[ ntemet |

IP Address Mode

IP Address

Subnet Mask

Default Gateway Address
MAC Address

DNS 1

DNS 2

DN5 3

PPPoE Connect

118.165.189.118

255.255.255.255

168.95.98.254

00:E0:4C:B1:96:C9

168.95.192.1

1689511

1689511

&

IF Address
Subnet Mask
DHCP Server

MAC Address

192.168.2.1
255.255.255.0
Enable

00:E0:4C:82:98:C1

Mode

551D

Channel Number
Security

MAC Address

Access Point
edimax_2.4G_8298D1
G

WPAZ (AES)

00:E0:4C:82:98:D1

Mode

SSID

Channel Number
Security

MAC Address

Access Point
edimax_5G_8298C1
44

WPAZ2 (AES)

00:E0:4C:82:98:C1

46




111-3-2. Setup Wizard

<Q You can run the setup wizard again to reconfigure the
basic settings of the device, or you can run a wizard to
help you switch the device to a different operating mode. Select “Setup

Wizard” or “Switch to Router/Access Point/Range Extender/Wireless
Bridge/WISP mode” and then click “Run Wizard” to begin.

Setup Wizard

i@ Setup Wizard
This setup wizard is an intelligent and easy tool for you to complete the basic settings of the device

quickly.

(™) Switch to Router/Access Point/Range Extender/Wireless Bridge/WI5P mode

This setup wizard will guide you to switch the device to another mode

Setup Wizard This wizard will help you to set up the basic
functions and settings of the device. For
guidance about using the setup wizard, please
refer to ll. Installation.

Switch to Router/Access | This wizard will help you to switch the device
Point/ Range Extender/ |to a different operating mode: Wi-Fi router
Wireless Bridge/ WISP mode, access point mode, range extender,
mode wireless bridge, or WISP mode (see below).

Switch to Router/Access Point/ Range Extender/ Wireless Bridge/ WISP
mode:

1. Follow the on-screen instructions to back up your current settings and
then reset the device back to its factory default settings.

2. After the device has reset you will see the screen below. Close your
browser and open it again.
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Reset to Default

You have successfully reset the device to factory defaults. Please close the browser and open it again. This

device will start running the setup wizard for you to switch the mode.

3. Follow the on-screen wizard to setup your device in a different mode.
Refer to ll. Installation Step 3 onwards for help if needed.

A If you don’t see the “Get Started” screen, try reconnecting to the
edimax.setup SSID and go to http://edimax.setup in a web
browser.
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11-3-3. Internet/WISP

The “Internet” menu provides access to WAN and
DDNS settings. Click on an item from the submenu to
WAN Setup view and/or configure the settings.

DDNS

WAN Setup

DDMNS

A In WISP mode, the screen below will be displayed:

WISP
Enable / Disable ) Disable @ Enable
Basic Settings :
551D FREE Wi-Fi
Site Survey @ 246 @ sg
Channel Number 3
Security Setting :
Encryption iWPﬁ. Pre—s:ﬁﬂ-am
WPA Unicast Cipher Suite ) wea (TKIP) @ WPAZ (AES)
Pre-shared Key Format EPass;:;hrase IZI
Pre-shared Key 12345678

Enable / Disable Enable or disable your WISP connection.

SSID The name of the WISP network which your
BR-6288ACL is connected to. Manually enter an
SSID if you wish or use “Site Survey” below.

Site Survey Select wireless frequency and click “Show List” to
open a new window and select your WISP
network.

Security Setting Please refer to I11-3-5-1. Basic for a description of
security settings.
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l11-3-3-1. WAN Setup

Select a Wide Area Network (WAN) connection mode and configure the
settings. If you are unsure about your connection type, contact your ISP.

/A, In WISP mode, only Dynamic IP, Static IP & PPPoE are available for
WAN Connection Mode.

WAN Connection Mode

Dymamic ip[2

Dynamic IP

Connection Mode

static IP
Dynamic IP PPPoE
PPTP
Host Name L2TP
1-3-3-1-1. Dynamic IP

Select “Dynamic IP”. If your Internet service provider assigns IP address
automatically using DHCP (Dynamic Host Configuration Protocol).

— Dynamic IP

Host Name | |

MAC Address  (00DDDDODDODO N cione mac

@ . .
DNS Address ®! Obtain an IP address automatically

"2 Use the following IP address

DNS1 Address lp.00.0 |
DNS2 Address  [D.0.0.0 |
DNS3 Address [p.0o.0 |

DNS Proxy '® Disable " Enable

DMS Proxy Rules (URL)

MTU

TIL

1500 (512<=MTU Value <=1500)

'® Disable ' Enable

Sawve Settings
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Host Name

Enter the host name of your computer.

MAC Address

For some applications, you may need to designate
a specific MAC address for the router. Please
enter the MAC address here. If you are connecting
the router to a computer, press “Clone Mac” to
automatically enter your computer’s MAC
address.

DNS Address

Select “Obtain an IP address automatically” or
“Use the following IP address”. Check with your
ISP if you are unsure.

DNS Address 1,2 & 3

Enter the DNS address(es) assigned by your ISP
here.

DNS Proxy

Enable or disable a DNS proxy server.

DNS Proxy Rules
(URL)

When DNS proxy is enabled, enter the URL of a
DNS proxy server.

MTU Enter the maximum transmission unit (MTU) value
of your network connection. The default value is
1500.

TTL Enable/Disable time to live (TTL) function which

limits the lifespan of network data to improve
performance.
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11-3-3-1-2.

Static IP

Select “Static IP” if your ISP provides Internet access via a fixed IP address.
Your ISP will provide you with such information as IP address, subnet mask,

gateway address, and DNS address.

— Static IP

Fixed IP 1P Address

Subnet Mask

Default Gateway Address

MAC Address

DNS1 Address

DN52 Address

DN5S3 Address

172111

255.255.0.0

172.1.1.254

000000000000

0.0.0.0

0.0.0.0

0.0.0.0

DNS Proxy *) Dpisable ') Enable
DMNS Prosy Rules (URL)
MTU 1500 [512=<=MTU Value <=1500)
TIL * Disable '~ Enable
_save Settings

Fixed IP Address

Input the IP address assigned by your ISP here.

Subnet Mask Input the subnet mask assigned by your ISP here.
Default Gateway Input the default gateway assigned by your ISP
Address here. Some ISPs may call this “Default Route”.
MAC Address For some applications, you may need to designate

a specific MAC address for the router. Please enter
the MAC address here. If you are connecting the
router to a computer, press “Clone Mac” to
automatically enter your computer’s MAC address.

DNS Address 1, 2 &
3

Enter the DNS address(es) assigned by your ISP
here.

DNS Proxy

Enable or disable a DNS proxy server.

DNS Proxy Rules

When DNS proxy is enabled, enter the URL of a
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(URL)

DNS proxy server.

TTL

Enable/Disable time to live (TTL) function which
limits the lifespan of network data to improve
performance.
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11-3-3-1-3.

PPPOE

Select “PPPoE” if your ISP is providing you Internet access via PPPoE
(Point-to-Point Protocol over Ethernet).

—PPPoE
User Name I @wifi.hinet.net
Password
MAC Address  |0DDDOOOO0000 [ Clone MAC |
DNS Address ® Obtain an IP address automatically
Use the following IP address
DMS1 Address 0.0.0.0
DMNS2 Address 0.0.0.0
DM53 Address 0.0.0.0
DMNS Proxy ® Disable Enable
DNS Proxy Rules (URL)
LIl ®! Disable Enable
Service Name
MTU 1352 (S12<=MTU Value <=1492)
Connection Type Continuous * _Connect | | Disconnect |
dle Time Out 10 (1-1000 minutes)
Enable Dual Wan Access
GMP Source ® ETH PRP
| Save Settings
User Name Enter the user name assigned by your ISP here.
Password Enter the password assigned by your ISP here.
MAC Address For some applications, you may need to designate

a specific MAC address for the router. Please
enter the MAC address here. If you are connecting
the router to a computer, press “Clone Mac” to
automatically enter your computer’s MAC
address.
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DNS Address Select “Obtain an IP address automatically” or
“Use the following IP address”. Check with your
ISP if you are unsure.

DNS Address 1, 2 & 3 | Enter the DNS address(es) assigned by your ISP
here.

DNS Proxy Enable or disable a DNS proxy server.

DNS Proxy Rules
(URL)

When DNS proxy is enabled, enter the URL of a
DNS proxy server.

Service Name

Give this Internet service a name (optional).

MTU

Enter the maximum transmission unit (MTU) value
of your network connection. The default value is
1392.

Connection Type

Specify a connection type:

1. “Continuous”: Connected all the time.

“Connect on Demand”: Connect when you
initiate an Internet connection.

3. “Manual”: Connect/disconnect manually using
the “Connect” and “Disconnect” buttons.

Idle Time Out

Specify the amount of time the router waits
before shutting down an idle connection. Only
available when “Connect on Demand” (above) is
selected.

Enable Dual-WAN
Access

Enable/disable dual WAN access. When you
enable dual WAN access, select an IGMP source
and enter a “Host Name” and “MAC Address”.
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II-3-3-1-4.  PPTP

Select “PPTP” if your ISP is providing you Internet access via PPTP
(Point-to-Point Tunneling Protocol). Then select “Obtain an IP address
automatically” or “Use the following IP address” depending on your ISP.

—PPTP

® Obtain an IP address automatically :

Host Name
MAC Address

@ Use the following IP address :

Static IP Address
Subnet Mask
Default Gateway Address

MAC Address
DNS Address

DNS1 Address

DNS2 Address

DNS3 Address

DMS Proxy

DNS Proxy Rules (URL)

[ Enable Dual Wan Access

IGMP Source
PPTP Settings :

User ID
Password
PPTP Gateway
Connection ID

MTU
BEZEQ-ISRAEL

Connection Type

Idle Time Out

looooo0000000 W cione mac
lo.000 |
loooo |
lo.000 |
(0000000000 " _cienewac |

® Obtzin an IP address automatically
2 Use the following IP address

lo.000 |

lo.000 |

loooo |

® Diszhle ) Enahble

®em O ppp

l0.0.00 |

| | {Optional)

(51242 MTU Value <=1452)

[ Enable {for use with BEZEQ network in Israel only)

Y _Connect | _Disconnect |
(1-1000 minutes)

| Continuous

Save Settings
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Host Name Enter the host name of your computer here If
required.
MAC Address For some applications, you may need to designate a

specific MAC address for the router. Please enter
the MAC address here. If you are connecting the
router to a computer, press “Clone Mac” to
automatically enter your computer’s MAC address.

Static IP Address

Input the IP address assigned by your ISP here.

Subnet Mask

Input the subnet mask assigned by your ISP here.

Default Gateway
Address

Input the default gateway assigned by your ISP
here. Some ISPs may call this “Default Route”.

MAC Address If your ISP filters access by MAC addresses, enter
your computer’s MAC address here. Click “Clone
MAC” to automatically enter your computer’s MAC
address.

DNS Address Select “Obtain an IP address automatically” or “Use
the following IP address”. Check with your ISP if you
are unsure.

DNS1,2&3 Enter the DNS address(es) assigned by your ISP
here.

DNS Proxy Enable or disable a DNS proxy server.

DNS Proxy Rules
(URL)

When DNS proxy is enabled, enter the URL of a DNS
proxy server.

User ID Input the user name assigned by your ISP here.
Password Input the password assigned by your ISP here.
PPTP Gateway Input the PPTP gateway assigned by your ISP here.

Connection ID

Specify a reference name/ID for the connection.

MTU

Enter the maximum transmission unit (MTU) value
of your network connection. The default value is
1392.

BEZEQ-ISRAEL

Check the “Enable” box if you are using BEZEQ
network services (Israel users only).
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Connection Type

Specify a connection type:
1. “Continuous”: Connected all the time.

2. “Connect on Demand”: Connect when you
initiate an Internet connection.

3. “Manual”: Connect/disconnect manually using
the “Connect” and “Disconnect” buttons.

Idle Time Out

Specify the amount of time the router waits before
shutting down an idle connection. Only available
when “Connect on Demand” (above) is selected.
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11-3-3-1-5. L2TP

Select “L2TP” if your ISP is providing you Internet access via L2TP (Layer 2
Tunneling Protocol).

—L2TP
@® Obtain an IP address automatically :
Host Name | |
MAC Address l000000000000 [ clone mac
© use the following IP address :
Static IP Address lo.00.0 |
Subnet Mask lo000 |
Default Gateway Address lo.o.0o |
MAC Address [oooo00000000 ~_Clone MAC |
SN Addreas "' Obtain an IP address automatically
© Use the following IP address
DNS1 Address lo.o.0o |
DNS2 Address lo000 |
DNS3 Address lo.o.00 |
DNS Proxy ® pisable O Enable
DNS Proxy Rules (URL) |
O Enable Dual Wan Access
IGMP Source ® e Oppp
L2TP Settings :
User ID | |
Password | |
L2TP Gateway 0.0.00 |
MTU (512== MTU Value ==1492)
Connection Type | Continuous *  Connect | _Disconnect |
idle Time Out {1-1000 minutes)
Save Settings
Host Name Enter the host name of your computer here If required.
MAC Address For some applications, you may need to designate a

specific MAC address for the router. Please enter the
MAC address here. If you are connecting the router to
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a computer, press “Clone Mac” to automatically enter
your computer’s MAC address.

Static IP Address

Input the IP address assigned by your ISP here.

Subnet Mask

Input the subnet mask assigned by your ISP here.

Default Gateway
Address

Input the default gateway assigned by your ISP here.
Some ISPs may call this “Default Route”.

MAC Address If your ISP filters access by MAC addresses, enter your
computer’s MAC address here. Click “Clone MAC” to
automatically enter your computer’s MAC address.

DNS Address Select “Obtain an IP address automatically” or “Use the
following IP address”. Check with your ISP if you are
unsure.

DNS1,2&3 Enter the DNS address(es) assigned by your ISP here.

DNS Proxy Enable or disable a DNS proxy server.

DNS Proxy Rules
(URL)

When DNS proxy is enabled, enter the URL of a DNS
proxy server.

User ID Input the user name assigned by your ISP here.
Password Input the password assigned by your ISP here.
L2TP Gateway Input the L2TP gateway assigned by your ISP here.

Connection ID

Specify a reference name/ID for the connection.

MTU

Enter the maximum transmission unit (MTU) value of
your network connection. The default value is 1392.

Connection Type

Specify a connection type:
1. “Continuous”: Connected all the time.

2. “Connect on Demand”: Connect when you initiate
an Internet connection.

3. “Manual”: Connect/disconnect manually using the
“Connect” and “Disconnect” buttons.

Idle Time Out

Specify the amount of time the router waits before
shutting down an idle connection. Only available when
“Connect on Demand” (above) is selected.
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11-3-3-2. DDNS

Dynamic DNS (DDNS) is a service which provides a hostname-to-IP service for
dynamic IP users. The changing nature of dynamic IPs means that it can be
difficult to access a service provided by a dynamic IP user; a DDNS service
though can map such dynamic IP addresses to a fixed hostname, for easier
access. The router supports several DDNS service providers, for more details
and to register for a DDNS account please visit the DDNS providers website(s),
examples of which are listed below.

DDN5
Enable / Disable © Enable @ pDisable
Provider DynDNS
Domain Name
Account / E-ma
Password [ Key
Enable/Disable Enable or disable DDNS
Provider Select DDNS service provider.
Domain Name Enter the domain name provided by the DDNS
provider.
Account/Email Please enter the DDNS registration
account/email.
Password/Key Enter the DDNS service password/key.

The following DDNS services are supported:

3322 http://www.3322.0rg

DHS http://www.dhs.org

DynDNS http://www.dyndns.org

OoDS http://ods.org

TZO http://www.tzo.com

GnuDIP http://gnudip2.sourceforge.net

DyNS http://www.dyns.cx/
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ZonekEdit http://www.zoneedit.com
CyberGate http://cybergate.planex.co.jp/ddns/
NS2GO http://www.ns2go.com/

NO-IP http://www.noip.com/
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11-3-4. LAN

< >

You can configure your Local Area Network (LAN) on
this page. You can enable the router to dynamically
allocate IP addresses to your LAN clients, and you can

modify the IP address of the device. The device’s default IP address is

192.168.2.1.

A You can access the browser based configuration interface using
the device’s IP address instead of using the URL
http://edimax.setup.

LAN IP

IP Address |192_153.2.1 |

Subnet Mask |255_255.255_U |

802.1d Spanning Tree Disable %

DHCP Server

Lease Time

IP Address Specify the IP address here. This IP address
will be assigned to the BR-6288ACL and will
replace the default IP address.

Subnet Mask Specify a subnet mask. The default value is

255.255.255.0

802.1d Spanning
Tree

Select “Enable” or “Disable” to enable/disable
802.1d Spanning Tree. This creates a tree of
connected layer-2 bridges (typically Ethernet
switches) within a mesh network, and
disables those links that are not part of the
tree, leaving a single active path between any
two network nodes.

DHCP Server

Enable or disable the DHCP server.

Lease Time

Select a lease time for the DHCP leases here.
The DHCP client will obtain a new IP address
after the period expires.
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Your device’s DHCP server automatically assigns IP addresses to computers on its
network, between a defined range of numbers.

DHCP Server

start IP |192.1E-E.2.10[] |

End IP |192.153.2.ZD[J |

Start IP Enter the start IP address for the DHCP server’s IP address
leases.

End IP Enter the end IP address for the DHCP server’s IP address
leases.

Your device’s DHCP server can be configured to assign static (fixed) IP addresses to
specified network devices, identified by their unigue MAC address.

Static DHCP Lease Table

Only 16 sets of addresses are allowed

e B M—

00:1b:63:cb:4c:b5 192 168.2.110

| Delete Selected | Delete All |

[ Enable static DHCP Leases

MAC Address P Address

Enable Static DHCP  |Enable/disable static DHCP leases. This must be

Leases enabled in order to assign any network device a
static IP address.

MAC Address Enter the specified network device’s MAC
address here.

IP Address Assign a fixed IP address for the specified
network device here.

Add Add the information to the “Static DHCP Leases
Table”.

Clear Clear the MAC address and IP address fields.

Delete Selected / Delete selected or all entries from the table.

Delete All
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A The LAN IP page will be displayed as below when your device is
set to access point mode. You can set theBR-6288ACL to obtain an
IP address automatically or you can specify an IP address.

— LAN IP

® Obtain an IP address automatically

Use the following IP address

P Address 192.168.2.1

Subnet Mask 2552552550

Default Gateway Address

DNS Address

65



111-3-5. 2.4GHz Wireless & 5GHz Wireless

v 2.4GHz Wireless The 2.4GH_z Wireless” & SGHz.WireIe.ss menu allows
you to configure SSID and security settings for your

Basic Wi-Fi network along with a guest Wi-Fi network. WPS,
Guest access control and scheduling functions can also be
WPS managed from here.
Access Control
Schedule Access Point Mode:
v 5GHz Wireless Basic Basic
Basic Multiple SSID Multiple SSID
Guest WPS WPS
WPS Access Control Access Control
Access Control Schedule Schedule
Schedule

A In Access Point mode, the “Guest” feature in the menu is replaced
by “Multiple SSID”.

I1I-3-5-1. Basic

The “Basic” screen displays settings for your primary 2.4GHz or 5GHz Wi-Fi
network.

Basic Settings

Disable Wireless

Mode  |AP (=]
Band 2.4 GHz (b+g+n)
Wireless Network Name (5510} edimax.setup
Broadcast 551D @ Enable © Disable

Enable Wireless Clients Isolation

Channel Number n

Site Survey Show List

Wireless Clients



Disable Wireless

Check the box to disable the wireless function of
your device.

Mode Keep the default “AP” value for the device to act as
a standard wireless access point, or select “AP
Bridge-WDS” for the device to function in WDS
mode (see below).

Band Displays the wireless standard used for the

BR-6288ACL’s “2.4GHz (B+G+N)” means that
802.11b, 802.11g, and 802.11n wireless clients can
connect to the BR-6288ACL.

Wireless Network
Name (SSID)

This is the name of your Wi-Fi network for
identification, also sometimes referred to as “SSID”.
The SSID can consist of any combination of up to 32
alphanumerical characters.

Broadcast SSID

Enable or disable SSID broadcast. When enabled,
the SSID will be visible to clients as an available
Wi-Fi network. When disabled, the SSID will not be
visible as an available Wi-Fi network to clients —
clients must manually enter the SSID in order to
connect. A hidden (disabled) SSID is typically more
secure than a visible (enabled) SSID.

Enable Wireless
Clients Isolation

Check the box to enable wireless clients isolation.
This prevents wireless clients connected to the
BR-6288ACL from communicating with each other
and improves security. Typically, this function is
useful for corporate environments or public hot
spots and can prevent brute force attacks on
clients’ usernames and passwordes.

Channel Number

Select a wireless radio channel or use the default
“Auto” setting from the drop-down menu.

Site Survey

Click “Show List” to display a new window showing
information about the surrounding wireless
environment. This information is useful to select an
effective wireless channel number.

Wireless Clients

Click “Show List” to display a new window showing
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information about wireless clients. Please disable
any pop-up blockers if you have difficulty using this
function.

AP Bridge-WDS:

Mode

Band

AP Bridge-WDS [~ |

AP
AP Bridge-WDS

Wireless Distribution System (WDS) can bridge/repeat access points together
in an extended network. WDS settings can be configured as shown below.

A When using WDS, configure the IP address of each access point to
&= be in the same subnet and ensure there is only one active DHCP
server among connected access points, preferably on the WAN

side.

WDS must be configured on each access point, using correct MAC addresses.
All access points should use the same wireless channel.

MAC Address 1

MAC Address

MAC Address

MAC Address

Set Security

2

=
o

4

Q00000000000

000000000000

000000000000

000000000000

| set security |

MAC Address 1 -4

Enter the correct MAC address for other access
points in WDS mode.

Set Security

Click “Set Security” to open a new window and enter
the security settings for WDS (shown below). Click
“Save” when finished.

A Please ensure you setup and save wireless security settings before
: you click “Set Security” to set WDS security settings.
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AP Bridge-WDS Security Setting

Encryption  WPA Pre-shared Key ~
WPA Unicast Cipher Suite @ WPA2 [AES)

Pre-shared Key Format

Pre-shared Key

Wireless Security:

Wireless Security

Encryption | WEP |z|
Key Length H
Key Format |Hex (10 characters) |Z|
Encryption Key ssssessEne ¥ Hide

O Enable 802.1x Authentication

Select an encryption type from the drop-down menu:

A “WPA Pre-shared Key” is the recommended and most secure
encryption type.

A In WISP mode, WPA RADIUS is unavailable for the wireless band
that is used to connect to WISP’s AP.

Wireless Security

Encryption Disable

[ Eenable 302.1x Authentication

WPA Pre-shared Key
WPA RADIUS
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111-3-5-1-1. Disable

Encryption is disabled and no password/key is required to connect to the
BR-6288ACL.

s Disabling wireless encryption is not recommended. When
A . o -
disabled, anybody within range can connect to your device’s SSID.

Enable 802.1x Check the box to enable the 802.1x authentication.
Authentication A RADIUS server is required to perform 802.1x
authentication: enter the RADIUS server’s
information in the relevant fields (below).

Enable 802 1x Authentication

RADIUS Server IF address
RADIUS Server Port 1812

RADIUS Server Password
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11-3-5-1-2. WEP

WEP (Wired Equivalent Privacy) is a basic encryption type. For a higher
level of security consider using WPA encryption.

Wireless Security

Encryption WEP E
Key Length 64-bit |
Key Format Hex (10 characters) E
Encryption Key sssssssuss Hide

O Enable 802.1x Authentication

Key Length Select 64-bit or 128-bit. 128-bit is more secure
than 64-bit.
Key Format Choose from “ASCII” (any alphanumerical

character 0-9, a-z and A-Z) or “Hex” (any
characters from 0-9, a-f and A-F).

Encryption Key Enter your encryption key/password according
to the format you selected above. A complex,
hard-to-guess key is recommended. Check the
“Hide” box to hide your password from being
displayed on-screen.

Enable 802.1x Check the box to enable the 802.1x
Authentication authentication. A RADIUS server is required to
perform 802.1x authentication: enter the

RADIUS server’s information in the relevant
fields (below).

Enable 802 1x Authentication

RADIUS Server IP address
RADIUS Server Port 1812

RADIUS Server Password
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111-3-5-1-3. WPA Pre-Shared Key

WPA pre-shared key is the recommended and most secure encryption
type.

Wireless Security
Encryption |WPA Pre-shared KeyE|

WPA Unicast Cipher Suite @ WPA (TKIP) © WPA2 (AES) © WPA2 Mixed
Pre-shared Key Format |Passphrase E

Pre-shared Key [¥] Hide

WPA Unicast Select from WPA (TKIP), WPA2 (AES) or WPA2
Cipher Suite Mixed. WPA2 (AES) is safer than WPA (TKIP),
but not supported by all wireless clients. Please
make sure your wireless client supports your
selection. WPA2 (AES) is recommended
followed by WPA2 Mixed if your client does not
support WPA2 (AES).

Pre-shared Key Choose from “Passphrase” (8-63

Format alphanumeric characters) or “Hex” (up to 64
characters from 0-9, a-f and A-F).

Pre-shared Key Please enter a key according to the format you

selected above. A complex, hard-to-guess key
is recommended. Check the “Hide” box to hide
your password from being displayed on-screen.
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111-3-5-1-4. WPA Radius

WPA RADIUS is a combination of WPA encryption and RADIUS user
authentication. If you have a RADIUS authentication server, you can
authenticate the identity of every wireless client against a user database.

Wireless Security

Encryption WPA RADIUS (-]

WPA Unicast Cipher Suite @ WPA (TKIP) © WPAZ2 (AES) 0 WPA2 Mixed

RADIUS Server IP address

RADIUS Server Port 1812

RADIUS Server Password

WPA Unicast
Cipher Suite

Select from WPA (TKIP), WPA2 (AES) or WPA2
Mixed. WPA2 (AES) is safer than WPA (TKIP),
but not supported by all wireless clients. Please
make sure your wireless client supports your
selection. WPA2 (AES) is recommended
followed by WPA2 Mixed if your client does not
support WPA2 (AES).

RADIUS Server IP
address

Input the IP address of the RADIUS
authentication server here.

RADIUS Server Port

Input the port number of the RADIUS
authentication server here. The default value
is 1812.

RADIUS Server
Password

Input the password of the RADIUS
authentication server here.
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111-3-5-2. Guest/ Multiple SSID

You can setup an additional “Guest” Wi-Fi network so guest users can enjoy
Wi-Fi connectivity without accessing your primary network. The “Guest”
screen displays settings for your guest Wi-Fi network.

A\ The guest network is separate from your primary network. The
settings for your primary network can be found in the “Basic”

menu.

~ In access point mode, the “Guest” feature in the menu is replaced
A by “Multiple SSID”. The BR-6288ACL supports up to four
additional $SIDs for each wireless band in access point mode.

— Basic Settings

#| Enable Guest 55ID

Guest Wire less Name edimax.guest

Channel Number Auto ¥ | (Same as main 5510)

Enable Wireless Clients Isolation

Band 2.4 GHz (b+g+n)

—Wireless Security

Encryption Disable r

Enable Guest SSID

Check/uncheck the box to enable/disable the
guest Wi-Fi network.

Wireless Guest Name

Enter a reference/ID name for your guest wireless
network.

Enable Wireless
Clients Isolation

Check the box to enable wireless clients isolation.
This prevents wireless clients connected to the
BR-6288ACL from communicating with each
other and improves security. Typically, this
function is useful for corporate environments or
public hot spots and can prevent brute force
attacks on clients’ usernames and passwords.

Band

Displays the wireless standard used for the
BR-6288ACL’s frequency band:

2.4GHz (B+G+N): Allows 802.11b, 802.11g, and
802.11n wireless clients to connect to the
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BR-6288ACL.
Channel Number Channel number for the guest network is the
same as the main SSID and cannot be adjusted

independently.

Encryption Please refer to llI1-3-5-1. Basic: Wireless
Security for details about security settings.

A WPA RADIUS encyrption type is not available for the guest
network.

MULTIPLE SSID:
The BR-6288ACL supports up to four additional SSIDs for each wireless band in

access point mode. Once configured, these SSIDs are displayed in the
“Multiple SSID Status” table as shown below. Use the “Multiple SSID Basic
Settings” box to configure additional SSIDs.

Multiple 551D Status

“No. | Emble | s | VIAND | Gooption | MAcAdiress
1 edimax.1 0 Disable 80:1F:02:ED:F2:D2
2 edimax.2 0 WPA2 (AES) 80:1F:02:ED:F2:D3
3 VLAN 1 WPAZ (AES) B80:1F:02:ED:F2:D4
4 edimax.4 0 Disable 80:1F:02:ED:F2:D5

Multiple SSID Basic Settings
Multiple 551D 1 El [ MAC Address : 80:1F:02:ED:F2:D2 )

Wireless Network Name (551D) edimax.1
Enable Multiple 551D

D Enable Wireless Clients Isclation

Band 2.4 GHz (b+g+n)
Channel Number Auto [Same as main 551D)
WLAN 1D 0 (Untagged:0, Tageed:1~4094)
Multiple SSID Use the drop down menu to select which SSID
(numbered 1 — 4) to configure.
Wireless Network Enter a reference/ID name to separate your
Name (SSID) wireless network.
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Enable Multiple SSID

Check/uncheck this box to enable/disable the
specified SSID. Must be checked for the SSID to
function.

Enable Wireless
Clients Isolation

Check the box to enable wireless clients isolation.
This prevents wireless clients connected to the
BR-6288ACL from communicating with each other
and improves security. Typically, this function is
useful for corporate environments or public hot
spots and can prevent brute force attacks on
clients’ usernames and passwords.

Band

Displays the wireless standard used for the
BR-6288ACL’s frequency band:

2.4GHz (B+G+N): Allows 802.11b, 802.11g, and
802.11n wireless clients to connect to the
BR-6288ACL.

Channel Number

Channel number for the guest network is the same
as the main SSID and cannot be adjusted
independently.

VLAN ID

Set a VLAN ID for the specified SSID (see below).

/A A VLAN is a local area network which maps workstations virtually
instead of physically and allows you to group together or isolate
users from each other. VLAN IDs 0 — 4094 are supported.
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11-3-5-3. WPS

Wi-Fi Protected Setup is a simple way to establish connections between WPS
compatible devices. WPS can be activated on compatible devices by pushing a
WPS button on the device or from within the device’s firmware/configuration
interface. When WPS is activated in the correct manner and at the correct
time for two compatible devices, they will automatically connect. PIN code
WPS includes the use of a PIN code between the two devices for verification.

WPS5

& enable wes
Wi-Fi Protected Setup Information :
WPS Status
Self Pin Code
SEID

Authentication Mode

Authentication Key

Device Configuration :

Configuration Mode

Configured

914863257
edimax_2.4G_EDF2D1
WPA Pre-shared Key
abcd1234

Registrar

Configure via Push Button
Configure via Client Pin Code

Enable WPS

Check/uncheck this box to enable/disable WPS.

WPS Status

Displays “Configured” or “unConfigured”
depending on whether WPS and SSID/security
settings for the device have been configured or
not, either manually or using the WPS button.

Self PIN Code

Displays the WPS PIN code of the device.

SSID Displays the SSID of the device.
Authentication Displays the wireless security authentication mode
Mode of the device.

Authentication Key

Displays the wireless security authentication key.

Configuration Mode

The configuration mode of the device’s WPS setting
is displayed here. “Registrar” means the device acts
as an access point for a wireless client to connect
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to and the wireless client(s) will follow the device’s
wireless settings.

Configure via Push
Button

Click “Start PBC” (Push-Button Configuration) to
activate WPS on the access point. WPS will be
active for 2 minutes.

Configure via Client
PIN Code

Enter the wireless client’s PIN code here and click
“Start PIN” to activate PIN code WPS. Refer to your
wireless client’s documentation if you are unsure of
its PIN code.

I1I-3-5-4. Access Control

Access Control is a security feature that can help to prevent unauthorized
users from connecting to your wireless router.

This function allows you to define a list of network devices permitted to
connect to the BR-6288ACL. Devices are each identified by their unigue MAC
address. If a device which is not on the list of permitted MAC addresses
attempts to connect to the BR-6288ACL, it will be denied.

To enable this function, check the box labeled “Enable Wireless Access

Control”.

— Access Control

MAC Address

[—select-— ¥ |

aa:bb:cc.dd;ee ff

) Enable Wire less Access Contro

i

T T T T

Comment

OFFLINE OFFLINE Edimax
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MAC address Select a PC name from the drop-down list and click
“>>" to add enter it into the blank field to the right.

Click “Refresh’ in the drop-down menu to refresh the
list of available MAC addresses. If the address you wish
to add is not listed, enter it manually.

Enter a MAC address of computer or network device
manually without dashes or colons e.g. for MAC
address ‘aa-bb-cc-dd-ee-ff’ enter ‘aabbccddeeff’.

Comment Enter a comment for reference/identification consisting
of up to 16 alphanumerical characters.
Add Click “Add” to add the MAC address to the MAC

address filtering table.

MAC address entries will be listed in the table as shown below. Select an entry
using the “Select” checkbox.

I T S 7 T

00:1b:63:cb:4c:bs MACBOOK-4729BA 192.168.2.101

Delete Selected / Delete selected or all entries from the table.
Delete All
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I1l1-3-5-5. Schedule

The schedule feature allows you to automate the wireless radio to switch
on/off at specified times. Multiple schedules can be configured.
Check/uncheck the box “Enable Schedule Settings” to enable/disable the

wireless on/off scheduling function.

A The BR-6288ACL must remain connected to the Internet and use
an NTP server for the schedule feature to function correctly.

Wireless Schedule
Enable Schedule Settings

DSunda',r DMDHdE‘,’ DTuesda',r DWednEdav
DThursda',r [l Friday E‘SaturdaI,l

Time Hour 'D Minute '@B
3. Command | Wireless On :I

1. Weekday

[

e
Monday, Tuesday, Wednesday, Thursday,Friday 01:00 wireless off
Monday, Tuesday, Wednesday, Thursday, Friday 08:00 wireless on D

Settings have been saved. Please click here to restart the router and bring the new settings into effect.

ii Wireless scheduling can save energy and increase the security of
your network.

1. uUse the checkboxes to select which day(s) to include in the schedule.

2. Specify a time (hour and minute) for the schedule using the drop-down
menu.

3. Select which command applies to this schedule from the drop-down menu,
either “Wireless On” or “Wireless Off”.
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Add Add the schedule to the table of active schedules.

Active schedules will be displayed in the table as shown below. Select an entry
using the “Select” checkbox.

Monday, Tuesday,Wednesday, Thursday, Friday 01:00 wireless off
Monday, Tuesday, Wednesday, Thursday,Friday 08:00 wireless on

Save Settings

Settings have been saved. Please_click here to restart the router and bring the new settings into effect.

Delete Selected / Delete selected or all entries from the table.
Delete All
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111-3-6. Firewall

== 'he “Firewall” menu provides access to URL blocking,
( v Firewall ) access control, DMZ and DoS functions to improve
URL Blocking the security of your wireless network.
Access Control
DMZ
DoS
Firewall
The router provides stateful packet inspection (SPI) firewall protection. Only packets matching a known
active connection will be allowed by the firewall; others will be rejected.
SPlfirewall @ Enable @ Disable
SPI firewall Enable or disable the Stateful Packet

Inspection (SPI) firewall.

l1I-3-6-1. URL Blocking

This function can block Internet access by either specific URLs or keywords.
Check/uncheck the “Enable URL Blocking” box to enable/disable URL blocking.

URL Blocking

Enable URL Blocking

URL / Keyword : m
S oo | mjkemed | sdea
1 www.blockedwebsite.com
Save Settings

Settings have been saved. Please click here to restart the router and bring the new settings into effect.
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URL/Keyword Enter the URL or keyword to be blocked.

Add Add the URL or keyword to the blocked table.

Blocked URLs/keywords entries will be listed in the table as shown below.
Select an entry using the “Select” checkbox.

1 www blockedwebsite.com

Save Settings

Settings have been saved. Please_click here to restart the router and bring the new settings into effect.

Delete Selected / Delete selected or all entries from the table.
Delete All
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I1l-3-6-2. Access Control

A Access Control (MAC filtering) can also be configured from
111-3-5-4. Access Control.

Access Control is a security feature that can help to prevent unauthorized
users from connecting to your wireless router.

This function allows you to define a list of network devices permitted or
denied to connect to the BR-6288ACL. Devices are each identified by their
unigue MAC address or IP address. Specific services can also be
allowed/denied for IP addresses.

Check/uncheck the “Enable MAC Filtering” and/or “Enable IP Filtering” box to
enable/disable MAC filtering and/or IP filtering.

Access Control

Enable MAC Fiiter'ing:'z' Deny @ Allow

Bl —scee— [

MAC Filtering Table -

m Computer Name Client PC MAC Address

1 MACBOOK-4729BA 00:1b:63:ch:4c:hs

Enable IP Filtering Table : e Deny @ Allow
IP Filtering Table :

Client PC Client PC IP
i = Client Service Protocol Select
Description Address

WWW, E-mail Sending, News Forums, E-mail Receiving,

]BZ St 108 Secure HTTP, File Transfer

Settings have been saved. Please click here to restart the router and bring the new settings into effect.
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MAC Filtering:

Enable MAC Filtering | Check the box to enable MAC filtering and select
whether to “Deny” or “Allow” access for specified

MAC address.

Client PC MAC Enter a MAC address of computer or network

Address device manually without dashes or colons e.g. for
MAC address ‘aa-bb-cc-dd-ee-ff’ enter
‘aabbccddeeff’.

Computer Name Select a computer name from the drop-down list

and click “<<” to add its MAC address into the
“Client PC Mac Address” field.

Click “Refresh’ in the drop-down menu to refresh
the list of available MAC addresses. If the address
you wish to add is not listed, enter it manually.

Comment Enter a comment for reference/identification
consisting of up to 16 alphanumerical characters.
Add Click “Add” to add the MAC address to the MAC

address filtering table.

MAC address entries will be listed in the table as shown below. Select an entry
using the “Select” checkbox.

MAC Filtering Table :

e e s B ==

1 MACBOOK-47 29BA 00:1b:63:ch:4chS

Delete Selected / Delete selected or all entries from the table.
Delete All
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IP Filtering:

Enable IP Filtering

Check the box to enable IP filtering and select
whether to “Deny” or “Allow” access for specified
IP address.

Add PC

Opens a new window to add a new IP to the list,
to deny or allow access/services according to
above.

Access Control Add PC

This page allows users to define service limitations of client PCs, including IP address and service type.

Access Control Add PC :

Client PC Description | Laptop

Client PC IP address  192.168.2.101 -

Client PC Service :

www
E-mail Sending
MNews Forums
E-mail Receiving
Secure HTTP
File Transfer
MSM Messenger
Telnet Service
AlM
NetMeeting
DNS
SMNMP
VYPN-PPTP
VPN-LZTP
TCP
unp

User Define Service :

HTTP, TCP Port 80, 3128, 8000, 8080, 8081
SMTP, TCP Port 25

NNTP, TCP Port 119

POP3, TCP Port 110

HTTPS, TCP Port 443

FTP, TCP Port 21, 20

TCP Port 1863

TCP Port 23

AQL Instant Messenger, TCP Port 5190
H.323, TCP Port 389,522,1503,1720,1731
UDP Port 53

UDP Port 161, 162

TCP Port 1723

UDP Port 1701

All TCP Port

O0OoOooDooboEFEE S

All UDP Port

Protocol

Port Range
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Client PC Description | Enter a description for reference/identification of
up to 16 alphanumeric characters.

Client PC IP address Enter a starting IP address in the left field and the
end IP address in the right field to define a range

of IP addresses; or enter an IP address in the left

field only to define a single IP address.

Service Name Various services are listed here with a short
description. Check/uncheck the box for each
service you wish to select.

Protocol Select protocol “TCP” or “UDP” or “Both” for a
service not included in the “Client PC Service” list.

Port Range Enter the port range for the service not included
in the “Client PC Service” list.

Enter a single port number e.g. 110, a range of
port numbers e.g. 110-120, or multiple port
numbers separated by a comma e.g. 110,115,120.

Add Click “Add” to add selected services or a user
defined service to the IP filtering table.

IP filtering entries will be listed in the IP filtering table shown below.

Enable IP Filtering Table - © Deny @ Allow

P Filtering Table :

Client PC Client PC IP rI:
e . Client Service Protocol - Select
Description Address

WWW, E-mail Sending, News Forums, E-mail Receiving,

Laptop 192.168.2.101 Secure HTTF, File Transfer
Delete Selected / Delete selected or all entries from the table.

Delete All
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ll-3-6-3. DMZ

A Demilitarized Zone (DMZ) is an isolated area in your local network where
private IP addresses are mapped to specified Internet IP addresses, allowing
unrestricted access to the private IP addresses but not to the wider local
network.

You can define a virtual DMZ host here. This is useful for example, if a
network client PC cannot run an application properly from behind an NAT
firewall, since it opens the client up to unrestricted two-way access.

DMZ
[ Eenable bmz

S e Client PC
@ Dynamic IP i.Sessicrn I-E ]
- ; m;—s-elect— :E

i static IP

Current DMZ Table :

m Computer Name Public IP Address Client PC IP Address

Enable DMZ Check/uncheck the box to enable/disable the
device’s DMZ function.

Public Select “Dynamic IP” or “Static IP” here.

For “Dynamic IP” select an Internet connection
session from dropdown menu.

For “Static IP” enter the IP address that you want
to map to a specific private IP address.

Client PC Enter the private IP address that the internet IP
address will be mapped to.

Computer Name Select a computer name from the list and click “<<”
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to enter its IP address into the “Client PC” field
(above).

Add Click “Add” to add the client to the “Current DMZ
Table”.

DMZ entries will be displayed in the table shown below:

Current DMZ Table :

m Computer Name Public 1P Address Client PC IP Address

L e R e Dzl Al

Delete Selected / Delete selected or all entries from the table.
Delete All

l11-3-6-4. DoS

Denial-of-Service (DoS) is a common form of malicious attack against a
network. The router’s firewall can protect against such attacks.

If you are not familiar with these functions, it is recommended you keep the
default settings.
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Do5

O Ping of Death

[ piscard Fing From WAN

Ping of Death Packet|5) Per |Second Burst

MNMAP FIN / URG / PSH
Xmas tree

Another Xmas tree

DPcrt Scan MNull scan
5YM / RST
SYMN / FIN
5YN (only unreachable ports)
[ Sync Flood Packet(5) Per |Second Burst
| save settings |
Ping of Death Specify the frequency of ping of death packets

which will trigger the router’s DoS protection
function.

Discard Ping from
WAN

Check this box and the router will not answer
ping requests from the Internet.

Port Scan Intruders use “port scanners” to detect open
Internet IP address ports. Check each type of
port scan to prevent.

Sync Flood Specify the frequency of sync flood packets

which will trigger the DoS protection function.
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l1-3-7. QoS

Quality of Service (QoS) is a feature to manage
Internet bandwidth efficiently. Some applications

f]”s require more bandwidth than others to function

1Q0S properly, and QoS allows you to ensure that sufficient

bandwidth is available. Minimum or maximum bandwidth can be guaranteed
for a specified application.

A QoS can improve the BR-6288ACL’s performance. QoS is
recommended to optimize performance for online gaming.

l1-3-7-1. QoS

Check/uncheck the box “Enable QoS” to enable/disable the QoS function.
Click “Add” to open a new window and setup a QoS rule. The “Current QoS
Table” displays all QoS rules.

QoS
[ Eenable Qos

Total Download Bandwidth o] kbits

Total Upload Bandwidth D - kbits

Current QoS Table

 pelece Sxleotad

Total Download Enter your total download bandwidth limit

Bandwidth from your Internet service provider (ISP) in
kbits.

Total Upload Enter your total upload bandwidth limit from

Bandwidth your Internet service provider (ISP) in kbits.

Add Opens a new window to add a new QoS rule
to the current QoS table.
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QoS

This page allows users to add/modify the QoS5 rule's settings.

Rule Name
Bandwidth  |Download || kbits | Guarantee |
Local IP Address
Local Port Range
Remote IP Address
Remote Port Range
Protocol  |TCP []
E
Rule Name Enter a name for the QoS rule for
reference/identification.
Bandwidth Set the bandwidth limits for the QoS rule:

Bandwidth : |D|:|wnl|:|a|:| V|| |Kh|35|g|uarantee V|

(1) (2) (3)

1. Select “Download” or “Upload” for the
QoS rule.

2. Enter the bandwidth limit.
3. Select whether the bandwidth is a

“Guarantee” (minimum) or “Max”
(maximum).

Local IP Address

Enter the IP address range to which the QoS
rule will be applied.

Enter a starting IP address in the left field
and the end IP address in the right field to
define a range of IP addresses; or enter an IP
address in the left field only to define a single
IP address.
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Local Port Range Enter the port range to activate the QoS rule.
Enter a single port number e.g. 110 or a
range of port numbers e.g. 110-120

Remote IP Address Enter the remote IP address range which will
activate the QoS rule.

Enter a starting IP address in the left field
and the end IP address in the right field to
define a range of IP addresses; or enter an IP
address in the left field only to define a single
IP address.

Remote Port Range Enter the remote port range to activate the
QoS rule.

Enter a single port number e.g. 110 or a
range of port numbers e.g. 110-120

Traffic Type Select traffic type as an alternative to
specifying a port range above.

Protocol Select a “TCP” or “UDP” protocol type.

Save Click ‘add’ button to add a new QoS rule

(detailed instructions will be given below).

QoS rule entries will be listed in the “Current QoS Table” as shown below.
Select a rule using the “Select” checkbox.

A When using the “Edit” button only one rule can be selected each
A time.

A QoS rules will be processed in the order that they are listed i.e.

: the rule at the top of the list will be applied first, and then the
second rule etc. The order can be adjusted using the “Move
Up/Down” buttons.

Current QoS Table :

prorty | fuleName | Upload banduidth | Downiosd Bandwidth | _select _

Edit Edit a selected rule.

Delete Selected/ Delete selected or all entries from the
Delete All table.

Move Up/Down Move selected rule up or down the list.
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l-3-7-2. iQoS

iQoS is a more intuitive and automated tool to manage internet bandwidth
than manually configuring the settings using QoS. For online gamers or users
with bandwidth requirements for audio/video, iQoS is a useful function.

A iQoS cannot be used in conjunction with QoS and vice-versa.
When one is enabled, the other is automatically disabled.

iQo5

E Eenabie QoS

Total Download Bandwidth 1] kbits
Total Upload Bandwidth li] kbits

Current iQoS Table :

Settings have been saved. Please click here to restart the router and bring the new settings into effect.

Check/uncheck the box “Enable iQoS” to enable/disable the iQoS function,
and then enter your bandwidth limits and arrange the network application
icons in priority order in the “Current iQoS Table”. Icons with higher priority
will be assigned bandwidth more efficiently for better performance.

Total Download Enter your total download bandwidth limit

Bandwidth from your Internet service provider (ISP) in
kbits.

Total Upload Enter your total upload bandwidth limit from

Bandwidth your Internet service provider (ISP) in kbits.
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The icons represent the following categories:

Internet Browsing

P2P/BT Downloads

FTP

Multimedia

Online Gaming

The iQoS table is ordered left to right, high to low priority. Click a small icon
below the table to insert it into the table, and click a large icon in the table to
remove it. All spaces in the priority table must be filled.
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111-3-8. Advanced

Advanced features of the BR-6288ACL can be
configured from the “Advanced” menu.
Static Routing
Port Forwarding
Virtual Server
2.4GHz Wireless
5GHz Wireless
IGMP
UPnP

I11-3-8-1. Static Routing

Static routing is a method of configuring path selection of routers,
characterized by the absence of communication between routers regarding
the current topology of the network. The opposite of static routing is dynamic
routing, sometimes also referred to as adaptive routing.

You can configure static routing and manually add routes to the routing table
shown below.

Static Routing
[ enable static Routing

Destination LAN IP Subnet Mask Default Gateway Hop Count

Current Static Routing Table -

m Destination LAN IP Subnet Mask Default Gateway Hop Count

Dzlsiz Salzerzr] | Dzlztz all

Save Settings

Enable Static Routing | Check/uncheck the box to enable/disable static
routing.

Destination LAN IP Enter the destination network’s IP address.

Subnet Mask Enter the subnet mask of the destination network.
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Default Gateway Enter the default gateway of the destination
network.

Hop Count Enter the hop count (the distance between
destination network and this broadband router)
here.

Interface Enter the interface which leads to destination
network.

Add Add the route to the current static routing table.

Static Routing Table entries will be displayed in the table shown below:

Current Static Routing Table -

(10 | esination ANIP | Subnet Mask | Defoultcateway | Hop Count

Delete Selected/ Delete selected or all entries from the table.
Delete All

11I-3-8-2. Port Forwarding

This function allows you to redirect a single port or consecutive ports of an
Internet IP address to the same port of a local IP address. The port number(s)
of the Internet IP address and local IP address must be the same.

If the port number of the Internet IP address and local IP address is different,
please use the “Virtual Server” function instead.

Port Forwarding
[ enable Port Forwarding

Private IP Computer Name Port Range
|—5:E|EEt— B | Both :! -

Current Port Forwarding Table :
N0 | computer Name orvate port range

Lzl=t= Szfzerzi] Lzl=r= 2l

Save Settings
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Private IP

Enter the IP address of the computer on the local
network.

Computer Name

Windows computers on the local network will be
listed here — select a computer from the list and
click << to automatically add the IP address to
the “Private IP” field.

Type

Select the type of connection, “TCP”, “UDP” or
“Both”.

Port Range

Input the starting port number in the left field,
and input the ending port number in the right
field. If you only want to redirect a single port
number, only enter a port number in the left
field.

Comment

Enter a comment for reference or identification.

Port Forwarding Table entries will be displayed in the table shown below:

Current Port Forwarding Table -

‘Mo | computerame | Priate | Type | Porifange | Comment | select |

Delete Selected/
Delete All

Delete selected or all entries from the table.
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111-3-8-3. Virtual Server

This function allows you to set up an internet service on a local computer,
without exposing the local computer to the internet. You can also build
various sets of port redirection, to provide various internet services on
different local computers via a single internet IP address.

Virtual Server
[ enable virtual Server

Current Virtual Server Table :

m Computer Name Private IP Private Port Public Port

Private IP Specify the IP address of the computer on
your local network.
Computer Name Select the name of a Windows computer

from the drop-down menu and click 2 to
auto-input its IP address in the “Private IP”

field.

Private Port Specify the private port you wish to use on
the computer in your local network.

Type Select the type of Internet Protocol.

Public Port Specify a public port to access the computer
on your local network.

Comment Enter a comment for reference or

identification.

Current Virtual Table entries will be displayed in the table shown below:

Current Virtual Server Table :

m Computer Name Private IP Private Port Public Port mm
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Delete Selected/ Delete selected or all entries from the table.
Delete All

I1I-3-8-4. 2.4GHz Wireless

These settings are for experienced users only. Please do not change any of the
values on this page unless you are already familiar with these functions.

2.AGHz Wireless

Wireless Module Enable
Fragment Threshold 2346 [256-2348)
BTS Threshold 2347 {0-2347)
Beacon Interva 100 (20-1024 ms)
DTIR Period 3 {1-10)
Data Rate Auto E
N Data Rate Auto E
Channel Width @ auto 20/40 MHZ ©) 20 MHZ
Preamble Type @ short Preamble ) Long Preamble
CTS Protect D auto © Always @ None
Tx Power .IDD%E
WM @ puto

Fragment Threshold | Set the Fragment threshold of the wireless
radio. The default value is 2346.

RTS Threshold Set the RTS threshold of the wireless radio.
The default value is 2347.

Beacon Interval Set the beacon interval of the wireless radio.
The default value is 100.

DTIM Period Set the DTIM period of wireless radio. The
default value is 3.

Data Rate Set the wireless data transfer rate. The
default is set to Auto.

N Data Rate Set the data rate of 802.11n. The default is
set to Auto.
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Channel Width

Select wireless channel width (bandwidth
used by wireless signals from the device) —
the recommended value is Auto 20/40MHz.

Preamble Type

Set the wireless radio preamble type. The
default value is “Short Preamble”.

CTS Protect

Enabling this setting will reduce the chance
of radio signal collisions between 802.11b
and 802.11g wireless access points. It’s
recommended to set this option to “Auto”.

Tx Power

Set the power output of the wireless radio.
You may not require 100% output power.
Setting a lower power output can enhance
security since potentially malicious/unknown
users in distant areas will not be able to
access your signal.

WMM

WMM (Wi-Fi Multimedia) technology can
improve the performance of certain network
applications, such as audio/video streaming,
network telephony (VolP) and others. When
WMM is enabled, the device will prioritize
different kinds of data and give higher
priority to applications which require instant
responses for better performance.
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1l1-3-8-5. 5GHz Wireless

These settings are for experienced users only. Please do not change any of the
values on this page unless you are already familiar with these functions.

SGHz Wireless

Wireless Module Enable
Fragment Threshold 2346 (256-2346)
RTE Threshold 2347 (0-2347)
Beacon Interva 100 {20-1024 ms)
DTIM Period 3 [1-10)
Data Rate #.utu:rIE‘
M Data Rate Auto IZ‘
Channel Width @ 20/a0/80 MHZ © 20740 MHZ © 20 MHZ
Preamble Type @ short Preamble ) Long Preamble
CT5 Protect @ auto @ Always @ pone
Tx Power 100 %[=]
WV @ puto

Fragment Set the Fragment threshold of the wireless radio. The

Threshold default value is 2346.

RTS Threshold Set the RTS threshold of the wireless radio. The default
value is 2347.

Beacon Interval | Set the beacon interval of the wireless radio. The
default value is 100.

DTIM Period Set the DTIM period of wireless radio. The default
value is 3.

Data Rate Set the wireless data transfer rate. The default is set to
Auto.

N Data Rate Set the data rate of 802.11n. The default is set to Auto.
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Channel Width

Select wireless channel width (bandwidth used by

wireless signals from the device) — the recommended
value is 20/40/80MHz.

Preamble Type

Set the wireless radio preamble type. The default value
is “Short Preamble”.

CTS Protect

Enabling this setting will reduce the chance of radio
signal collisions between 802.11b and 802.11g wireless
access points. It's recommended to set this option to
“Auto”.

Tx Power

Set the power output of the wireless radio. You may
not require 100% output power. Setting a lower power
output can enhance security since potentially
malicious/unknown users in distant areas will not be
able to access your signal.

WMM

WMM (Wi-Fi Multimedia) technology can improve the
performance of certain network applications, such as
audio/video streaming, network telephony (VolP) and
others. When WMM is enabled, the device will
prioritize different kinds of data and give higher
priority to applications which require instant responses
for better performance.

103




l1-3-8-6. IGMP

IGMP is a communications protocol used to establish multicast group
memberships. It allows for a more efficient use of resources and better
performance for applications such as IPTV video streaming.

IGMP
GMP Snooping @ Enzble ) Disable
GMP Proxy @ Enzble ) Disable

IGMP Snooping IGMP snooping monitors traffic between hosts

and multicast routers to facilitate bandwidth
conservation. Select enable or disable.

IGMP Proxy IGMP proxy enables intelligent multicast
forwarding based on IGMP snooping
information. Select enable or disable.

A It is recommended to set “IGMP Snooping” and “IGMP Proxy” to
“Enable”.

I11-3-8-7. UPnP
Universal plug-and-play (UPnP) is a set of networking protocols which enables

network devices to communicate and automatically establish working
configurations with each other. Select “Enable” or “Disable”.

UPnP

UPnP Feature @ Enable @ Disable

|_save settings |
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111-3-9. Administration

— . Various administrative functions can be accessed from
v Administration " . .,
the “Administration” menu.

Time Zone

Password

Remote Access
Backup / Restore
Upgrade

Restart

Logs

Active DHCP Client
Statistics

11-3-9-1. Time Zone

Time Zone
Set Time Zone [GMT)Greenwich Mean Time: Dublin, Edinburgh, Lisbon, London E
Time Server Address pool.ntp.org |E|
Daylight Savings [C] Enable Function
lanuary 1 To | lanuary
Save Settings
Set Time Zone Select the time zone of your country or
region.

Time Server Address | The travel router supports NTP (Network
Time Protocol) for automatic time and date
setup. Input the host name of the IP server
manually.

Daylight Saving If your country/region uses daylight saving
time, please check the “Enable Function”
box, and select the start and end date.
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11l1-3-9-2. Password

You can change the password used to login to the browser-based
configuration interface here. It is advised to do so for security purposes.

Please make a note of the new password. In the event that you
) forget the password and are unable to login to the browser
A based configuration interface, see II-7. Reset to factory default
settings for how to reset the device.

Password

Current Password
Mew Password

Confirmed Password

Aoy |
Current Password Enter your current password.
New Password Enter your new password.
Confirmed Password | Confirm your new password.
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111-3-9-3. Remote Access

Check “Enabled” to enable the remote access feature and then enter the
appropriate values.

Remote Access

Host IP Address
Port

Enabled [l

|_save settings |

Host IP Address Specify the IP address which is allowed remote
access.

Port Specify a port number (0—65535) used for
remote access.
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111-3-9-4. Backup/Restore

Backup / Restore

Restore Settings

Restore to Factory Default

Backup Settings

Browse...

Backup Settings

Click “Save” to save the current settings on your
computer as config.bin file.

Restore Settings

Click “Browse” to find a previously saved
config.bin file and then click “Upload” to replace
your current settings.

Restore to
Factory Default

Click “Reset” to restore settings to the factory
default. A pop-up window will appear and ask
you to confirm and enter your log in details.
Enter your username and password and click
“Ok”. See below for more information.

111-3-9-5. Upgrade

The upgrade page allows you to upgrade the system firmware to a more
recent version. You can download the latest firmware from the Edimax
website. After the upgrade, the system will restart.

Ai Do not switch off or disconnect the device during a firmware
: upgrade, as this could damage the device. It is recommended that
you use a wired Ethernet connection for a firmware upgrade.

Upgrade

Browse...
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111-3-9-6. Restart

In the event that the router malfunctions or is not responding, then it is
recommended that you restart the device.

Restart

In the event that the system stops responding correctly or stops functioning, you can perform a system
restart. Your settings will not be changed. To restart, click on the APPLY button below. You will be asked to

confirm your decision. The restart will be complete when the Internet LED light stops blinking.

I11-3-9-7. Logs

You can view the system log and security log here. Use the drop down menu
in the top-right corner to select which log to view.

e —....
System Log ﬂ

System Log

lan 1 00:00:08 (none) sysloginfo syslogd started: BusyBox v1.11.1 -
Mar 13 07:34:44 (none) user.debug syslog: Debu: buildifvc: Interface lo Addr: 127.0.0.1, Flags: O
Mar 13 07:34:44 (none) user.debug syslog: Debu: buildifvc: Interface ethl Addr: 192.168.10.143,
Mar 13 07:34:44 (none) user.debug syslog: Debu: buildifvc: Interface brO Addr: 192.168.2.1, Flag
Mar 13 07:34:44 (none) user.notice syslog: Note: adding VIF, id<=0 Fl flags=0x0 IP=192.168.2.1 b
Mar 13 07:34:44 (none) user.notice syslog: Note: adding VIF, idx=1 Fl flags=0x0 IP=192.168.10.1¢

1 ] | 3

e | cew | hehen |

Security Log u

Security Log

[1970-01-01 00:00:22]: start Dynamic IP -
[1970-01-01 00:00:24]: [SNTP]: connect to TimeServer 59.124.196.584 ...

[2014-03-13 07:34:33]: [SNTP]: connect success!

[2014-03-13 07:34:33]: [SNTP]: set time to 2014-03-13 07:34:33

[2014-03-13 07:34:34]: [Firewall]: WAN1 IP is 192.168.10.143

[2014-03-13 07:34:34]: [Firewall]: WAN2 IP is 0.0.0.0

[2014-03-13 07:34:34]: [Firewall]: WAN3 IP is 0.0.0.0

[2014-03-13 07:34:34]: [Firewall]: setting firewall...

[2014-03-13 07:34:36]: [SNTP]: connect to TimeServer 59.124 196.84 -
4 I

eme | cew | eiresn
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Save Click “Save” to save the log on your computer
as .txt file.
Clear Click “Clear” to clear/erase the existing log.
Refresh Click “Refresh” to refresh the log and update any
activity.

111-3-9-8. Active DHCP Client

Information about active DHCP clients is shown in the table, which displays
the DHCP server assigned IP address, MAC address and time expired for
each computer or device on the local network.

Active DHCP Client

IP Address MAC Address Time Expired (Sec)
192 163.2.101 00:1b:63:ch:4c:hs forever

111-3-9-9. Statistics

Displays sent and received packet network statistics.

Statistics
. Sent Packets 1745
2.4GHz Wireless
Received Packets 30311
. Sent Packets 517
5GHz Wireless
Received Packets 56878
Sent Packets 1494
Received Packets 1868
Sent Packets 1624
Received Packets 5075
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IV. Appendix

IV-1. Configuring your IP address

For first time access to the URL http://edimax.setup please ensure your
computer is set to use a dynamic IP address. This means your computer can
obtain an IP address automatically from a DHCP server. You can check if your
computer is set to use a dynamic IP address by following IV-1-1. How to check

that your computer uses a dynamic IP address.

Static IP users can also temporarily modify your computer’s IP address to be
in the same IP address subnet e.g. 192.168.2.x (x = 3 — 254) as the
BR-6288ACL in order to access http://edimax.setup.

&b The BR-6288ACL’s default IP address is 192.168.2.1.
The procedure for modifying your IP address varies across different operating

systems; please follow the guide appropriate for your operating system in
IV-1-2. How to modify the IP address of your computer.

A Static IP users please make a note of your static IP before you
change it.

You can assign a new IP address to the device which is within the subnet of
your network during setup or using the browser based configuration interface
(refer to 111-3-4. LAN). Then you can access the URL http://edimax.setup in
future without modifying your IP address.

A Please remember to change your IP address back to its original
value after the device is properly configured.
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IV-1-1. How to check that your computer uses a dynamic IP address

Please follow the instructions appropriate for your operating system.

IV-1-1-1. Windows XP

1. Click the “Start” button (it should be located in the lower-left corner of
your computer), then click “Control Panel”. Double-click the “Network and
Internet Connections” icon, click “Network Connections”, and then
double-click “Local Area Connection”. The “Local Area Connection Status”
window will then appear, click “Properties”.

- Local Area Connection Properties

General | Authentication | Advanced |

Connect using:

E® AMD PCWET Family PCI Ethernet Ad

Thiz connection uses the following tems:

g Clignt for Microzaft Mebworks

v B

o
Croee

Tranzmizzion Control Protocol/lntemet Protocal. The default
wide area nebwork, protocol that provides communication
acrozs diverse interconnected network.s.

Install... Urinztall

Descrption

[] Shaw icon in natification area when connected
Matity me when thiz connection has limited or no connechivity

[ ] 4 ][ Cancel ]

2. “Obtain an IP address automatically” and “Obtain DNS server address
automatically” should be selected.
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e

Internet Protocol (TCPSIP) Properties

General | Alternate Configuration |

Yau can get IP zettings azsigned autamatically if your netwark, supparts
thiz capability, Othenwize, vou need to azgk your network, administratar for
the appropriate |P settings.

IF addreszs | |
Subnet mask | |
Detault gateway | |

Prefered NS samer | |

Ailtemate DNS server | |

[ ] ,][ Cancel ]
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IV-1-1-2. Windows Vista

1. Click the “Start” button (it should be located in the lower-left corner of
your computer), then click “Control Panel”. Click “View Network Status and
Tasks”, then click “Manage Network Connections”. Right-click “Local Area
Network”, then select “Properties”. The “Local Area Connection Properties”
window will then appear, select “Internet Protocol Version 4 (TCP / IPv4)”,
and then click “Properties”.

U Local Area Connection Properties x |
Metworking I
Connect using:
| m_‘.l_l-' Intel{R) PRO/1000 MT Metwork Connection

Thiz connection uses the following tems:

% Cligrtt for Microsoft Networks
Wl 8005 Packet Scheduler
gﬁle and Prirter Sharing for Microsoft Networks
[ T e e

- Link-Layer Topology Discovery Responder

Install.... | U rinztall Properties | )
- Description —
Transmission Control Protocol /Intemet Protocol. The default

wide area network protocol that provides communication
across diverse interconnected networks.

ok | Cancel |

2. Select “Obtain an IP address automatically” and “Obtain DNS server
address automatically” should be selected.
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General | Alternate Configuration |

You can get IP settings assigned automatically if yvour network supports
this capability. Otherwise, you need to ask your netwark administrator
for the appropriate IP settings.

+ Dbtain an IP address automatically:

IF address:

Subret mask:

Default gateway:

Preferred DS servet:

glternate DMS server)
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IV-1-1-3. Windows 7

1. Click the “Start” button (it should be located in the lower-left corner of

your computer), then click “Control Panel”.

E]

—
r';\" Getting Started

@ Windows Media Center

Calculator

| Sticky Notes

% Snipping Tool

I%?ﬁ Paint

% Remaote Desktop Connection
@ Magnifier

e

:J' Solitaire

P All Programs

| |Search programs and files

Adjust your computer’s settings

il  System and Security
Review your computer's status
Back up your computer

Find and fix problems

. Network and Interne
(8 View network status and tasks
Choose homegroup and sharing ogiy

ardware and >ound
View devices and printers
Add a device

P Programs
h‘ Uninstall a program

ew F &

Documents
Pictures

Music

Games

Computer

Control Panel
Devices and Printers
Default Programs

Help and Support

[Shatdown |+

P

- Search Control Panel po

View by: Category »

User Accounts and Family Safety
@ Add or remove user accounts
@ Set up parental controls for any user

Appearance and Personalization
Change the theme

Change desktop background

Adjust screen resolution

Clock, Language, and Region
Change keyboards or other input methods
Change display language

Ease of Access
Let Windows suggest settings
Optimize visual display

3. Click “Local Area Connection”.
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View your basic network information and set up connections

&E,‘ Q Q See full map
| —_— W +

TS-WINT Home network Internet
(This computer)

View your active networks Connect or disconnect

Access type: Mo Internet access
Home network
HomeGroup:
“ Home network i ;
r Connecons: B Local Area Connection

4. click “Properties”.

w
General

Connection

IPv4 Connectivity: Mo Internet access
IPvi Connectivity: Mo network access
Media State: Enabled
Duration: 02:08:52
Speed: 100.0 Mbps

|
Sent —— &' ——  Received

951,332 | 4,398,184

5. Select “Internet Protocol Version 4 (TCP/IPv4) and then click “Properties”.
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B
I Local Area Connection Properties | 28

Metwarking

Connect using:
‘ & Broadcom 440 10/100 Integrated Contraller |

This connection uses the following tems:

% Cliert for Microsoft Networks
Bl 005 Packet Scheduler
Q File and Printer Sharing for Microsoft Networks

i |ntemet Protocol Version 4 (TCP/IPv4)

m Ty T ey apper /0 Driver
4. Link-Layer Topology Discovery Responder
A~
Ingtall... ] | Uninstall q [ Froperies ]

Description

TCP/IP version 6. The latest version of the intemet protocol
that provides communication across diverse interconnected
networks.

6. Select “Obtain an IP address automatically” and “Obtain DNS server
address automatically” should be selected.

o

Internet Protocol Version 4 (TCP/IPvd) Properties

General

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

() Obtain an IP address automatically

IP address: 192 .18 . 2 .10
Subnet mask: 255 ,255 .255 . 0
Default gateway:

Obtain DMS server address automatically

Preferred DMNS server:

Alternate DMS server:

Validate settings upon exit
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IV-1-1-4. Windows 8

1. From the Windows 8 Start screen, you need to switch to desktop mode.
Move your curser to the bottom left of the screen and click.

2. In desktop mode, click the File Explorer icon in the bottom left of the
screen, as shown below.

Windows 8
Build 9200
247 PM
12/3/20012

o (B FE

3. Right click “Network” and then select “Properties”.
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Network View ¥ 0

(€ =)~ 1 @ Network w| ¢ | | Sesrch Network P
Metwork discovery and file sharing are turned off. Network computers and devices are not visible. Click to change... X
457 Favorites This folder is empty.

B Desktop

|li Downloads

%ﬂ Recent places

4 Libraries
3 Documents
» o' Music
» [ Pictures
> B videos

& (8 Computer

T —

Expand

Open in new window

Pin to Start

Map network drive...

Disconnect network drive...

0items

4. In the window that opens, select “Change adapter settings” from the left
side.

| [0 = | Library Taols ~ Picture Toals Pictures - o -

Home  Share  View Manage Manage v @
(€ (3) ~ 1t [&» Libraries » Pictures » v & | | Search Pictures »
¥ Favorites
Bl Desktop
|8 Downloads 1 5 <« Metworkand Intemet » Network and Sharing Center v ¢ | | Search Control Panel »

%] Recent places
-]
View yDLII’ basic network information and set Up connections

Control Panel Home

(54 Libraries
5| Documents
& Music Network Accesstype:  Intemet
&) Pictures settings Public network Connections: @ Ethernet

B videos

View your active networks
Change adapter settings

Change your networking settings
B Comput
W Computer Set up a new connection or network

Set up a broadband, dial-up, or VPN connection; or set up a router or access point.
?! MNetwork

[ Troubleshoot problems

Diagnose and repair network problems, or get troubleshooting information.

Seealso
HomeGroup
Internet Options

Windows Firewall

litem  Titemselected  Library includes: 2 locations

5. Choose your connection and right click, then select “Properties”.
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[l ~ | Network - o IEl
Network View ~ 0
© ~ 1 € Network w| ¢ | Sesrch Network o
Metwork discovery and file sharina are turned off. Network computers and devices are not visible, Click to chanae... x
) E Network and Sharing Center - oIEN
4 Favorites
B Desktop
hv Downloads L @ <« Network and Internet » Network Connections » v ¢ Search Network Connections @

(E-T"‘ Recent places
Organize v Disable this network device Diagnose this cennection Rename this connection >

{4 Libraries
@ Documents

J' Music

&) Pictures

B videos

& Bridge Connections

/% Computer
Create Shortcut

Delete

G

f! Network

0 items Titem  7item selected
- % % e

6. Select “Internet Protocol Version 4 (TCP/IPv4) and then click “Properties”.

4 0= Network - o |
Network View ~ 0
© + 1 € Network v & | | Search Network »
MNetwork discovery and file sharina are turned off, Network computers and devices are not visible, Click to chanae.., x
. o Network and Sharing Center = = -
3 Favorites .
= Network Connections - oiEN
B Desktop
j- Downloads 1 @ <« Network and Internet » Network Connections v & Search Network Connections @
%7“ Recent places
(4 Libraries
@ Documents Networking
& Music o
nnect using
B Pictures e
B videos Q Broadcom 440x 10/100 Integrated Controller
1% Computer This connetion uses the following ems
434 File and Printer Sharing for Microsoft Networks a
i Network [ - Microscft Network Adapter Multiplexor Protocol
& Microscft LLDP Protocol Driver
-2 Link-Layer Topology Discovery Mapper /O Driver
& Link-Layer Topology Discovery Responder

Description
Transmission Control Protocol/Intemet Protocol. The default
wide area network protocal that provides communication
across diverse interconnected networlks

0 items Titem  7item selected

7. Select “Obtain an IP address automatically” and “Obtain DNS server
address automatically” should be selected.
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e | [ [0~ |
MNetwork

Tl\,r Favorites
B Desktop
|l¢ Downloads
% Recent places

{4 Libraries
Documents
J' Music
(] Pictures
B videos

/% Computer

f- Network

0items

View

£

© ~ 1 € Network

Metwork discovery and file sharina are turned off. Network computers and devices are not visible, Click to chanae...
o

Network and Sharing Center - oIEN
Network Connections - B -

P

Network

L @« MNetwork and Internet » Network Connections

Niczhla thic mabunrk deics Nizannca thic ~annection

Ethernet Properties

Nrmanize =

General | Alternate Configuration

ettt Veson 4 o e * R

v & | | SearchNetwork )

v ¢ Search Network Connections @

I ®

Rename this connection 3

T | for the appropriate [P settings.

(8) Obtain an IP address automatically

() Use the following IP address:

1P addré:

RESS— O

Titem
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this capability. Otherwise, you need to ask your network administrator

[T validate settings upon exit




IV-1-1-5. Mac OS

1. Have your Macintosh computer operate as usual, and click on “System
Preferences”.

System Preferences

2. In System Preferences, click on “Network”.

Internet & Network

Mobile Me QuickTime Sharing

3. Click on “Wi-Fi” in the left panel and then click “Advanced” in the lower
right corner.

8ano Network
() Q '-
Location: | Automatic =

Status: Connected | Turn Wi-Fi Off |

Wi-Fi is connected to OBM-AirPort-2.4C and
has the IP address 192.168.77.119.

g "XBEL. themet 4.\ Network Name: | OBM-AirPort-2.4G .
Not Connected
® 802.11 n WLAN <m> @Ask to join new networks
Not Connected Known networks will be joined automatically.
. . If no known networks are available, you will
@ FireWire be asked before joining a new network.
Not Connected

@ Bluetooth Pﬁﬂ e

Not Connected

PR ™ Show Wi-Fi status in menu bar | Advanced... || /ﬁl
[+ =Tzew] | [ ACVANGEC o By

1 P
d Click the lock to prevent further changes. | Assistme... | Revert Apply

4. select “TCP/IP” from the top menu and “Using DHCP” in the drop down
menu labeled “Configure IPv4” should be selected.
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IV-1-2. How to modify the IP address of your computer

Please follow the instructions appropriate for your operating system. In the
following examples we use the IP address 192.168.2.10 though you can use
any IP address in the range 192.168.2.x (x = 3 — 254) in order to access iQ
Setup/browser based configuration interface.

A Please make a note of your static IP before you change it.

IV-1-2-1. Windows XP

1. Click the “Start” button (it should be located in the lower-left corner of
your computer), then click “Control Panel”. Double-click the “Network and
Internet Connections” icon, click “Network Connections”, and then
double-click “Local Area Connection”. The “Local Area Connection Status”
window will then appear, click “Properties”.

-+ Local Area Connection Properties

General | Authentication _!..-’-'-.dvanc:eu:.l..

Connect using:

B8 AMD PCMNET Family PCl Ethernet Ad

Thiz connection uzes the following ikerns:

] g Client for Microsoft Metworks
v Q File and Printer Sharmg for Microzoft Metworks

Install.. Urinztall

Drescription

Properties ’

Tranzmizzion Control Protocal/lnternet Protocol. The default
wide area network, protocol that provides communication
acrozs diverse interconnected network s,

[ Shaw icon in natification area when connected
Motify e when this connection has limited or no connectivity

[ 0k, H Cancel ]

2. Select “Use the following IP address” and “Use the following DNS server
addresses”, then input the following values:
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A Your existing static IP address will be displayed in the “IP
address” field before you replace it. Please make a note of this IP
address, subnet mask, default gateway and DNS server
addresses.

IP address: 192.168.2.10
Subnet Mask: 255.255.255.0
Preferred DNS Server: 192.168.2.1

Click ‘OK’ when finished.
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IV-1-2-2. Windows Vista

1. Click the “Start” button (it should be located in the lower-left corner of
your computer), then click “Control Panel”. Click “View Network Status and
Tasks”, then click “Manage Network Connections”. Right-click “Local Area
Network”, then select “Properties”. The “Local Area Connection Properties’
window will then appear, select “Internet Protocol Version 4 (TCP / IPv4)”,
and then click “Properties”.

)

. Local Area Connection Properties x|
Metworking I

Connect using:

| IEF Intel{R) PRO/1000 MT Metwork Connection

Thiz connection uses the following tems:

% Cligrtt for Microsoft Networks
Wl 8005 Packet Scheduler
gﬁle and Prirter Sharing for Microsoft Networks

| ey piar Tonnlnay Dieccass e
- Link-Layer Topology Discovery Responder

Install. .. LIrinztall "

~ Description
Transmission Control Protocol /Intemet Protocol. The default
wide area network protocol that provides communication
across diverse interconnected networks.

ok | Cancel ]

2. Select “Use the following IP address” and “Use the following DNS server
addresses”, then input the following values:

. Your existing static IP address will be displayed in the “IP address”
A field before you replace it. Please make a note of this IP address,
subnet mask, default gateway and DNS server addresses.

IP address: 192.168.2.10
Subnet Mask: 255.255.255.0
Preferred DNS Server: 192.168.2.1

Click ‘OK’ when finished.
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IV-1-2-3. Windows 7

1. Click the “Start” button (it should be located in the lower-left corner of

your computer), then click “Control Panel”.

E]

—
r';\" Getting Started

@ Windows Media Center

Calculator

| Sticky Notes

% Snipping Tool

I%?ﬁ Paint

% Remaote Desktop Connection
@ Magnifier

e

:J' Solitaire

P All Programs

Documents
Pictures

Music

Games

Computer

Control Panel
Devices and Printers
Default Programs

Help and Support

| |Search programs and files

[Shatdown |+

Adjust your computer’s settings

il  System and Security
Review your computer's status
Back up your computer

Find and fix problems

. Network and Internet
(8 View network status and tasks
Choose homegroup and sharing optigg

Haraware and >ound
View devices and printers
Add a device

Programs

Uninstall a program

- Search Control Panel po

View by: Category »

User Accounts and Family Safety
@ Add or remove user accounts
@ Set up parental controls for any user

Appearance and Personalization
Change the theme

Change desktop background

Adjust screen resolution

Clock, Language, and Region
1 Change keyboards or other input methods
b Change display language

Ease of Access
Let Windows suggest settings
Optimize visual display
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3.Click “Local Area Connection”.

View your basic network information and set up connections

&E: Q Q See full map
| —_— W +

TS-WINT Home network Internet
(This computer)

View your active networks Connect or disconnect

Access type: Mo Internet access
Home network H a
omeGroup: 3 2
£~ Home network 5

Connectiong® M Local Area Connection

4. click “Properties”.

Local Area
General

Connection
IPv4 Connectivity: Mo Internet access
IPvi Connectivity: Mo network access
Media State: Enabled
Duration: 02:08:52
Speed: 100.0 Mbps

Activity

=
Sent —— &' ——  Received

Bytes: 851,332 | 4,393,184

| Epropertis | | J&nisable | Disgnose |
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5.Select “Internet Protocol Version 4 (TCP/IPv4) and then click “Properties”.

I Local Area Connection Properties

Metwaorling

Connect using:
L¥  Broadcom 440 10/100 Integrated Controller

This connection uses the following items:

o8 Client for Microsoft Networks
[l QQOS Packet Scheduler
v g File and Printer Shanng for Microsoft Networks

- oae ey 0 Wapper 170 Driver
W] s Link- La'_.'er Topology D|5covery Responder

—————
Description

TCP/IP version 6. The latest version of the intemet protocol
that provides communication across diverse interconnected
networks.

[ ok || cancel |

6. Select “Use the following IP address” and “Use the following DNS server
addresses”, then input the following values:

A Your existing static IP address will be displayed in the “IP
address” field before you replace it. Please make a note of this IP
address, subnet mask, default gateway and DNS server
addresses.

IP address: 192.168.2.10
Subnet Mask: 255.255.255.0
Preferred DNS Server: 192.168.2.1

Click ‘OK’ when finished.
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IV-1-2-4. Windows 8

1. From the Windows 8 Start screen, you need to switch to desktop mode.
Move your curser to the bottom left of the screen and click.

Start

N

2. In desktop mode, click the File Explorer icon in the bottom left of the
screen, as shown below.

Windows 8
Build 9200

247 PM
12/3f2m2

< I
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3. Right click “Network” and then select “Properties”.

Network View v e
@ - 4 ‘h b MNetwork v G Search MNetwork o
Metwork discovery and file sharing are turned off. Metwork computers and devices are not visible, Click to change... x
47 Favorites This folder is empty.
B Deskiop
lg Downloads

4| Recent places
E o

4 [ Libraries
[:3 Documents
3 Jl Music
I» [ Pictures
& B8 Videos

©> 18 Computer

\)ﬂd

Open in new window

Pin to Start

Map network drive...
Disconnect network drive...
Dele

<

Ditems = =

253 PM
12/3/202

A m 9T

4. In the window that opens, select “Change adapter settings” from the left
side.
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| [ =1

Home

T’-‘I Favorites
B Desktop
j Downloads
(E Recent places

7 Libraries
Documents
J’ Music
[ Pictures

£ videos

18 Com puter

@ @ ~ 4 [& » Libraries » Pictures »

Library Tools  Picture Tools Pictures

Share View Manage Manage

¢

v Search Pictures

4 Hf <« Network and Internet b Netwark and Sharing Center v ¢ Search Control Panel

View your basic network information and set up connections
Caontrol Panel Home

View your active networks
Change adapter settings

ange advanced shaging

Network
Public network

Access type: Internet
Connections: @ Ethernet

Change your networking settings

{ Set up a new connection or network

Set up a broadband, dial-up, or VPN connection; or set up a router or access point.

f! Metwork
@ Troubleshoot problems
Diagnose and repair network problems, or get troubleshooting information.
See also
HomeGroup
Internet Options
Windows Firewall
1item  1itemselected  Library includes: 2 locations

| (4= |
Network

®

Tl'r Favorites

Bl Desktop
j Downloads
2l Recent places

4 Libraries

Documents
J' Music

[E] Pictures
B Videos

4 Com puter

?! Network

0 items

- 1 € Network

MNetwork discovery and file sharina are turned off. Metwork computers and devices are not visible, Click to chanae..,

Network and Sharing Center

Network

View

v Search Network

[

£

T+ I:@« MNetwork and Internet »  Network Connections » v &

Organize Disable this network device Diagnose this connection Rename this connection >

Ethernet
Metwork
ST Broadcom 440x 10/100 g

Disable

Status

Diagnose

Bridge Connections
Create Shertcut
Delete

Rename

Titem  1item selected
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6. Select “Internet Protocol Version 4 (TCP/IPv4) and then click “Properties”.

. NI Network - a
Network View v e
@ - ¢ G'- b MNetwork v & Search Metwork o
MNetwork discovery and file sharina are turned off, Metwork computers and devices are not visible, Click to chanae.., x
) B Network and Sharing Center B
i Favorites @ N C . o
B Deskiop L etwork Connections
4 Downloads + @ <« MNetwork and Internet » Network Connections v Search Network Connections 0@
%l Recent places "
i i i i i ion Rename this connection EE ~ m @
il Libraries
@ Documents Networking
J’ Music o
nnect using:
[&5] Pictures g
. @ Broadcom 440 10/100 Integrated Controller
B Videos
= Computer This connection uses the following items:
JBL File and Printer Shaning for Microsoft Networks ~
?! Network [ -a- Microsoft Networi Adapter Multiplexor Protocol
-4 Microsoft LLDP Protocol Driver
i Link-Layer Topology Discovery Mapper 1/0 Driver
4. Link-Layer Topology Discovery Responder
g T
emet Protocol Version 4 (TCP./IPv w
Description
Transmission Control Protocol/Intemet Protocol. The default
wide area network protocol that provides communication
across diverse interconnected networks.
Ditems Titem  1item selected == =

255 PM
127372012

- P D

7. Select “Use the following IP address” and “Use the following DNS server
addresses”, then input the following values:

A Your existing static IP address will be displayed in the “IP
address” field before you replace it. Please make a note of this IP
address, subnet mask, default gateway and DNS server
addresses.

IP address: 192.168.2.10
Subnet Mask: 255.255.255.0
Preferred DNS Server: 192.168.2.1

Click ‘OK’ when finished.

134



IV-1-2-5. Mac

1. Have your Macintosh computer operate as usual, and click on “System
Preferences”

System Preferences

2. In System Preferences, click on “Network”.

Internet & Network

Mobile Me QuickTime Sharing

3. Click on “Wi-Fi” in the left panel and then click “Advanced” in the lower
right corner.

8ano Network
() Q '-
Location: | Automatic =

Status: Connected | Turn Wi-Fi Off |
Wi-Fi is connected to OBM-AirPort-2.4C and

@ Etherne & has the IP address 192.168.77.119.
Not Connected
g "XBEL. themet 4.\ Network Name: | OBM-AirPort-2.4G .
Not Connected
® 802.11 n WLAN <m> @Ask to join new networks
Not Connected Known networks will be joined automatically.
. . If no known networks are available, you will
@ FireWire be asked before joining a new network.
Not Connected
™ Bluetooth PAN
Not Connected

| =) @Show Wi-Fi status in menu bar | Advanced... | [ /ﬁl
[ e | | Wt ook )

1 P
d Click the lock to prevent further changes. | Assistme... | Revert Apply

4. select “TCP/IP” from the top menu and select “Manually” from the drop
down menu labeled “Configure IPv4”, then click “OK”.
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0606

(<] [ ShowAl

Network

T Wi-Fi
[ wi-ri ]

Configure

Subnet Mask

Configure IPv6

Router:

Using DHCP

pxies
Using DHCP with manual address

Jsing BootP L
¥ Manually |
IPv4 Addre Off

: 1255.255.255.0

192.168.77.1

: | Automatically

Router:
IPv6 Address:

Prefix Length:

Hardware |

|

7'y

Your existing static IP address will be displayed in the “IP
address” field before you replace it. Please make a note of this IP

address, subnet mask, default gateway and DNS server

addresses.

5. Inthe “IPv4 Address” and “Subnet Mask” field enter IP address
192.168.2.10 and subnet mask 255.255.255.0. Click on “OK”.

Network

Configure IPv4:

Subnet Mask:

Router:

Configure IPv6:
Router:
IPv6 Address:

Prefix Length:

2| DNS | WINS | B02.1X | Proxies

Hardware |

| Manually =

IPv4 Addres192.1682.10 ) |

255.255.255.0

192.168.10.254

| Automatically

ar

@@
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6. Click “Apply” to save the changes.

Location:

Location (5/2/13 2:54 PM)

- Connected

@ Ethernet
Not Connected

&>

802.11...dapter 4
e Not Connected é i>

@ 802.11...apter 2 4_!>

Not Connected

FireWire -

Not Connected =

+] =l

dﬁ Click the lock to prevent further changes.

Status: Connected

Turn Wi-Fi Off

'Wi-Fi is connected to EdimaxAP20 and has
the IP address 192.168.2.10.

Network Name: [ EdimaxAP20

ar

|| Ask to join new networks

Known networks will be joined automatically.
If no known networks are available, you will
have to manually select a network.

™ Show Wi-Fi status in menu bar

[ Advanced.. | (2)

Assist me... ][ Revert 1’
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IV-1-3. How to Find Your Network Security Key

To find your network security key, please follow the instructions appropriate
for your operating system.

ﬁ If you are using Windows XP or earlier, please contact your ISP or
router manufacturer to find your network security key.

IV-1-3-1. Windows 7 & Vista

1. Open “Control Panel” and click on “Network and Internet” in the top
menu.

? . @ + Control Pandl » Ne!workandlntemet

: File Edit View Tools Advanced Help

Organize

X & il

Local Area Wireless
Connection Metwork
Connection
19

2. Click on “View network status and tasks” which is under the heading
“Network and Sharing Center”.

' [E=EER=)
K Jz [T+ ControlPenel +» Networkandintemet » | 5 | Searcn Controlpanel |

: File Edit View Tools Help

Control Panel Home .
doharing Center

W 2o
System and Security - 1ew network status and tas Connect to a network

Uters and devices

o
Network and Internet Add a wireless device to the network
Hardware and Sound

HomeGroup
Programs Choose homegroup and sharing options

User A ts and Famil :
s:fee;yccounsa" = o Internet Options

¥=| Changeyour homepage | Manage browser add-ons

A d
HEESIange aie Delete browsing history and cookies

Personalization
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3. Click on “Manage wireless networks” in the left menu.

0 [E=REEE )
N e - Dol O
L o ./ -gg <« Metwork an.. » Network and Sharing Center - | Search Control Panel 0

: FEile Edit View Tools Help

@ -
Control Panel Home - - < -
View your basic network information and set up H

IManage wireless network: connections

Change adapter settings &I' E Q See full map

Eh gnge TLENEEIE T5-PC HemeMetwork 2 Internet

E (This computer)

Seealso View your active networks Connect or disconnect
HomeGroup Access type: Internet

Tnternet Nintinne Connections: il Wireless
HomeNetwork 2 Metwork

<

4. You should see the profile of your Wi-Fi network in the list. Right click on
your Wi-Fi network and then click on “Properties”.

Add  Rermove Move down  Adapter properties  Profile types

Metworks you can view, modify, and reorde

.E.‘il- HomeMetwork Security: WPAZ-Personal

)
‘ Remove network
Move down

5.Click on the “Security” tab, and then check the box labeled “Show
characters”. This will show your network security key. Click the “Cancel”
button to close the window.

Security type: | wPA2-Personal -

Encryplion type: [AES v]

Metwork security key 1234567390
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IV-1-3-2. Mac

1. Open a new Finder window, and select “Applications” from the menu on
the left side. Open the folder labeled “Utilities” and then open the
application “Keychain Access”.

eno6 (5% Applications
| b e E[I]],lllllj[ﬂv][q-r][grj (qQ 3
FAVORITES | MName & Date M_DdlﬁEd. Size .
I Desktop 7 TextEdit 2012/2/2 T4 7:08 11.1 MB
@ Time Machine 2012/2/2 T4 7:08 379 KB
; 2012/2/)2 T93:32 R
rﬂz Applications =RETvity Monitor 2012/2/2 T4 7.08 10.6 MB
e * AirPort Utility 2012/2/2 F47.08 33.5 MB
£ Doy .4 AppleScript Editor 2012/2/2 T57:.08 12.8 MB
M Audio MIDI Setup 2012/2/2 T 7.08 11.8 MB
DEVICES «» Bluetooth File Exchange 2012/2/2 T 708 1.8 MB
.| 10.6 & Boot Camp Assistant 2012/2/2 T 7:08 13.7 MB
% ColorSync Utility 2012/2/2 FF7:08 17 MB
B Console 2012/2/2 T4 7:08 7.5 MB
& DigitalColor Meter 2012/2/2 F47:08 2.2 MB
= Disk Utility 2012/2/2 T4 7:08 27 MB
¥ Grab 2012/2/2 T 7:08 3.5 MB
¢! Grapher 2012/2/2 T7.08 37.3MB
2] java Preferences 2012/7/17 £%10:54 719 KB
2012/2/)2 T4 7:08
S MIgrauan mssistant 2012/2/2 TH7:.08 6.7 MB
[ TR PO T [} P AATTN AT T N0 T = ¥ [s]

2. Select “Passwords” from the sub-menu labeled “Category” on the left side,
as shown below. Then search the list in the main panel for the SSID of your
network. In this example, the SSID is “EdimaxWireless” —though your SSID
will be unique to your network.
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Keychain Access

Mhains
& login EdimaxWireless
. - Kind: AirPort network password
ﬁ System Account: AirPort
B System Roots 4

Where: com.apple.network.wlan.ssid.EdimaxWireless
Modified: Today, TH5:45

_ Kind
ﬁ Apple ID Authentication application password
:ﬁq Apple Persistent State Encryption application password

| Date Modified | Keychain |
2012/7/17 £F10:16:29  login
2012/7/16 T4F5:15:20  login

E] My Certificates

ﬁ EDIMAX 6475 AirPort network password 201277717 L%11:08:03 login

Category B _Eding Aswd: AirPort network password 2012/8/27 £ 10:24:59 login

ALL Lo AirPort netwerk password Today, T5:45 login
T 3 application password 2012/7/17 FF10:16:23  login
~ 9 Matt AirPort network password Today, 4528 login
ﬁ PP-6574-Demo AirPort network password 2012/7/17 T4 2:21:30  login

@ Keys
[E] Certificates

3. Double click the SSID of your network and you will see the following
window.

P Access Control } -

Name: | EdimaxWireless

Kind: |AirPurt network password

Account: |Aerurt

Where; |{um.apple.rlemurk.wlan.ssid.Edimaijrle_'ss

Comments:

[ | Show password: ?

| Sawve Changes .|

4. Check the box labeled “Show password” and you will be asked to enter
your administrative password, which you use to log into your Mac. Enter
your password and click “Allow”.

141



n Keychain Access wants to use your
% . confidential information stored in

“EdimaxWireless" in your keychain.
To allow this, enter the “login™ keychain password.

Password: |

[ Always Allow | | Deny

G

| Save Changes |

Your network security password will now be displayed in the field next to
the box labeled “Show password”. In the example below, the network
security password is “edimax1234”. Please make a note of your network
security password.

800

Access Control J'

Narme: IEdimﬂWreltis I
|
|
|

Kind: |AirPurt network password

Account: | AirPort

Where: | com.apple.network.wlan.ssid. EdimaxWireless

Comments: |

@Shuw password: | edimax1234 > J @

L Save Changes |
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IV-1-4. How to Find Your Router’s IP Address

To find your router’s IP address, please follow the instructions appropriate for
your operating system.

IV-1-4-1. Windows XP, Vista & 7

1. Goto “Start”, select “Run” and type “cmd”, then press Enter or click “OK”.

Internet
Mozilla Firefox

|',T.' E-mail AlanChiu
L) Microsoft Office Outlook

P Documents
Internet Explorer
8 3 Pictine === Type the name of a program, folder, document, or Internet
ae i —  resource, and Windows will open it for you.
- .
@? AnView
Music
[ W= Microsoft Office Word 2007
"—- Recent ltems @J This task will be created with administrative privileges.
e Google Chrome
Computer

il S
t@ Microsoft Office PowerPoint 2007 e ‘»J ’ Cancel ] ’ Browse...

P Adobe Reader @

Connect To

I:::\—“
- Command Prompt Control Panel

l',:_"',‘l EfET Microsoft Office 3T Default Programs

Q Audacity Run...

» All Programs

2. A new window will open, type “ipconfig” and press Enter.
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BN Administrator: C\Windows

Microsoft Windows [Uersion 6.0.68621
Copyrdight <c? 20886 Microsoft Corporation. All rights reserved.

C:\serssAlanChilripeconfig

)

3. Your router’s IP address will be displayed next to “Default Gateway”.

EM Administraton ChWindowssystem32icmd.exe ":'"‘El* S

Ethernet adapter E ]

Connection—specific DNS Suffix

Link—-local IPv6 Address P feB8B::dcdc:3e?@:habb 172249

IPv4 fddress. . . . . . z 192 . 168.10.14

SwlfMEL MaoR™ & a & g 255.255.255.8

Default Gateway ) . i 3 f pRRaadediilataih:e9c2 :e57hx9
192.168.10.254

Wireless LAN adapter

Media State . . . . . . . . . Media disconnected

Connection—specific DNS Suffix edimax.com

Tunnel adapter E 2 b:

Media State . . . . . . . . . . Media disconnected
Connection—specific DNS Suffix

Tunnel adapter E

Media State . . . . F Media disconnected
Connection—specific DNS Suffix

IC: WsersAlanChiudy,
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IV-1-4-2. Windows 8

1. From the Windows 8 Start screen, move your curser to the top right
corner of the screen to display the Charms bar.

(M Trending
Rick Majerus
Katt Williams slap
Hugh Hefner

Calendar Internet Explorer Store 15

i

Photos Maps. SkyDrive

S&P 500

141618 A ~0.02% [+0.23)
11/30/2012 4:38 PM EST

i

legram - LeBreton:
ws there's still hope

* = 257 Monday
. December 3 SRS

2. Click “Search” and enter “cmd” into the search bar. Click the “Command
Prompt” app which be displayed on the left side.
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A p pS Results for “cmd *

Apps
PI
n Settings
lii

Bing

Finance

Games

Intemet Explorer

Maps

Music

3. A new window will open, type “ipconfig” and press Enter.

“Windows [Uersion 6.2.92001
2 MicrospftaConooration. All rights reserved.

BC:~Users~\inB>ipconf iy
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4.vour router’s IP address will be displayed next to “Default Gateway”.

Windows 8
Build 9200

258 PM
12/3/202

A m 9T
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IV-1-4-3. Mac
1. Launch “System Preferences” and click on “Network”.

2. If you are using an Ethernet cable to connect to your network, your
router’s IP address will be displayed next to “Router”.

800 Network
| < > || Showall (Q D

Location: | Automatic a

Status: Connected

Ethernet is currently active and has the IP

FireWire address 192.168.10.179.
Mot Connecied

@ ?;":.i_,'ﬁ = Configure IPv4: | Manually =
P USE Ne...terface <m> IP Address: | 192.168.9.20 |
Not Connected T |

Subnet

@ Bluetooth PAN 6 ,
Not Connected :1192.168.10.254

DNS Server: .12, 192.168.1.2

Search Domains:

; | [ Advanced... | (7)
s B . 0 | —_— '
Wil
| Click the lock to prevent further changes. | Assistme.. | | Revert | | Apply |

3. If you are using Wi-Fi, click “Wi-Fi” in the left panel, and then “Advanced”
in the bottom right corner.
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8eoo Network

R —

Location: | Automatic :
Status: Connected | Turn Wi-Fi Off |
Wi-Fi is connected to EdimaxHQ and has the
<ﬁaz> IP address 10.0.20.97.
Not Connected
@ Firewire 1 Network Name: [ EdimaxHQ 2 |
Not Connected = : i
USB Ne...terface <m> (™ Automatically join this network
Not Connected wilie
(M Ask to join new networks
@ Bluetooth PAN e Known networks will be joined automatically.
Not Connected If no known networks are available, you will

be asked before joining a new network.

———T i ™ Show Wi-Fi status in menu bar 7)
EBErn | Gdvanced ) (@

1l -
[‘i Click the lock to prevent further changes. | Assistme.. | Revert Apply

4. Click the “TCP/IP” tab and your router’s IP address will be displayed next
to “Router”.

6086 Network
Show Al (Q )
"%E" Wi-Fi
a TCP/IP S | WINS | B02.1X | Proxies | Hardware ]-
Configure IPv4: | Using DHCP B
IPv4 Address: 10.0.20.97 | Renew DHCP Lease |
SubnetM DHCP Client ID: | |
{ If required )
Router: 10.0.20.254
Configure IPv6: | Automatically -
Router:
IPv6 Address:
Prefix Length:
. :
) | Cancel | | o©OK |
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IV-2. Connecting to a Wi-Fi network

For help connecting to your device’s Edimax.Setup SSID for initial setup, or to
connect to your device’s new Wi-Fi network (SSID) after setup is complete,
follow the guide below:

A Below is an example of how to connect using Windows Vista — the
process may vary slightly for other versions of Windows.

1. Click the network icon (-,orm) in the system tray and select “Connect
to a network”.

Mot Connected

‘, Wireless networks are available.
gy

Connect to a network
M : nter

2. Search for the SSID of your BR-6288ACL and then click “Connect”. If you
set a password for your network, you will then be prompted to enter it.

Select a netwark to connect to

Show [l -
.-h L § - ™ | :
_& OBM-AirPort-2.4G Security-enabled network !!!_U |i|
ﬁ edimax.setup Unsecured network !!ﬂ!
Bl EDIMAXIP Cam-24G  Security-enabled network 555!
ol u
-~ 4 [T

Set up a connection or network
QOpen Metwork and Sharing Center

i Connect I Cancel
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3. After correctly entering your password, you will be successfully connected
to the BR-6288ACL’s wireless network.

Successfully connected to edimax.setup

Save this network
Start this connection automatically
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IV-3. Troubleshooting

1. In range extender mode, is my BR-6288ACL dual-band?

a. Yes. The BR-6288ACL can extend 2.4GHz & 5GHz Wi-Fi signals concurrently, but
you must connect your BR-6288ACL to each (2.4GHz & 5GHz) network
separately during iQ setup. During iQ Setup, you will be asked to select both a
2.4GHz & 5GHz Wi-Fi network to extend, as well as specify a new SSID (name)
and password for each of the networks that your BR-6288ACL’s will
broadcast/extend.

A You can disable either 2.4GHz or 5GHz Wi-Fi during iQ setup if
there is no appropriate source network available, or if you do not
wish to use it. If either the 2.4GHz or 5GHz frequency band is
disabled, wireless clients/devices on the same frequency band will
be unable to connect to your range extender.

2. In range extender mode, if my BR-6288ACL is set up as a
dual-band extender, what happens when | connect a wired
Ethernet client?

a. When you connect a network device to your BR-6288ACL in range extender
mode via Ethernet cable, by default the network device will connect to the 5GHz
network. If there is no 5GHz network available, the network device will connect
to the 2.4GHz network instead.

3. In range extender mode, how do | connect to a network which
has a hidden SSID?

a. During iQ Setup, you can manually enter a SSID in the “Wi-Fi network name”
field as shown below, for either/both 2.4GHz and 5GHz, along with the relevant
encryption information.
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4.
a.
b.

XKD i MAX Range Extender

2.4GHz Wireless Site Survey

Please set a new Wi-Fi network name (SSID) for the range extender if you wish, and set the security
key for your existing wireless network if required

Wi-Fi network name (SSID)
Range extender SSID
Encryption | Disable v

Wi-Fi network name | Enter the SSID (network name) of your existing,
hidden network.

Range extender SSID | Enter an SSID for the BR-6288ACL or leave it
blank to use a default which consists of your
existing router’s SSID (above) +" 2EX".
Encryption Select and enter the encryption information for
your existing, hidden network.

I can’t access the Internet.

Ensure that all cables are connected properly. Try a different Ethernet cable.
Check if you can access the web based configuration interface. If not, please
ensure your Wi-Fi device is set to use a dynamic IP address. If you are unsure
how to do this, try using a computer and refer to the user manual for guidance.
Login to the web based configuration interface and go to Internet > WAN Setup
and check that the connection type is correct. If you are unsure which internet
connection type you have, please contact your Internet Service Provider (ISP).
Connect a computer directly to your modem and check if you can access the
internet. If you can’t, please contact your Internet service provider for
assistance.

5. 1 can’t open the web based configuration interface.

Please ensure your Wi-Fi device is set to use a dynamic IP address. If you are
unsure how to do this, try using a computer and refer to IV-1-1. How to check
that your computer uses a dynamic IP address.
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6. | forgot my password.
a. Reset the router to its factory default settings and use the default username
admin and default password 1234.

7. My BR-6288ACL has a weak wireless signal.
Weak signals are usually caused by interference from other devices or obstacles

blocking the BR-6288ACL’s wireless signal:

a. Keep the device away from other radio devices such as microwaves or cordless
phones.

b. Do not put the device in the corner of a room or under/nearby metal.

c. Ensure there are as few obstacles as possible between the BR-6288ACL and your
wireless network device.

In range extender mode, the BR-6288ACL’s weak wireless signal may be in turn
caused by a weak signal from your existing router. It’s important to choose a good
location for the BR-6288ACL in relation to your existing wireless router. The best
location is roughly in the middle between your existing wireless router and the area
you would like to be covered by the BR-6288ACL. If you are too far away from your
existing router, then it is difficult for the BR-6288ACL to receive a wireless signal.

8. A firmware upgrade failed and the BR-6288ACL isn’t working.
Firmware upgrade failures can happen occasionally due to power cuts or
unstable connections. In this scenario, you need to first connect a computer to
one of your BR-6288ACL’s LAN ports using an Ethernet cable. Then you need to
modify your computer’s IP address to 192.168.2.x where x is any value between
3 and 254. Refer to |V-1-2. How to modify the IP address of your computer if you
need guidance to do so.

From there, you need to go to 192.168.2.1 in a web browser, and you will see
the page below:

Firmware Recovery Mode
Please select the correct firmware file than click Upload once and wait

for the next screen to display that the upgrade is in progress.
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Click “Browse” to locate the firmware file on your computer and then click
“Upload” to upload the new firmware. It may take several minutes to complete,
please wait and follow the instructions on screen.
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V. Glossary

Default Gateway (Wireless bridge): Every non-access point IP device needs to
configure a default gateway’s IP address. When the device sends out an IP
packet, if the destination is not on the same network, the device has to send
the packet to its default gateway, which will then send it out towards the
destination.

DHCP: Dynamic Host Configuration Protocol. This protocol automatically gives
every computer on your home network an IP address.

DNS Server IP Address: DNS stands for Domain Name System, which allows
Internet servers to have a domain name (such as www.Broadbandaccess
point.com) and one or more IP addresses (such as 74.125.128.104). A DNS
server keeps a database of Internet servers and their respective domain
names and IP addresses, so that when a domain name is requested (as in
typing "Broadbandaccess point.com" into your Internet browser), the user is
sent to the proper IP address. The DNS server IP address used by the
computers on your home network is the location of the DNS server your ISP
has assigned to you.

DSL Modem: DSL stands for Digital Subscriber Line. A DSL modem uses your
existing phone lines to transmit data at high speeds.

Ethernet: A standard for computer networks. Ethernet networks are
connected by special cables and hubs, and move data around at up to 10/100
million bits per second (Mbps).

IP Address and Network (Subnet) Mask: IP stands for Internet Protocol. An IP
address consists of a series of four numbers separated by periods, that
identifies a single, unique Internet computer host in an IP network. Example:
192.168.2.1. It consists of 2 portions: the IP network address, and the host
identifier.

The IP address is a 32-bit binary pattern, which can be represented as four
cascaded decimal numbers separated by “.”: aaa.aaa.aaa.aaa, where each
“aaa” can be anything from 000 to 255, or as four cascaded binary numbers
separated by “.”: bbbbbbbb.bbbbbbbb.bbbbbbbb.bbbbbbbb, where each “b”

can either be 0 or 1.
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A network mask is also a 32-bit binary pattern, and consists of consecutive
leading 1’s followed by consecutive trailing 0’s, such as
11111111.11111111.11111111.00000000. Therefore sometimes a network
mask can also be described simply as “x” number of leading 1’s.

When both are represented side by side in their binary forms, all bits in the IP
address that correspond to 1’s in the network mask become part of the IP
network address, and the remaining bits correspond to the host ID.

For example, if the IP address for a device is, in its binary form,
11011001.10110000.10010000.00000111, and if its network mask is,
11111111.11111111.11110000.00000000

It means the device’s network address is
11011001.10110000.10010000.00000000, and its host ID is,
00000000.00000000.00000000.00000111. This is a convenient and efficient
method for access points to route IP packets to their destination.

ISP Gateway Address: (see ISP for definition). The ISP Gateway Address is an
IP address for the Internet access point located at the ISP's office.

ISP: Internet Service Provider. An ISP is a business that provides connectivity
to the Internet for individuals and other businesses or organizations.

LAN: Local Area Network. A LAN is a group of computers and devices
connected together in a relatively small area (such as a house or an office).
Your home network is considered a LAN.

MAC Address: MAC stands for Media Access Control. A MAC address is the
hardware address of a device connected to a network. The MAC address is a
unique identifier for a device with an Ethernet interface. It is comprised of
two parts: 3 bytes of data that corresponds to the Manufacturer ID (unique
for each manufacturer), plus 3 bytes that are often used as the product’s
serial number.

NAT: Network Address Translation. This process allows all of the computers
on your home network to use one IP address. Using the broadband access
point’s NAT capability, you can access the Internet from any computer on
your home network without having to purchase more IP addresses from your
ISP.
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Port: Network Clients (LAN PC) uses port numbers to distinguish one network
application/protocol over another. Below is a list of common applications and
protocol/port numbers:

Application |Protocol |Port Number
Telnet TCP 23
FTP TCP 21
SMTP TCP 25
POP3 TCP 110
H.323 TCP 1720
SNMP UCP 161
SNMP Trap |UDP 162
HTTP TCP 80
PPTP TCP 1723
PC Anywhere TCP 5631
PC Anywhere UDP 5632

Access point: A access point is an intelligent network device that forwards
packets between different networks based on network layer address
information such as IP addresses.

Subnet Mask: A subnet mask, which may be a part of the TCP/IP information
provided by your ISP, is a set of four numbers (e.g. 255.255.255.0) configured
like an IP address. It is used to create IP address numbers used only within a
particular network (as opposed to valid IP address numbers recognized by the
Internet, which must be assigned by InterNIC).

TCP/IP, UDP: Transmission Control Protocol/Internet Protocol (TCP/IP) and
User Datagram Protocol (UDP). TCP/IP is the standard protocol for data
transmission over the Internet. Both TCP and UDP are transport layer protocol.
TCP performs proper error detection and error recovery, and thus is reliable.
UDP on the other hand is not reliable. They both run on top of the IP (Internet
Protocol), a network layer protocol.

WAN: Wide Area Network. A network that connects computers located in
geographically separate areas (e.g. different buildings, cities, countries). The

Internet is a wide area network.
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Web-based management Graphical User Interface (GUI): Many devices
support a graphical user interface that is based on the web browser. This

means the user can use the familiar Netscape or Microsoft Internet Explorer
to Control/configure or monitor the device being managed.
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FDIMAX

NETWORKING PEOPLE TOGETHER

COPYRIGHT

Copyright © Edimax Technology Co., Ltd. all rights reserved. No part of this publication
may be reproduced, transmitted, transcribed, stored in a retrieval system, or translated
into any language or computer language, in any form or by any means, electronic,
mechanical, magnetic, optical, chemical, manual or otherwise, without the prior written
permission from Edimax Technology Co., Ltd.

Edimax Technology Co., Ltd. makes no representations or warranties, either expressed or
implied, with respect to the contents hereof and specifically disclaims any warranties,
merchantability, or fitness for any particular purpose. Any software described in this
manual is sold or licensed as is. Should the programs prove defective following their
purchase, the buyer (and not this company, its distributor, or its dealer) assumes the
entire cost of all necessary servicing, repair, and any incidental or consequential damages
resulting from any defect in the software. Edimax Technology Co., Ltd. reserves the right
to revise this publication and to make changes from time to time in the contents hereof
without the obligation to notify any person of such revision or changes.

The product you have purchased and the setup screen may appear slightly different from
those shown in this QIG. The software and specifications are subject to change without
notice. Please visit our website www.edimax.com for updates. All brand and product
names mentioned in this manual are trademarks and/or registered trademarks of their
respective holders.
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Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to Part
15 of FCC Rules. These limits are designed to provide reasonable protection against harmful interference in a
residential installation. This equipment generates, uses, and can radiate radio frequency energy and, if not
installed and used in accordance with the instructions, may cause harmful interference to radio communications.
However, there is no guarantee that interference will not occur in a particular installation. If this equipment does
cause harmful interference to radio or television reception, which can be determined by turning the equipment
off and on, the user is encouraged to try to correct the interference by one or more of the following measures:

1. Reorient or relocate the receiving antenna.

2. Increase the separation between the equipment and receiver.

3. Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.
4. Consult the dealer or an experienced radio technician for help.

FCC Caution

This device and its antenna must not be co-located or operating in conjunction with any other antenna or
transmitter. This device complies with Part 15 of the FCC Rules. Operation is subject to the following two
conditions: (1) this device may not cause harmful interference, and (2) this device must accept any interference
received, including interference that may cause undesired operation. Any changes or modifications not expressly
approved by the party responsible for compliance could void the authority to operate equipment.

Federal Communications Commission (FCC) Radiation Exposure Statement

This equipment complies with FCC radiation exposure set forth for an uncontrolled environment. In order to avoid
the possibility of exceeding the FCC radio frequency exposure limits, human proximity to the antenna shall not be
less than 2.5cm (1 inch) during normal operation.

Federal Communications Commission (FCC) RF Exposure Requirements

This EUT is compliance with SAR for general population/uncontrolled exposure limits in ANSI/IEEE C95.1-1999 and
had been tested in accordance with the measurement methods and procedures specified in OET Bulletin 65
Supplement C. The equipment version marketed in US is restricted to usage of the channels 1-11 only. This
equipment is restricted to indoor use when operated in the 5.15 to 5.25 GHz frequency range.

R&TTE Compliance Statement

This equipment complies with all the requirements of DIRECTIVE 1999/5/EC OF THE EUROPEAN PARLIAMENT AND
THE COUNCIL of March 9, 1999 on radio equipment and telecommunication terminal equipment and the mutual
recognition of their conformity (R&TTE). The R&TTE Directive repeals and replaces in the directive 98/13/EEC
(Telecommunications Terminal Equipment and Satellite Earth Station Equipment) As of April 8, 2000.

Safety

This equipment is designed with the utmost care for the safety of those who install and use it. However, special
attention must be paid to the dangers of electric shock and static electricity when working with electrical
equipment. All guidelines of this and of the computer manufacture must therefore be allowed at all times to
ensure the safe use of the equipment.

EU Countries Intended for Use

The ETSI version of this device is intended for home and office use in Austria, Belgium, Bulgaria, Cyprus, Czech,
Denmark, Estonia, Finland, France, Germany, Greece, Hungary, Ireland, Italy, Latvia, Lithuania, Luxembourg, Malta,
Netherlands, Poland, Portugal, Romania, Slovakia, Slovenia, Spain, Sweden, Turkey, and United Kingdom. The ETSI
version of this device is also authorized for use in EFTA member states: Iceland, Liechtenstein, Norway, and
Switzerland.

EU Countries Not Intended for Use
None
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EU Declaration of Conformity

English:
Francgais:
Cestina:
Polski:
Romana:
Pycckuii:
Magyar:
Tiirkce:

YKpaiHcbKa:
Slovencina:

Deutsch:
Espanol:

Italiano:
Nederlands:

Portugués:
Norsk:

Svenska:
Dansk:

Suomi:

This equipment is in compliance with the essential requirements and other relevant
provisions of Directive 1999/5/EC, 2009/125/EC.

Cet équipement est conforme aux exigences essentielles et autres dispositions de la
directive 1999/5/CE, 2009/125/CE.

Toto zafizeni je v souladu se zakladnimi poZadavky a ostatnimi pfisluSnymi ustanovenimi
smérnic 1999/5/ES, 2009/125/ES.

Urzadzenie jest zgodne z ogdInymi wymaganiami oraz szczegdlnymi warunkami
okreslonymi Dyrektywa UE 1999/5/EC, 2009/125/EC.

Acest echipament este in conformitate cu cerintele esentiale si alte prevederi relevante ale
Directivei 1999/5/CE, 2009/125/CE.

3710 060pyAOBaHME COOTBETCTBYET OCHOBHbLIM TPEBOBAHMAM U NOMOKEHUAM ANPEKTUBBI
1999/5/EC, 2009/125/EC.

Ez a berendezés megfelel az alapvetd kdvetelményeknek és mds vonatkozd iranyelveknek
(1999/5/EK, 2009/125/EC).

Bu cihaz 1999/5/EC, 2009/125/EC direktifleri zorunlu istekler ve diger hikimlerle ile
uyumludur.

O6nagHaHHA BiaNoBiaae BMMmoram i ymosam ampextmusn 1999/5/EC, 2009/125/EC.

Toto zariadenie spifia zakladné poziadavky a dalSie prislu§né ustanovenia smernic
1999/5/ES, 2009/125/ES.

Dieses Gerat erfullt die Voraussetzungen gemaR den Richtlinien 1999/5/EC, 2009/125/EC.
El presente equipo cumple los requisitos esenciales de la Directiva 1999/5/EC,
2009/125/EC.

Questo apparecchio € conforme ai requisiti essenziali e alle altre disposizioni applicabili
della Direttiva 1999/5/CE, 2009/125/CE.

Dit apparaat voldoet aan de essentiéle eisen en andere van toepassing zijnde bepalingen
van richtlijn 1999/5/EC, 2009/125/EC.

Este equipamento cumpre os requesitos essénciais da Directiva 1999/5/EC, 2009/125/EC.
Dette utstyret er i samsvar med de viktigste kravene og andre relevante regler i Direktiv
1999/5/EC, 2009/125/EC.

Denna utrustning ar i 6verensstammelse med de vasentliga kraven och 6vriga relevanta
bestammelser i direktiv 1999/5/EG, 2009/125/EG.

Dette udstyr er i overensstemmelse med de vaesentligste krav og andre relevante
forordninger i direktiv 1999/5/EC, 2009/125/EC.

Tama laite tayttaa direktiivien 1999/5/EY, 2009/125/EY oleelliset vaatimukset ja muut
asiaankuuluvat maaraykset.

CODPOOGOODODDGD
cocosscosasnd O FE & (E'

WEEE Directive & Product Disposal

At the end of its serviceable life, this product should not be treated as household or general waste. It
should be handed over to the applicable collection point for the recycling of electrical and electronic
mmmmm cquipment, or returned to the supplier for disposal.
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Declaration of Conformity

We, Edimax Technology Co., Ltd., declare under our sole responsibility, that the
equipment described below complies with the requirements of the European R&TTE
directives.

Equipment: AC600 Multi-Function Concurrent Dual-Band Wi-Fi Router
Model No.: BR-6288ACL

The following European standards for essential requirements have been followed:

Directives 1999/5/EC

Spectrum © ETSI EN 300 328 V1.8.1 (2012-06);
ETSI EN 301 893 V1.7.1 (2012-06)
EMC © EN 301 489-1 V1.9.2 (2011-09);
EN 301 489-17 V2.2.1 (2012-09);
Safety (LVD) © IEC 60950-1:2005 (2" Edition);Am 1:2009

EN 60950-1:2006+A11:2009+A1:2010+A12:2011

Recommendation19 99/5/EC
EMF : EN 62311:2008

Directives 2006/95/EC
Safety (LVD) : IEC 60950-1:2005 (2”d Edition);Am 1:2009
EN 60950-1:2006+A11:2009+A1:2010+A12:2011

Edimax Technology Co., Ltd.
No. 3, Wu Chuan 3™ Road,
Wu-Ku Industrial Park,
New Taipei City, Taiwan

Date of Signature: Sep, 2014

CEQ =

Printed Name: Albert Chang
Title: Director
Edimax Technology Co., Ltd.
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