RADIUS Authentication for Office Network under Win 7

The Office 1-2-3 uses RADIUS authentication for Office Network. If you have Win 8.0, Win 8.1, Win 10, OSX,
i0S, or Android OS, login screen will pop up automatically. For Win 7 or Vista or OS version before, specific
configurations is mandatory to enable radius login. Please follow the instructions below:

For multi-language version, please find it in the CD, or visit the following download link and look for the

Radius Authentication for Office Network file: www.edimax.com/edimax_pro/download/Office1-2-3

1. Find and click the network icon on the bottom right of the desktop and click Open Network and
Sharing Center. Click Manage wireless networks - Add - Manually create a network profile.
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Windows tries to connect to these networks in the order listed below.

o~ Createan ad hoc network
% This creates a temporary network for sharing files or an Internet connection

2. Enter a network name in the field after “Network name”, select WPA2-Enterprise for “Security type”,
select AES for “Encryption type”, and make sure to check the “Start this connection automatically”

checkbox. Click “Next” for a successfully added network message and click “Close” to close the window.
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3. Double-click the newly created network to “Properties” page. Click Security = Settings.
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4. Uncheck “Validate server certificate” and click “Configure”. Make sure “Automatically use ...” is
unchecked and click “OK”.

Check “Enable Fast Reconnect” (if unchecked) and click “OK” to return to the “Security” tab.
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5. Click “Advanced settings”. Check “Specify authentication mode”, select User authentication from the
dropdown menu and click “Save credentials”. Enter an office account username and password. Confirm

the newly created network by clicking “OK” until returning to the “Managed Wireless Network” page.
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6. Find and click the network icon on the bottom right of the desktop. Select the office network of your
Office 1-2-3 and connect to it.
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